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DISCLAIMER 
The views and opinions expressed in this report are those of the World Maritime University researchers, 

and do not reflect the position of any international organization, department or agency. Information 

contained herein are based on examination and analysis of primary and secondary sources, and insights 

provided by industry experts, and as such, no warranties are given by the World Maritime University, nor is 

any duty of care or responsibility accepted by the authors/researchers, for any consequences that are direct 

or indirect results from reliance on guidance contained in this document. All laws, regulations and policies 

cited in this report are current to 20231001. 
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EXECUTIVE SUMMARY 
Following the formulation of the BUGWRIGHT2 policy blueprint, this work package deliverable progresses 

to contribute to the evolution of norms and regulations concerning maritime robotics and autonomous 

systems (RAS). In light of this, the primary focus of the World Maritime University (WMU), as outlined in 

section 2.1.3 of the Description of Actions (DoA), has been to furnish practical recommendations and 

formulate guidelines tailored for endusers  specifically, targeting the core audience involved in the 

BUGWRIGHT2 project. The efforts undertaken within the scope of this deliverable align closely with the 

regulatory objective outlined in page 4 of the DoA, which aims to bolster the BUGWRIGHT2 mission: “[t]he 

objective of BUGWRIGHT2 will be to bridge the gap between the current and desired capabilities of ship 

inspection and service robots by developing and demonstrating an adaptable autonomous robotic solution 

for servicing ship outer hulls”. According to the WMU Researchers, these gaps can be effectively addressed 

through regulatory guidance notes. These notes act as a compass for endusers navigating the intricate yet 

complicated policy landscape, offering direction, comprehension, and assistance to ensure adherence to 

legally permissible perimeters while striving for optimal performance. 

Altogether, the current work package deliverable materializes through five distinct strands of research. The 

primary tasks focused on reviewing origins, types and status of international, European and national norms, 

regulations and standards. WMU Researchers note that artificial intelligence (AI) applications offer vast 

potential across industries but demand a nuanced approach to governance that harmonizes ethical 

considerations with industryspecific needs. A hybrid framework combining adaptable regulations and 

standards is pivotal in steering AI’s trajectory within an everevolving technological landscape while 

addressing societal implications. Effective AI governance necessitates alignment with current global 

governance realities, acknowledging the burgeoning influence of transnational actors and the private 

sector. A synthesis of “soft” and “hard” law emerges as an optimal path to steer new technologies for 

broader societal good, ensuring responsible AI development and deployment. A “polycentric” governance 

model, involving diverse stakeholders like policymakers, software developers, academia, and industry, is 

imperative. This approach fosters inclusivity, ensuring equitable AI development, deployment, and usage 

while maintaining safety and ethical standards. 

In the process of developing a methodology for evaluating existing norms and standards, WMU Researchers 

shed light on hazards posed by remote inspection techniques (RIT). Findings underscore the necessity of 

instituting ethical frameworks centered around human welfare and values. They also unveil regulatory 

sandboxes and living labs as crucial methodologies for guiding and regulating new innovations. Regulatory 

sandboxes offer controlled spaces for testing innovative solutions within relaxed regulatory frameworks, 

particularly beneficial in managing the challenges posed by rapidly advancing technologies. However, 

challenges such as equal access, risk management, and scaling successful innovations remain. In a different 

fashion, Living Labs provide usercentered ecosystems for evaluating autonomous systems, fostering 

collaborative innovation among users and producers. While these labs also offer opportunities for testing 

regulations, their primary focus lies in usercentric innovation and technology uptake. Notably, a crucial gap 

exists in a common platform for interactions among policymakers, standard organizations, manufacturers, 

and consumers in robot regulation. Living Labs have the potential to bridge this gap by creating an inclusive 

ecosystem involving all stakeholders. Although regulatory sandboxes emphasize regulatory understanding 

while Living Labs prioritize usercentric innovation, a potential convergence termed ‘Regulatory Living Labs’ 
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could amalgamate these approaches, blending regulatory focus with usercentric innovation for realworld 

experimentation of new technologies. 

When advancing understanding whether new regulatory approaches or selfregulatory approach is best, 

WMU Researchers considering evidence at hand support coregulation marked by crossborder, pliable, 

and dynamic approach to regulatory affairs, fostering international coordination and engaging a multitude 

of stakeholders. This approach, according to Researchers requires a thorough consideration of the distinct 

challenges and prospects inherent in each technology and sector, entailing a concerted collaboration 

among industry, government, and civil society. Within this paradigm, the technoregulatory tools demand 

regular updates while fostering communication channels with industry or public oversight groups, aimed at 

facilitating the dissemination of best practices. 

Finally, WMU Researchers revisit the regulatory blueprint initially formulated under the auspices of work 

package 1.4 report deliverable, collaborating with selected members of the Senior Advisory Group (SAG). 

The primary aim of this endeavor was to comprehensively review and synthesize all components of the 

regulatory blueprint, constituting an important phase within the “enhancement” process. 

The concluding section encapsulates a synthesis of key recommendations comprised of strategic ways 

forward derived from insights provided by panelists of the WMUGOIBUGWRIGHT2 Forum.  

Finally, annexed to this report are guidelines developed in accordance with the structure adhered to by 

international organizations. Similar to preceding segments, this part has been crafted through consultations 

with specific members of the SAG. 
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KEY SIGNIFICANT MILESTONES ACHIEVED 

1. Developed two stateofthe art reports (ref: Report Deliverable under WP 1.4 and WP 10.5) 

The World Maritime University (WMU) team successfully developed two comprehensive reports under 

Work Packages (WP) 1.4 and WP 10.5, showcasing stateoftheart advancements in their respective 

domains. The reports delve into cuttingedge technologies, methodologies, and findings, providing a 

comprehensive overview of the latest developments. Each report incorporates detailed analyses, critical 

assessments, and recommendations, serving as valuable resources for professionals, researchers, and 

policymakers in the relevant fields. 

2. Produced a BUGWRIGHT2 Regulatory Blueprint 

The BUGWRIGHT2 Regulatory Blueprint stands as a pivotal milestone, outlining a comprehensive 

framework for regulatory considerations in the context of the project’s goals. This blueprint serves as a 

guiding document for policymakers, regulatory bodies, and industry stakeholders, ensuring a harmonized 

and wellstructured approach to the integration of autonomy, ports, and robotics. Its development marks 

a crucial step towards creating a standardized regulatory environment to foster innovation and 

deployment. 

3. Published two peerreviewed books on autonomy, ports and robotics and several articles and book 

chapters 

The team achieved significant recognition by publishing two peerreviewed books focused on autonomy, 

ports, and robotics. These publications contribute to the academic and professional literature, 

consolidating the project's research findings and insights. Additionally, the team disseminated knowledge 

through numerous articles and book chapters, further solidifying their presence in the scientific community 

and enhancing the project's impact on a global scale. 

4. Facilitated international dialogue and discussions through WMUGOIBUGWRIGHT2 Forum 

The establishment and successful operation of the WMUGOIBUGWRIGHT2 Forum created a dynamic 

platform for international dialogue and discussions. This collaborative space brought together experts, 

practitioners, and stakeholders from diverse backgrounds to exchange ideas, share experiences, and 

address challenges related to autonomy, ports, and robotics. The forum has become a hub for fostering 

crossdisciplinary collaboration and driving innovation within the maritime industry. 

5.  Disseminated  and  exploited  results  with  over  3000  audiences  from  across  the  globe  through 

participating in seminars, workshops, conferences and webinars 

The project achieved widespread dissemination of its results, reaching a diverse audience of over 3000 

individuals globally. This outreach was accomplished through active participation in seminars, workshops, 

conferences, and webinars. By engaging with professionals, academics, and industry leaders, the project 

maximized its impact, fostering knowledge transfer and creating awareness of the breakthroughs achieved. 
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6. Developed a WMUGOI Senior Advisory Group with advisors from international, regional and national 

organizations and bodies 

The establishment of the WMUGOI Senior Advisory Group represents a strategic move to garner expertise 

and insights from key figures in international, regional, and national organizations and bodies. This advisory 

group plays a crucial role in guiding the project, offering valuable perspectives, and ensuring alignment with 

broader industry goals. The diverse composition of the group enhances the project's credibility and 

strengthens its connections with influential stakeholders 

7. Established two course lectures on Remote Inspection Techniques at the World Maritime University, 

which shall be delivered on an annual basis every year here on forth 

The integration of two course lectures on Remote Inspection Techniques at the World Maritime University 

(WMU) is a significant achievement. These lectures, designed to be delivered annually, contribute to the 

academic curriculum, equipping future maritime professionals with the latest knowledge and skills in 

remote inspection technologies. This initiative ensures the sustainability of the project's impact by 

educating and preparing the next generation of industry leaders. 
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A. LIST OF PUBLICATIONS (2020 – 2022) FOR TASK 1.4 

This section contains an overview of the publications produced by the World Maritime University between 

2023 and 2024 (February) (N.B. publications completed between 2020 and 2022 were aimed at satisfying 

the criteria for work package 1.4 report deliverable) in accordance with the predetermined tasks under 

work package 10.4 (Contribution to Norms, Regulations and Standards). The publications contain findings 

from the main report found in section D titled “Principal Research Report (2020 – 2024) for Task 10.4” (all 

publications have attached immediately after this section).  

A.1 SUMMARY OF BOOK PUBLICATION BY WORLD MARITIME UNIVERSITY RESEARCH TEAM IN THE CAPACITY AS VOLUME 

EDITORS 

Title  Smart Ports and Robotic Systems: Navigating the Waves of TechnoRegulation and 

Governance (Edited book) 

Abstract  This book provides a comprehensive overview of smart ports and remote technologies in 

the maritime industry. It demonstrates how modern advances in artificial intelligence and 

robotics have transformed the shipping industry, and assesses the impact of this 

technology from a law and governance standpoint. The book covers a range of topics 

including port autonomous operations systems, cybersecurity, big data analytics, 

digitalization and blockchain to throw light on the opportunities and benefits of these new 

technologies in improving security and safety. It also considers the challenges and threats 

of their application. It concludes by examining the trajectory of national and international 

regulatory developments. The book will appeal to scholars and students of maritime 

technology, law and governance, as well as practitioners and policymakers. 

Publisher  Palgrave Macmillan 

Duration of Work  October 2021 – March 2023 

Impact Factor  The impact score (IS) 2022 of Palgrave Communications is 4.23 

Status  Underreview  Proofstage  Published 

  x 

Citation    

Impacts Following 

Publication  

Text Reads  Total Downloads  Presentations 

3042 (as of 15 July 

2023) 

  Reference in lectures at the World 

Maritime University; Dissemination at 

all events participated in 2023.
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A.2 SUMMARY OF BOOK PUBLICATION BY WORLD MARITIME UNIVERSITY RESEARCH TEAM IN THE CAPACITY AS VOLUME 

EDITORS 

Title  Autonomous Vessels in Maritime Affairs 

Law and Governance Implications (N.B.  The book listed in A.1 and A.2 were originally 

planned as one treatise. However, at the request of the publisher, they were divided into 

two separate treatises. Therefore, the connection between BUGWRIGHT2 and the book 

listed in A.2 (this section), although weak due to the fact that vessels and technologies are 

completely separate items, the research team would nevertheless, wish to table this book 

as a BUGWRIGHT2 deliverable since it deals with “autonomy”  the thematic strand which 

BUGWRIGHT2 revolves around.  

Abstract  This book examines law and governance implications in relation to maritime autonomous 

surface ships (MASS). Adopting a multidisciplinary approach, it focuses on a wide array of 

timely, topical and thorny issues, including naval warfare and security, seaworthiness and 

technoregulatory assessments, global environmental change, autonomous passenger 

transportation, as well as liability and insurance. It also considers selected national and 

regional developments. The book provides an insight into the role of innovationdiplomacy 

as the driving force that could expedite the transition from automation to autonomy. After 

navigating through the complex law and governance landscape, it concludes by assessing 

critical findings for further consideration. 

Publisher  Palgrave Macmillan 

Duration of Work  October 2021 – March 2023 

Impact Factor  The impact score (IS) 2022 of Palgrave Communications is 4.23 

Status  Underreview  Proofstage  Published 

  x 

Citation  1 

Impacts Following 

Publication  

Text Reads  Total Downloads  Presentations 

4759 (as of 15 July 

2023) 

  Reference in lectures at the World 

Maritime University; Dissemination at 

all events participated in 2023. 

 

A.3 SUMMARY OF CHAPTER PUBLICATION BY WORLD MARITIME UNIVERSITY RESEARCH TEAM IN THE CAPACITY AS LEAD 

AUTHORS DISSEMINATING FINDINGS FROM STRAND 1: REVIEW ORIGINS, TYPES AND STATUS OF INTERNATIONAL, EUROPEAN 

AND NATIONAL NORMS, REGULATIONS AND STANDARDS IN RELATION TO AUTONOMOUS ROBOTICS 

Title  Lessons Learned from Maritime Nations Leading Autonomous Operations and Remote 

Inspection Techniques 

Abstract  The chapter presents key findings from the “national comparative study” segment  a 

work undertaken under the auspices of the European Union (EU) Horizon 2020 project 

titled Autonomous Robotic Inspection and Maintenance on Ship Hulls and Storage Tanks 

(BUGWRIGHT2) under grant agreement no. 871260. It illustrates, using the case study of 

autonomous operations, as well as primary data collected through sixty (60) indepth semi
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structured interviews with maritime administrations, policy advisors, classification 

societies, service providers, and subject matter experts—lessons learned from ongoing 

developments and usage of remote inspection techniques (RIT) for hull inspection from six 

leading maritime nations: United States of America (US), Canada, the Republic of 

Singapore (Singapore), the People’s Republic of China (China), the Kingdom of the 

Netherlands (Netherlands), and the Kingdom of Norway (Norway). 

Publisher  Palgrave Macmillan (in the book Smart Ports and Robotic Systems: Navigating the Waves 

of TechnoRegulation and Governance) 

Duration of Work  March 2022 – December 2023 

Impact Factor  The impact score (IS) 2022 of Palgrave Communications is 4.23 

Status  Underreview  Proofstage  Published 

  x 

Citation   

Impacts Following 

Publication  

Text Reads  Total Downloads  Presentations 

421 (as of 2 August 15 

July 2023) 

  

 

A.4 SUMMARY OF CHAPTER PUBLICATION BY WORLD MARITIME UNIVERSITY RESEARCH TEAM IN THE CAPACITY AS LEAD 

AUTHORS DISSEMINATING FINDINGS FROM STRAND 3: ADVANCE UNDERSTANDING WHETHER NEW REGULATORY APPROACHES 

OR SELFREGULATION IS BEST FOR THE FUTURE DEVELOPMENT OF ROBOTTECHNOLOGIES FOR AUTOMATIC ROBOTIC GUIDANCE 

AND INSPECTION SYSTEMS 

Title  Towards an International Guideline for RIT EndUsers: Spearing Through Vessel Inspection 

and Hull Cleaning TechnoRegulatory Elements 

Abstract  Stateoftheart remote inspection techniques (RIT), namely unmanned aerial vehicles 

(UAVs), remotely operated vehicles (ROVs), and magnetic crawlers are the resultants of a 

cascade of technological innovation. RIT usage has gathered momentum since 

classification societies turned to manuals alternatives during COVID19 pandemic. Capable 

of gathering complex data through realtime visual imagery, it is claimed that RIT has the 

potential to deliver inspection services more safely and efficiently, thus enabling the 

transformative digitalization of the “ship survey” landscape. The paradigm shift has begun. 

In this scope, the multirobot (shiphull) survey platforms explored by classification 

societies and service suppliers have the potential to alter the manner in which massive 

structures are currently being inspected and maintained. This change will eventually 

improve shipping competitiveness, thus, paving the way for better and safer regulations 

and standards. Notwithstanding, the current framework derived from international 

common minimum standards, while noteworthy and creditable, continues to facilitate a 

number of thorny issues that could arise postdeployment of available techniques. This 

chapter highlights crucial elements that could altogether serve as a pathway forward 

against incidental issues acting as market growth barriers resulting in an unwanted 

impasse in this paradigm shift. This chapter derives from research conducted under the 

European Union (EU) Horizon 2020 funded project titled Autonomous Robotic Inspection 

and Maintenance on Ship Hulls (BUGWRIGHT2) under grant agreement No. 871260. 
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Publisher  Palgrave Macmillan (in the book Smart Ports and Robotic Systems: Navigating the Waves 

of TechnoRegulation and Governance) 

Duration of Work  March 2022 – December 2023 

Impact Factor  1 The impact score (IS) 2022 of Palgrave Communications is 4.23 

Status  Underreview  Proofstage  Published 

  x 

Citation   

Impacts Following 

Publication  

Text Reads  Total Downloads  Presentations 

243 (as of 2 August 15 

July 2023) 

   

 

A.5 SUMMARY OF CHAPTER PUBLICATION BY EXTERNAL CONTRIBUTORS SUPERVISED BY WORLD MARITIME UNIVERSITY ON 

WORK RELEVANT TO STRAND 4: REVIEW ORIGINS, TYPES AND STATUS OF INTERNATIONAL, EUROPEAN AND NATIONAL NORMS, 

REGULATIONS AND STANDARDS IN RELATION TO AUTONOMOUS ROBOTICS 

Note  It is important to note that the World Maritime University BUGWRIGHT2 research team 

was proactively engaged in supervising the development of this chapter, providing regular 

feedback and supporting the peerreview process in their capacity as editors of this volume 

within the “duration of work” noted below. The chapter, in principle, covers BUGWRIGHT2 

technologies, and as such is placed as a publication deliverable under this section. The 

chapter will be made available upon request since it is not published open access (please 

send email to Tafsir Johansson: tm@wmu.se).  

As noted in the Acknowledgment section of the edited volume:  

“… The editors would also like to extend sincere appreciation to: the European Union 

Horizon 2020 Programme for generously funding the project titled Autonomous Robotic 

Inspection and Maintenance on Ship Hulls (BUGWRIGHT2) (under grant agreement No. 

871260); BUGWRIGHT2 Consortium Members; and members of the WMU GOI 

BUGWRIGHT2 Senior Advisory Group. The timely findings from the above project served 

as an inspiration for inclusion of a newly evolving area that concerns remote technologies 

and the likes—a pivotal component of this volume”. 

Title  Remote Inspection Schemes: Past, Present, and Future 

Abstract  Remote Inspection Techniques (RIT) can increase safety and cost efficiency of maintenance 

activities, especially, if certain equipment works autonomously without interventions from 

humancrew. How convenient would it be if the localcrew could simply lower the 

equipment in the tanks, holds and/or attach the equipment to the hull; the equipment 

carries out the inspection by itself; obtain image recognition of only the abnormalities and 

followup on work orders created in the asset management system to carry out specific 

repairs—and the entire process is reliable and class approved? The technology and 

regulations however are not that far off. In this chapter the author elaborates on the 

challenges related to technology, approval, and briefly touches upon commercial 

discussions related to intellectual property and financing.  
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Publisher  Palgrave Macmillan (in the book Smart Ports and Robotic Systems: Navigating the Waves 

of TechnoRegulation and Governance) 

Duration of Work  January 2022 – December 2023 

Impact Factor  1 The impact score (IS) 2022 of Palgrave Communications is 4.23 

Status  Underreview  Proofstage  Published 

  x 

Citation   

Impacts Following 

Publication  

Text Reads  Total Downloads  Presentations 

100 (as of 2 August 15 

July 2023) 

   

 

A.6 SUMMARY OF CHAPTER PUBLICATION BY EXTERNAL CONTRIBUTORS SUPERVISED BY WORLD MARITIME UNIVERSITY ON 

WORK RELEVANT TO STRAND 4: REVIEW ORIGINS, TYPES AND STATUS OF INTERNATIONAL, EUROPEAN AND NATIONAL NORMS, 

REGULATIONS AND STANDARDS IN RELATION TO AUTONOMOUS ROBOTICS 

Note  It is important to note that the World Maritime University BUGWRIGHT2 research team 

was proactively engaged in supervising the development of this chapter, providing regular 

feedback and supporting the peerreview process in their capacity as editors of this volume 

within the “duration of work” noted below. The chapter, in principle, covers BUGWRIGHT2 

technologies, and as such is placed as a publication deliverable under this section. The 

chapter will be made available upon request since it is not published open access (please 

send email to Tafsir Johansson: tm@wmu.se).  

As noted in the Acknowledgment section of the edited volume:  

“… The editors would also like to extend sincere appreciation to: the European Union 

Horizon 2020 Programme for generously funding the project titled Autonomous Robotic 

Inspection and Maintenance on Ship Hulls (BUGWRIGHT2) (under grant agreement No. 

871260); BUGWRIGHT2 Consortium Members; and members of the WMU GOI 

BUGWRIGHT2 Senior Advisory Group. The timely findings from the above project served 

as an inspiration for inclusion of a newly evolving area that concerns remote technologies 

and the likes—a pivotal component of this volume”. 

Title  Remote Inspection Schemes: Past, Present, and Future 

Abstract  Remote Inspection Techniques (RIT) can increase safety and cost efficiency of maintenance 

activities, especially, if certain equipment works autonomously without interventions from 

humancrew. How convenient would it be if the localcrew could simply lower the 

equipment in the tanks, holds and/or attach the equipment to the hull; the equipment 

carries out the inspection by itself; obtain image recognition of only the abnormalities and 

followup on work orders created in the asset management system to carry out specific 

repairs—and the entire process is reliable and class approved? The technology and 

regulations however are not that far off. In this chapter the author elaborates on the 

challenges related to technology, approval, and briefly touches upon commercial 

discussions related to intellectual property and financing.  
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Publisher  Palgrave Macmillan (in the book Smart Ports and Robotic Systems: Navigating the Waves 

of TechnoRegulation and Governance) 

Duration of Work  January 2022 – December 2023 

Impact Factor  1 The impact score (IS) 2022 of Palgrave Communications is 4.23 

Status  Underreview  Proofstage  Published 

  x 

Citation   

Impacts Following 

Publication  

Text Reads  Total Downloads  Presentations 

100 (as of 2 August 15 

July 2023) 

   

 

A.7 SUMMARY OF CHAPTER PUBLICATION BY EXTERNAL CONTRIBUTORS SUPERVISED BY WORLD MARITIME UNIVERSITY ON 

WORK RELEVANT TO STRAND 2: DEVELOP A METHODOLOGY FOR THE EVALUATION OF EXISTING NORMS AND STANDARDS 

Note  It is important to note that the World Maritime University BUGWRIGHT2 research team 

was proactively engaged in supervising the development of this chapter, providing regular 

feedback and supporting the peerreview process in their capacity as editors of this volume 

within the “duration of work” noted below. The chapter, in principle, covers BUGWRIGHT2 

technologies, and as such is placed as a publication deliverable under this section. The 

chapter will be made available upon request since it is not published open access (please 

send email to Tafsir Johansson: tm@wmu.se).  

As noted in the Acknowledgment section of the edited volume:  

“… The editors would also like to extend sincere appreciation to: the European Union 

Horizon 2020 Programme for generously funding the project titled Autonomous Robotic 

Inspection and Maintenance on Ship Hulls (BUGWRIGHT2) (under grant agreement No. 

871260); BUGWRIGHT2 Consortium Members; and members of the WMU GOI 

BUGWRIGHT2 Senior Advisory Group. The timely findings from the above project served 

as an inspiration for inclusion of a newly evolving area that concerns remote technologies 

and the likes—a pivotal component of this volume”. 

Title  TechnoRegulatory Challenges for Remote Inspection Techniques (RIT): The Role of 

Classification Societies 

Abstract  Since the early 1990s, members of the International Association of Classification Societies 

(IACS) have been using Remote Inspection Techniques (RIT) in ship surveying, utilizing 

drones and remotely operated vehicles (ROV) with a surveyor in attendance. With the 

Covid19 pandemic, remote surveys, activities that have similar attributes to RIT, have 

garnered much attention given their importance in keeping the Maritime Industry moving. 

According to a Det Norske Veritas (DNV) report, there has been an increase of about 47% 

in remote assessments (surveys, inspections, and audits) compared to preCovid19. To 

match the increasing adoption of remote surveys and concurrently RIT, regulatory 

authorities should enhance and amend current regulations to ensure that the activities are 

carried out safely and securely. With the introduction of unified requirements for remote

surveys, as a baseline, the remote survey should require delivering an equal level of 

assurance to that of a survey done via traditional means. This chapter details the techno
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regulatory challenges related to remote inspections and surveys; it considers existing 

definitions and how these could change when applied in a remote context. The general 

approaches adopted by the various class societies are also included. Finally, a case study 

on drone inspection is presented. 

Publisher  Palgrave Macmillan (in the book Smart Ports and Robotic Systems: Navigating the Waves 

of TechnoRegulation and Governance) 

Duration of Work  January 2022 – December 2023 

Impact Factor  1 The impact score (IS) 2022 of Palgrave Communications is 4.23 

Status  Underreview  Proofstage  Published 

  x 

Citation   

Impacts Following 

Publication  

Text Reads  Total Downloads  Presentations 

106 (as of 2 August 15 

July 2023) 

   

 

A.8 SUMMARY OF ARTICLE PUBLICATION BY WORLD MARITIME UNIVERSITY AS PRINCIPAL AUTHORS DISSEMINATING WORK 

RELEVANT TO STRAND 3: ADVANCE UNDERSTANDING WHETHER NEW REGULATORY APPROACHES OR SELFREGULATION IS BEST 

FOR THE FUTURE DEVELOPMENT OF ROBOTTECHNOLOGIES FOR AUTOMATIC ROBOTIC GUIDANCE AND INSPECTION SYSTEMS 

Title  Applying BUGWRIGHT2 Topdown Regulatorymodel to the Aquaculture Sector 

Abstract  Innovation helps transcend humancentric boundaries. It’s applied form found in a gamut 

of technologies are sound alternatives (to the human element)  only if there is 

compliance with umbrella standards. Regulatory standards cannot be abrogated. When 

enforced through a topdown approach, regulatory standards do not limit the potential of 

technologies, rather they help avoid major bottlenecks and complex challenges that may 

stall progressive development of a certain branch of technology. Technological 

applications involving the use of robotics, whether ocean observation, vessel inspection or 

aquaculture survey, are still young. New and hybrid technologies in this era, often termed 

as Industry 4.0, will reshape special sectors that support fundamental benefits derived 

from marine ecosystem services. Drawing on critical findings from the European Horizon 

2020 BUGWRIGHT2 project, this essay documents a sequence of important strandsof

influence for consideration so that remote inspection techniques could be effectively and 

efficiently integrated into aquaculture and its current manualdriven survey and 

monitoring framework. 

Publisher  Journal of Ocean Technology 

Duration of Work  January 2023 – March 2023 

Impact Factor  The impact score (IS) 2022 of Journal of Ocean Technology is 0.20 

Status  Underreview  Proofstage  Published 

  x 

Citation   
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A.9 SUMMARY OF ARTICLE PUBLICATION BY WORLD MARITIME UNIVERSITY AS PRINCIPAL AUTHORS DISSEMINATING WORK 

RELEVANT TO STRAND 2: DEVELOP A METHODOLOGY FOR THE EVALUATION OF EXISTING NORMS AND STANDARDS  

Title  Addressing the Hazards of Remote Inspection Techniques: A SafetyNet for Vessel Surveys 

Abstract  Emerging technologies and technologies with emerging applications are stark catalysts of 

transformation in the maritime industry. As the industry progressively shifts to remote 

inspection techniques (RIT), there is a growing need to identify and assess the potential 

hazards that exist within the breadth and scope of vessel surveys and inspections. Such an 

assessment is essential bearing in mind the limitations, drawbacks and negative 

externalities pertaining to robotic platforms that are being integrated into the traditional 

manualdriven system. Moving the RITagenda forward entails optimization of human

robotic interface (free from seen and unforeseen impacts) that remains a prerequisite to 

the conduct of classification and statutory surveys.  

Drawing on findings from indepth interviews with subject matter experts, this article 

makes recommendations for an RIT survey ‘safety net’ covering pre, ongoing and post 

operational aspects, and addressing data governance and psychosocial hazards as well as 

the hazards arising from the absence of a common legal liability framework 

Publisher  Journal of Law, Innovation & Technology 

Duration of Work  January 2023 – March 2023 

Impact Factor  The impact score (IS) 2023 of Journal of Law, Innovation & Technology is 0.433 

Status  Underreview  Proofstage  Published 

  x 

Citation   

Impacts Following 

Publication  

Text Reads  Total Downloads  Presentations 
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B. PUBLICATIONS ATTACHED 

The following publications have been attached to this section of the report: 

1. Acknowledgment section from the edited volume “Smart Ports and Robotic Systems: Navigating 

the Waves of TechnoRegulation and Governance” (published, 2023);  

2. Introduction to Smart Ports and Robotic Systems: Navigating the Waves of TechnoRegulation and 

Governance from the edited volume “Smart Ports and Robotic Systems: Navigating the Waves of 

TechnoRegulation and Governance” (published, 2023);  

3. Lessons Learned from Maritime Nations Leading Autonomous Operations and Remote Inspection 

Techniques from the edited volume “Smart Ports and Robotic Systems: Navigating the Waves of 

TechnoRegulation and Governance” (published, 2023);  

4. Towards an International Guideline for RIT EndUsers: Spearing Through Vessel Inspection and Hull 

Cleaning TechnoRegulatory Elements from the edited volume “Smart Ports and Robotic Systems: 

Navigating the Waves of TechnoRegulation and Governance” (published, 2023);  

5. Introduction to Autonomous Vessels in Maritime Affairs: Law & Governance Implications from the 

edited volume “Autonomous Vessels in Maritime Affairs Law and Governance Implications”;  

6. Applying  BUGWRIGHT2  Topdown  Regulatorymodel  to  the  Aquaculture  Sector (published in 

Journal of Ocean Technology, Vol. 18, No. 2, 2023); 

7. IMOWMU Conference Report: “Protecting the Ocean – Moving Forward at 50: London 

Convention/Protocol and Stockholm Declaration”  Long Bios & Panel 8 Composition List; 

8. DEVPORT 2023 Conference Publication: BUGWRIGHT2 Remote Inspection Techniques in Medium 

and SmallSized Scandinavian Ports: Application, Advantage & Adversity; 

9. Addressing the Hazards of Remote Inspection Techniques: A SafetyNet for Vessel Surveys; and 

10. Book dissemination eprints (Perspective): Journal of Ocean Technology. 
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D. EXPLOITATION & DISSEMINATION ACTIVITIES: (2020 – 2024) FOR TASK 10.5 

This section contains an overview of events participated with a view to exploiting and disseminating findings 

from research reports pertaining to Tasks 1.4 and 10.4.  

It is important to note that “exploitation”, in this context, refers to marketing the value of remote inspection 

technologies maintaining both benefits and regulatory barriers, and creating the value of services so 

rendered in the process of vessel statutory and classification inspection and monitoring. “Dissemination” 

on the other hand, in its simple form, refers to sharing research results with all potential users of remote 

inspection technologies. 

Table 1 Overview of World Maritime University’s Exploitation and Dissemination Activities 

Event   Type  Date  Hosted by  Participants  Focus of Event  Link to 
Presentation/Event 

Webinar  
 
 

Virtual 4 December 
2020 

World Maritime 
University 

24 participants: World 
Maritime University 
Ph.D. candidates, 
BUGWRIGHT2 
Consortium members as 
well as respondents 
interviewed between 
August and November 
2020 

International 
Landscape 

Presentation: click here 
 
Event: click here 
 
Brochure: click here 

Conference: European 
Union Law Forum 
Annual Conference 

Virtual 810 
September 
2021 

University of 
Bournemouth 

NA Addressing 
Uncertainties in 
RAS Integration 
for Ships’ Hull 
Inspection and 
Maintenance: 
Through the Prism 
of International 
Environmental 
Law 

Session Info: click here 
 
Video Presentation: click 
here 

Abstract (above): The effective integration and further improvement of the capabilities offered by numerous Robotic and Autonomous Systems (RAS), as 
a result of advanced and clearly innovative technical applications, can fundamentally change certain elements of operations within the maritime sector. 
Albeit, the advantages of utilizing RAS are manifold, considering crucial statutory and classification tasks connected to major carriers of the world fleet 
that are between the range of 0 to +25 years with (approximately) 9,734 large ships and (approximately) 4,759 very large ships over the age of 5 years. 
From a maritime standpoint, stateoftheart technologies, such as MultiAerial Vehicles (MAVs), Remotely Operated Vehicles (ROVs) and Magnetic 
Crawlers, inter alia, has the potential to conduct closeup surveys and thickness measurement in a timely manner and contribute to the mitigation of hull 
fouling or biofouling, as well as increase vessels’ energy efficiency and reduce fuel consumption. Patently, a certain number of manufacturers and service 
providers assert that RAS can achieve the above effectively and efficiently by replacing the current inspection manualdriven rudimentary system that is 
time consuming to say the least. There are clear indicators that the paradigm shift has already begun. National flag State authorities, classification societies 
and ship owners are slowly but steadily adapting to RAS applications that will, in turn, have vital regulatory applications in the context of control, 
enforcement and compliance, as well as in meeting requirements under environmental, climate and shipping regulation. In retrospect, RAS has garnered 
widespread attention in the regulatory and policy communities, especially considering the novel aspect of their application that corresponds to optimum 
performance along with climate change mitigation benefits derived from hulls with a better environmental footprint. However, from a horizontal policy 
perspective, the international RAS governance framework remains fragmented and shrouded with uneven areas that are grey areas  deemed to impede 
the seamless integration of RAS alternatives within the maritime domain. For effective integration, the barriers need to come down and uncertainties 
need to be removed. Against this backdrop, this presentation grapples with a twofold discussion founded on the notion of “environing technology” 
observing the pathways of good environmental stewardship utilizing emerging applications of progressive technologies. The discussion relates to a brief 
synthesis of the international RAS arrangements focusing on the UN Framework Convention on Climate Change, the International Maritime Organization 
(IMO) treaty regime as well as international standards that act as important prerequisites for introducing new technologies in niche areas of shipping. 
Subsequently, discussions segue into an expository overview of the implications of those technologies on the Law of the Sea governance framework 
pertaining to safety and environmental protection, followed by a firsthand insight into the regulatory blueprint that provides ways forward in relation to 
the thorny issues developed by the World Maritime University under the auspices of the European Union Horizon 2020 project BUGWRIGHT2: 
Autonomous Robotic Inspection and Maintenance on Ship Hulls. Concluding remarks are drawn with reference to policy harmonization considering nine 
thematic strands for facilitating seamless integration, and with a view to ameliorating RAS’ influence with regards to environmental protection. 
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Conference: World 
Maritime Day 2021; 
Seafarers  at  the  Core 
of Shipping’s Future 

Virtual 30 
September 
2021 

Hellenic Marine 
Environment 
Protection 
Association 

120+ participants Remote 
Inspection 
Technologies and 
the Human 
Element 

Event: click here 

Webinar Virtual 6 October 
2021 

In Extenso 
Innovation 
Croissance 
(Stakeholder 
Meeting) 

30+ participants Breaking the RIT 
Barriers through 
Regulatory 
Standards 

Presentation: click here 

Webinar Virtual 14 October 
2021 

Dalarna Science 
Park, Sweden 

30+ participants: 
officials of Economic 
Development and 
Department of Natural 
Resources, Investment 
Promotion Bureau, 
Innovation Centre from 
Shenzhen, China 

World Maritime 
University: 
Overcoming 
Regulatory 
Barriers for 
Service Robotics 
in an Ocean 
Industry Context 

Presentation: click here 

Conference: 2021 
Global Ocean Regime 
Conference, 
Technological 
Innovation  and  the 
Role of the Law of the 
Sea 

Virtual 24 
November 
2021 

Ministry of 
Oceans and 
Fisheries & Korea 
Maritime institute 

Estimated 150+ 
participants 

Overcoming 
International 
Regulatory 
Barriers for 
Remote 
Inspection 
Technology in an 
Ocean Industry 
Context 

Presentation: click here 
 
Event: click here & here 

Webinar: 
International, 
Maritime 
Organization  Ocean 
Webinar series 

Virtual 1 December 
2021 

International 
Maritime 
Organization & 
World Maritime 
University 

123 participants EU Horizon 2020 
BUGWRIGHT2: 
Overcoming 
Regulatory 
Barriers for 
Service Robotics 
in an Ocean 
Industry 

Presentations: click here 
 
Flyer: click here 

Workshop: InterAct 
Kickoff Workshop 

Virtual 4 March 
2022 

University of 
Copenhagen 

30 participants Trust Ecosystem 
and Dynamic 
Governance in 
Vessel Class 
Survey 

 

Conference: 45th 
Annual Conference 
on Oceans Law and 
Policy: UNCLOS at 40 

Virtual 17 March 
2022 

Stockton Center 
for International 
Law (SCIL) at the 
United States 
Naval War College 
and the Maritime 
Institute of 
Malaysia (MIMA), 
cosponsored by 
the Embassy of 
Japan in Malaysia, 
World Maritime 
University 
(WMU)Sasakawa 
Global Ocean 
Institute (GOI) 
and the Korea 
Maritime Institute 
(KMI), with 
additional 
generous support 
from the Centre 
for International 
Law (CIL NUS), the 

100+ participants Law of the Sea and 
Class Techno
regulatory 
Dynamic 
Governance 

Flyer: click here 
 
Agenda: click here 
 
Presentation: click here 
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National Center 
for the Sea and 
Maritime Law 
(DEHUKAM) 
(Turkey), and the 
Japan Institute of 
International 
Affairs (JIIA). 

Webinar Virtual 24 March 
2022 

World Maritime 
University 

88 participants Optimizing Vessel 
Operations and 
Environmental 
Compliance 
through Emerging 
Technologies 

Flyer: click here 

Highlevel Seminar: 
1st Senior Advisory 
Group Meeting 

Virtual 12 April 
2022 

World Maritime 
University 

25 participants International 
Arrangements, 
National 
Comparative 
Analysis and EU 
Regional Analysis 

Programme and Bio 
Booklet: click here 

Seminar: (at) 
POSIDONIA 2022 
international 
maritime trade fair 

Physical 6 – 10 June 
2022 

BUGWRIGHT2 
Consortium 
partner: Glafcos 
Marine 

50 participants BUGWRIGHT2: 
Overcoming 
Regulatory 
Barriers for 
Service Robotics 
in an Ocean 
Industry 

NA 

Seminar: at Digital 
Transition and 
Cybersecurity 
Awareness in Shipping 

Virtual 21 June 
2022 

Hellenic Marine 
Environment 
Protection 
Association 

50 participants Progressive 
Autonomy and 
the Law of the Sea 

Presentation: click here 

Conference: United 
Nations Ocean 
Conference 

Physical 27 June 
2022 

World Maritime 
University 

170 participants BUGWRIGHT2: 
Overcoming 
Regulatory 
Barriers for 
Service Robotics 
in an Ocean 
Industry Context 

Presentation: click here 

Conference: 32nd 
European Safety and 
Reliability Conference 
(ESREL 2022) 

Physical 28 August 
2022 

European Safety 
and Reliability 
Association 

 Towards a 
Harmonized 
Framework for 
Vessel Inspection 
via Remote 
Techniques 

Presentation: click here 

Abstract (above): Remote inspection techniques (RIT) for performing inspections on the steel structure of ships are changing the landscape of ship 
inspection and hull cleaning. Patently, unmanned aerial vehicles (UAV) perform global visual inspections, ultrasonic thickness measurements and close
up surveys for ships undergoing intermediate and renewal surveys; magnetic crawlers can conduct ultrasonic thickness measurements and perform hull 
cleaning; remotely operated vehicles (ROV) can perform underwater surveys. Moving forward, efforts to maintain good environmental stewardship, 
especially at the European Union (EU) level will require not only the seamless integration of RIT, but also a guarantee that all technoregulatory elements 
vital the semiautonomous platform are streamlined into a cohesive policy framework materialized through multistakeholder cooperation. The aim of 
this extended abstract is to present some of the findings from research conducted by the World Maritime UniversitySasakawa Global Ocean Institute 
(GOI) within the framework of the European Union H2020 BUGWRIGHT2 project. The findings mirrored through this piece derives from research 
pertaining to: the qualitative assessment of international regime related to ship’s safety, environmental control of pollution and survey standards; and 
comparative analysis from case studies regarding the regulation of robotics covering six leading maritime nations. To this end, discussed herewith are the 
technoregulatory elements  those that bolster support to a harmonized regulatory blueprint for semiautonomous platforms in the maritime domain. 
 
Keywords: Remote Inspection Techniques, Ship inspection, Maritime Policy, Drones, Remote Operated Vehicles, Magnetic Crawlers. 

Seminar Virtual 20 
September 
2022 

Dalarna Science 
Park, Sweden 

The presentation was 
attended by 47 
participants from 
Shenzhen, China. 
Participants included 
Maritime professors, 
researchers, decision 

(International 
Ocean 
Governance) 
BUGWRIGHT2: 
Overcoming 
Regulatory 
Barriers for 

Presentation: click here 
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makers from such as: 
Shenzhen University, 
Department of City 
Planning, Business 
development bureau, 
Environmental protection 
department, Department 
of Natural resourcing, 
Shenzhen Institute of 
Advanced Technology, 
China Academy of 
Sciences, Tsinghua 
University (Shenzhen), 
Shenzhen Maozhou River 
Basin Administration 
Center, Shenzhen 
Maritime Safety 
Administration of the 
People's Republic of 
China, Shenzhen Customs 
Office of Postal 
Supervision, Agriculture, 
Rural and Marine 
Fisheries Bureau of 
Shenshan Special 
Cooperation Zone, Harbin 
University, Southern 
University of Science and 
Technology, Shenzhen 
Marine Comprehensive 
Law Enforcement 
Detachment etc. 

Service Robotics 
in an Ocean 
Industry Context 

Seminar: Annual 
seminar for 
Scandinavian Port 
State Officers 

Physical 2829 
September 
(presentatio
n made on 
29 
September) 

World Maritime 
University & 
Nordic Crisis 
Management 

16 participants BUGWRIGHT2: 
Remote 
Inspection 
Technologies & 
Port State Control 

Newsfeed: click here 
 
Agenda: click here 
 
Presentation: click here 

Conference: IMO
WMU Conference on 
the 50th 
anniversaries of the 
London Convention 
and Stockholm 
Declaration 

Virtual 13 October 
2022 

International 
Maritime 
Organization & 
World Maritime 
University 

600 participants Reconnoitering 
Techno
regulatory 
Dimensions of the 
Human 
Environment in 
Maritime 
Robotics & 
Autonomous 
Systems 

Presentation: click here 

Conference: 7th 
International 
Conference on Ocean 
Law and Policy 

Virtual 14 October 
2022 

City Law School, 
London and 
National Taiwan 
Ocean 
University 

NA Deployment of 
Remote 
Inspection 
Techniques 
Maintaining 
Dynamic 
Governance: 
Umbrella 
Regulation or 
SelfRegulation? 

Presentation: click here 

Conference: VI 
Conference of the 
Brazilian Institute for 
the Law of the Sea 

Virtual 28 October 
2022 

Brazilian 
Institute for the 
Law of the Sea 

NA Regulating Emergi
ng Technologies 
for Vessel Hull 
Inspection and 
Maintenance: Rec

Presentation: click here 
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ommendations 
for Reform 

Teaching (2 hours) Physical 09 March 
2023 

World Maritime 
University 

Students of Maritime 
Safety and Environmental 
Administration 
specialization (MSS 
601/week 4) 
 

Towards a 
Harmonized 
Framework for 
Vessel Inspection 
via Remote 
Inspection 
Techniques 

Presentation:  
click here 

Special Lecture (45 
minutes) 
 

Physical 16 March 
2023 

World Maritime 
University 

Before the Honorable 
Executive Board Members 
of the World Maritime 
University (click here to 
view list of members) 

WMU Horizon 
2020 
BUGWRIGHT2 
Project  
Overcoming 
Regulatory 
Barriers for 
Service Robotics 
in an Ocean 
Industry Context 
(Thematic Area: 
Autonomous 
Robotic 
Inspection and 
Maintenance on 
Ship Hulls) 

Brochure: click here 
 
Presentation: click here 
 
 

Special Lecture (45 
minutes) 
 

Physical 30 March 
2023 

World Maritime 
University 

Mario Girard, CEO Quebec 
Port Authority; 
Hugues Paris, Vice 
President Infrastructure & 
Environment, Quebec 
Port Authority; 
Patrick Robitaille, Vice 
President Business 
Development and 
Innovation, Quebec Port 
Authority; 
Jacques Tanguay, CEO 
Group Ocean; and 
JeanPhilippe brunet, 
Executive Vice President – 
Corporate Affairs and 
Partnerships 

BUGWRIGHT2: 
Overcoming 
Regulatory 
Barriers for 
Service Robotics 
in an Ocean 
Industry Context 

Presentation: click here 
 

Webinar (50 minutes) Virtual 5 April 2023 Hellenic Marine 
Environment 
Protection 
Association 
(Digital 
Transition and 
Cybersecurity 
Awareness in 
Shipping) 

136 participants: Second 
Officers, Third Officers, 
Electrotechnical Officers, 
Apprentice Officers, 
Masters, Chief Officers  

Progressive 
Autonomy and 
the Law of the 
Sea 

Brochure: click here 

Seminar Physical 19 April 
2023 

Nordic Crisis 
Management 

Scandinavian Port 
Security Facility Officers 
(22 Participants) 

Remote 
Inspection 
Techniques 

NA 

International High
level Executive Forum 

Physical 2629 April 
2023 

Delphi 
Economic 
Forum 

Upon acceptance of the 
World Maritime 
University’s panel 
submission, the panel 
proceeded with a 55
minute discussion. The 
Forum for 2023 received 
major news circulation 
across the globe.  
 

Enhancing 
Oceanic Affairs 
with Emerging
Technologies 

Brochure: click here 
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Summary of the Delphi Economic Forum & Panel: 
 
The event drew almost 1,000 speakers from 71 countries, including heads of state, national leaders, EU Commissioners, and heads of international 
organizations. 
 
The event witnessed physical participation from:  
 

 Honorable Excellency Katerina Sakellaropoulou; President, Hellenic Republic; 

 Honorable Excellency Kyriakos Mitsotakis; Prime Minister of the Hellenic Republic; 

 Alexis Tsipras; Leader of the Main Opposition party, Syriza, Greece; 

 Honorable Excellency Rumen Radev; President, Republic of Bulgaria; 

 Honorable Excellency Nikos Christodoulides; President, Republic of Cyprus, Cyprus;  

 Karl Nehammer; Federal Chancellor, Republic of Austria; 

 Edi Rama; Prime Minister, Republic of Albania; and 

 Mathias Cormann; SecretaryGeneral, Organization for Economic Cooperation and Development (OECD), France. 
 
The panel developed by the World Maritime University was comprised of: 
 

 (Moderator & Organizer) Dr. Aspasia Pastra; Associate Research Officer, World Maritime UniversitySasakawa Global Ocean Institute, World 
Maritime University, Sweden; 

 Mr. Steven Geoffrey Keating; Assistant General Counsel, National GeospatialIntelligence Agency, US; United States Observer to the Advisory 
Board on the Law of the Sea at International Hydrographic Organization; 

 (Speaker & Organizer) Dr. Tafsir Matin Johansson; Assistant Professor, at the World Maritime UniversitySasakawa Global Ocean Institute, World 
Maritime University, Sweden;  

 Captain Yoss Leclerc; President and CEO  Logistro Consulting International Expert Adviser Port Operations  Quebec Port Authority, Canada, 
Former President  International Harbour Masters Association (IHMA);  

 Mr. Panos Zachariadis; Fleet Technical Director, Atlantic Bulk Carriers Management, Member of the IMO Greek Delegation, Greece;  

 Mr. Thomas Aschert; Global Marine & Offshore Remote Operations Manager, Lloyd’s Register, Germany; and 

 John Gikopoulos; Chief Innovation Officer & Head of Applied Intelligence, Qualco Group, Greece. 
 
It is important to note that other than largescale (hundreds of) physical and online participants  the World Maritime University BUGWRIGHT2 took the 
opportunity to engage with over 150 participants including shipowners (those are the principal endusers), foreign dignitaries, aerospace engineers, 
politicians and academics to discuss remote inspection techniques with a focus on BUGWRIGHT2. They were made aware of the project, the European 
Union Horizon 2020 programme, and the mission and vision of the project. In addition, both Dr. Tafsir Johansson and Dr. Aspasia Pastra shared the 
BUGWRIGHT2 website with many of the participants. This, according to the World Maritime University, is presumably the extensive and most farreaching 
dissemination work conducted thus far with highest number of international dignitaries, industry and other relevant stakeholders.  

Workshop 
(Sustainability at Sea: 
Environmental 
Dimensions to Ocean 
Governance) 

Physical 17 May 
2023 

World Maritime 
University 

International 
participants from the 
National University of 
Singapore 

Technology 
Supporting 
Sustainability and 

Brochure: click here 

International Event: 
Maritime Safety 
Committee (MSC 107) 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Physical 31 may – 2 
June 2023 

International 
Maritime 
Organization 

1300member state 
delegates attended 
MSC 107. The objective 
of participation was 
twofold:  
 
1. To observe topdown 
regulatory 
developments of Goal
based standards for 
maritime autonomous 
surface ships (31 May – 
2 June 2023 (all day 
events)); and 
 
2. Conduct interview 
with Executive Vice 
President of Liberian 
Registry for critical 
insights on Goalbased 
standards (fivetiered 
approach) and potential 
collaboration for 

MASS Code 
Development 

Agenda: click here 
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forthcoming WMUGOI 
workshop that serves as 
a deliverable for WP 
10.5 (3 June 2023: 11:00 
– 15:00; 18:00 – 20:00) 

North Atlantic Treaty 
Organization NATO 
Maritime Interdiction 
Operational Training 
Centre 14th Annual 
Conference 

Physical 7th – 8th June 
2023 

NATO Maritime 
Interdiction 
Operational 
Training Centre 

120 NATO as well as EU 
security highOfficers 
(name list under strict 
confidentiality)  

Joint Presentation 
with WMU 
colleague 
Professor 
Dimitrios Dalaklis 
titled: “Protecting 
Critical Maritime 
Infrastructures via 
Robotic and 
Autonomous 
Systems (RAS): 
Harmonized 
Techno
Regulatory 
Dynamics in 
Profile” 

Agenda: click here 

Abstract  (above): Remote inspection techniques (RIT) for performing inspections on the steel structure of ships are changing the landscape of ship 
inspection and hull cleaning. Patently, unmanned aerial vehicles (UAV) perform global visual inspections, ultrasonic thickness measurements and close
up surveys for ships undergoing intermediate and renewal surveys; magnetic crawlers can conduct ultrasonic thickness measurements and perform hull 
cleaning; remotely operated vehicles (ROV) can perform underwater surveys. Moving forward, efforts to maintain good environmental stewardship, 
especially at the European Union (EU) level will require not only the seamless integration of RIT, but also a guarantee that all technoregulatory elements 
vital the semiautonomous platform are streamlined into a cohesive policy framework materialized through multistakeholder cooperation. The aim of 
this extended abstract is to present some of the findings from research conducted by the World Maritime UniversitySasakawa Global Ocean Institute 
(GOI) within the framework of the European Union H2020 BUGWRIGHT2 project. The findings mirrored through this piece derives from research 
pertaining to: the qualitative assessment of international regime related to ship’s safety, environmental control of pollution and survey standards; and 
comparative analysis from case studies regarding the regulation of robotics covering six leading maritime nations. To this end, discussed herewith are the 
technoregulatory elements  those that bolster support to a harmonized regulatory blueprint for semiautonomous platforms in the maritime domain. 
 
Keywords: Remote Inspection Techniques, Ship inspection, Maritime Policy, Drones, Remote Operated Vehicles, Magnetic Crawlers. 

NAFTEMPORIKI 7th 
Shipping Conference: 
The big dilemmas 

Physical 14 June 
2023 

NAFTEMPORIKI Approximately 500 
participants attend the 
conference. The event 
received broad nation
wide attention through 
the media, especially 
from ship owners, P&I 
clubs as well as 
environmental 
activities. 

Dr. Aspasia Pastra acted 
as moderator of panel 
titled “The new “face” of 
human resources in 
shipping”. 
 
Dr. Tafsir Johansson acted 
as a panel member in the 
panel titled: “How can 
technology contribute to 
the goal of 
decarbonization?” 

Agenda: click here 

International Event: 
Maritime 
Environmental 
Protection 
Committee (MEPC 80) 

Physical 37 July 
2023 
Internationa
l Maritime 
Organizatio
n 

 International 
Maritime 
Organization 
 

1500member state 
delegates attended 
MEPC 107. The 
objective of 
participation was 
threefold:  
 
1. To disseminate 
BUGWRIGHT2 findings 
to member State 
Working Group 
attendees of GHG and 
biofouling;  
 
2. Obtain critical 
information relevant to 
Biofouling management 

Tackling climate change  
cutting GHG emissions 
from ships  Including 
adoption of the revised 
IMO GHG Strategy; and 
Biofouling Management 

Agenda: click here 
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 revised Guidelines; 
and 
 
3. Obtaining first hand 
insights on the how to 
proceed with goal
based standards (N.B. 
standards form the 
central element of 
WMU’s work under 
BUGWRIGHT2) 
 

46th Annual 
Conference on 
Oceans Law and 
Policy (COLP 46) 

Physical 2022 
September 
2023 

Türkiye, Istanbul 60 + participants. The 
event was coorganized 
by Ankara University 
National Center for the 
Sea and Maritime Law 
(DEHUKAM), US Naval 
War College, World 
Maritime University, 
ANCORS University of 
Wollongong, Gujrat 
Maritime University, 
Nippon Foundation, 
Korea Maritime 
Institute, The Japan 
Institute of 
International Affairs, 
Republic of Türkiye 
Ministry of Culture and 
Tourism, and Turkish 
chamber of Shipping.  

The first of the two 
presentations were done 
by Dr. Aspasia Pastra 
under the panel called 
"sustainable shipping". 
Dr. Pastra's presentation 
titled "Optimizing the 
Vessel Inspection Domain 
via Robotic Systems: The 
"Human Element" 
Conundrum". Here Dr. 
Pastra highlighted where 
the work of the human 
ends and when the work 
of the service robots 
begins through a detailed 
understanding of the 
status quo humanrobot 
interface in the maritime 
sector. 
 
This was followed by a 
separate presentation 
titled "Standards in 
Decarbonization and 
Technoregulation (NP): 
Transcending Prescriptive 
Boundaries" under the 
panel titled "Protection of 
the Marine 
Environment". This was a 
joint presentation with 
Executive Vice President 
of the Liberian Registry, 
Mr. Thomas Klenum. The 
Presentation revolved 
around the nexus 
between decarbonization 
and technoregulation 
“new paradigm! (np). 

Program: Click Here 

DEVPORT 2023: 
Quelle Place Pour Lea 
Ports Territoriaux 
Dans Le Systeme 
Maritime De Demain?  

Physical 45 
October, 
2023 

Le Havre, France Over 100 participants Join paper presentation 
(Aspasia Pastra) with Mr. 
Herbert Francke on the 
topic: “BUGWRIGHT2 
Remote Inspection 
Techniques in Medium 
and SmallSized 
Scandinavian Ports: 
Application, Advantage & 
Adversity” 
 

Agenda: Click here 
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Abstract (above): Robotic and autonomous systems (RAS) are byproducts of a cascade of innovative applications and have the potential to relieve the 
human element from tasks that are dull and onerous. Drones, remotely operated vehicles and magnetic crawlers, and the likes, commonly known as 
remote inspection techniques (RIT), are designed to conduct closeup surveys, ship maintenance and thickness measurements. RIT, especially drones, 
have become an increasingly popular tool in large ports to enhance port security and safety. These can be used for surveillance, inspection of cargo and 
ships for contraband and monitoring of vessels' movements. 
 
The aim of this paper is twofold. Firstly, to present the major findings from BUGWRIGHT2—a collaborative project cofunded by the European Union’s 
Horizon 2020 Research and Innovation program that aims to change the European vesselstructure maintenance landscape. Secondly, to examine the 
extent to which small and mediumsized ports in Scandinavia use RIT for groundbased port operations and sea navigation. To this end, this article 
documents findings from interviews with Master Harbors and Port Security Officers in Scandinavia that draw reference to the extent of use of these 
technologies in ports. Recommendations for the use of RIT in ports have been, thereupon, tabled considering the need for a review of the International 
Ship and Port Facility Security (ISPS) Code) to address the application of unmanned aerial vehicles in managing port security. 

11th Advisory Board 
on the Law of the Sea 
(ABLOS) 

Physical 1112 
October, 
2023 

Monaco (approximately) 50 
participants (closed 
event) 

Paper 
presentation (by 
Tafsir Johansson): 
“Dynamic 
Governance in 
the Application of 
Maritime Remote 
Inspection 
Techniques: 
Recommendation
s for Reform” 

Agenda: click here 

Abstract (above): Artificial Intelligence integrated robotic technologies provide innovative, perhaps even revolutionary new solutions under the 
auspices of the fourth industrial revolution. A cascade of innovations has led to stateoftheart solutions by allowing the completion of tasks that are 
otherwise time consuming, risky and onerous. Among these innovations, remote inspection techniques (RIT), including unmanned aerial vehicles 
(UAVs), remotely operated vehicles (ROVs), and magnetic crawlers, have gained significant traction, particularly in response to the challenges posed by 
the COVID19 pandemic. These alternatives have been embraced by classification societies due to their ability to navigate restrictive conditions. By 
capturing intricate data through realtime visual imagery, RIT boasts the capability to deliver inspection services with enhanced safety and efficiency, 
thereby driving the transformative digitization of the "ship survey" landscape. The groundwork for a paradigm shift has been laid. In this scope, the 
multirobot (shiphull) survey platforms currently explored have the potential to alter the manner in which massive structures are currently being 
inspected and maintained. This transformative shift stands to enhance the competitiveness of the shipping industry, opening avenues for improved 
regulations, standards, and environmental conservation. This transformative shift stands to enhance the competitiveness of the shipping industry, 
opening avenues for improved regulations, standards, and environmental conservation. However, while the existing framework based on international 
common minimum standards is commendable, it raises several challenging concerns that might emerge postimplementation of available techniques. 
Considering those thorny issues, this presentation underscores pivotal components that collectively chart a course toward overcoming potential market 
growth barriers that could otherwise hinder progress in this technoregulatory paradigm shift. Subsequently, the presentation offers an indepth look 
into the qualitative regulatory blueprint, which has been developed by researchers at the World Maritime University under the European Union Horizon 
2020 project “BUGWRIGHT2: Autonomous Robotic Inspection and Maintenance on Ship Hulls”. 

World Maritime 
University: Ocean 
Sustainability, 
Governance & 
Management 
Specialization 

Physical 31 January 
2024 

Sweden, WMU 
HQ 

17 students Course lecture 
titled: Marine 
Technology, 
Autonomation & 
Data Acquisition 
 
WMU is pleased 
to inform that 
BUGWRIGHT2 
findings have 
been integrated 
into course 
lecture, which 
shall be delivered 
on an annual 
basis. 
 

NA 

ESG Shipping Awards 
Best Practices 
Workshop 

Physical 13 February 
2024 

Athens, Greece (approximately) 70+ 
participants (closed 
event) 

Panel discussions 
on topic “Ocean 
Technologies and 
the Human 
Element” by Dr. 
Aspasia Pastra 

Agenda Timeline: click here 

WMUGOI
BUGWRIGHT2 Event 

Physical 
and online 

16 February 
2024 

Piraeus, Greece 70 physical participants; 
270 online participants 

See Agenda (Row 
to the right) 

Agenda: click here 
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Please find 
transcribed in s. 7 of 
this report 

Biographies: click here 
 
 

World Maritime 
University: Ocean 
Sustainability, 
Governance & 
Management 
Specialization 

Physical 4 March 
2024 

Sweden, WMU 
HQ 

30 students Course lecture 
titled: 
Governance of 
Marine & Remote 
Inspection 
Technologies 
 
WMU is pleased 
to inform that 
BUGWRIGHT2 
findings have 
been integrated 
into course 
lecture, which 
shall be delivered 
on an annual 
basis. 
 

NA 
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E. ANNEX: PRINCIPAL RESEARCH REPORT (2020 – 2024) FOR TASK 10.5 

This section contains the original texts produced by the World Maritime University based on raw data and 

information. In other words, this section contains foundationresearch imbricated with desktop research 

findings, raw data, rawdata analysis, results from primary and secondary source examination, and findings 

from inquiry and strategic exploration. It is important to note that the World Maritime University has 

finalized this report (MayOctober 2023) taking into account all general and specific comments provided by 

the following members of the Senior Advisory Group: 

1. Mr. Thomas Klenum; Executive, Vice President, Liberian Registry, Washington, Germany; 

2. Ms. Mona Swoboda; Program Manager, InterAmerican Committee on Ports (CIP) Organization of 

American States; 

3. Ms. Vera Alexandropoulou; Lawyer & Solicitor and Vice President, Thalassa Foundation; 

4. Ms. Μarina Papaiouanou; Training Manager, Det norske Veritas;  

5. Captain Yoss LeClerc; President & CEO at Logistro Consulting International Inc.; President, 

International Harbour Masters Association; 

6. Mr. Andrew Baskin; Vice President, Global Policy and Trade, General Counsel, HudsonAnalytix, Inc.; 

7. Mr. David Knukkel; CEO at GDI and RIMS BV, Global Drone Inspection (GDI) of Robotics in 

Maintenance Strategies (RIMS), the Netherlands; 

8. Mr. George Giazlas; Operations Manager DIVING STATUS Underwater Services; and 

9. Mr. Thomas Aschert; Senior Principal Surveyor, Lloyd’s Register, Netherlands. 
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1. INTRODUCTION 

1.1 SETTING THE SCENE 

1.2 OBJECTIVES 

The objectives of this report are aligned with the objectives found in Annex 1  to  the Grant Agreement 

(Description of Action) Part B s. 2.1.3 (pp. 29) entitled “regulatory barriers and policy framework inputs”.  

OBJECTIVES (STRAND 1): REVIEW OF ORIGINS, TYPES AND STATUS OF INTERNATIONAL, EUROPEAN, AND NATIONAL NORMS, 

REGULATIONS AND STANDARDS IN RELATION TO AUTONOMOUS ROBOTICS 

The aim of this report is to review the origins, types and status of international, European, and national 

norms, regulations and standards in relation to autonomous robotics. Specifically, the main objective is to 

examine the origins and status of norms and regulations on artificial intelligence; safety, and cybersecurity 

The connection between autonomous robotics and artificial intelligence (AI) is a profound and dynamic one, 

with significant implications for safety and cybersecurity. As autonomous robotic systems become more 

advanced and prevalent  their reliance on AI technologies becomes increasingly crucial. Autonomous 

robots are able to interact with humans and adapt to complex tasks and environments using sensors, 

machine learning algorithms, and sophisticated programming. AI, merging with machine learning (ML) and 

deep learning (DL) capabilities, plays an increasingly important role in the development of intelligent robots 

which perceive and understand their environment in a way that is similar to how humans’ function (Soori 

et al., 2023).  

In the same vein, ensuring the safety and cybersecurity aspects of these systems becomes an essential 

consideration. Following the ISO/IEC Guide (2014, 3.14), safety has been conceptualized as “… freedom 

from risk which is not tolerable”. In the case of humanrobot interaction, safety can ensure that only mild 

contusions may occur in worstcase scenarios (Haddadin and Croft, 2016). The safety of autonomous 

systems is the cornerstone in cultivating trust in robotics and contributes to the complex interplay between 

and among specific work tasks, human dispositions, organizational and team settings, stakeholder needs 

and policies (Pastra et al., 2022). Ensuring the safety of robotics systems involves rigorous testing, 

validation, and adherence to strict regulations in a setting that AI algorithms are thoroughly trained and 

evaluated to minimize the risk of unintended behavior or accidents.  

Cybersecurity, in that continuum, also emerges as a critical concern in the context of autonomous robotics 

since the more connected and integrated into larger networks these systems are  the more prone they 

are to cyber threats (Pastra et al., 2022). Malicious actors could exploit vulnerabilities in AI algorithms or 

gain unauthorized access to control systems, potentially leading to significant damage, privacy breaches, or 

even physical harm. The increased functions of interconnectivity with multiple devices and cloud services 

could weaken autonomous systems, thereby increasing the risk of system failure or malicious attacks 

(Martinetti et. al., 2021; Michels and Walden, 2018). Therefore, robust cybersecurity measures, including 

encryption, authentication protocols, and intrusion detection systems, are crucial to safeguarding 

autonomous robotics systems from cyberattacks. 
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OBJECTIVES (STRAND 2): A METHODOLOGY FOR THE EVALUATION OF EXISTING NORMS AND STANDARDS 

As the realm of robotic technologies expands, the need to critically evaluate and adapt existing norms and 

standards becomes increasingly pertinent. This report outlines a proposed methodology with four key 

elements to be used for the evaluation of existing norms and standards in robotic technologies.  

a) Evaluation of the Existing Regulatory Framework through a SocioLegal Approach; 

b) Evaluation of Hazards and Mitigation Frameworks to enable international harmonized rules; 

c) Establishment of humancentric and ethical principles; and  

d) Regulatory sandboxes and Living Labs: a synergistic approach to adaptable regulation. 

The four elements provide for a comprehensive and forwardlooking approach that, not only assesses the 

current regulatory landscape but also focuses on risk mitigation, ethical innovation, and the synergistic use 

of regulatory sandboxes and living labs. 

OBJECTIVES (STRAND 3): ADVANCE UNDERSTANDING WHETHER NEW REGULATORY APPROACHES OR SELFREGULATION IS 

BEST FOR THE FUTURE DEVELOPMENT OF ROBOTTECHNOLOGIES FOR AUTOMATIC ROBOTIC GUIDANCE AND INSPECTION 

SYSTEMS 

The aim of this strand is to advance understanding whether new regulatory approaches or selfregulation 

is best for the future development of robottechnologies for automatic robotic guidance and inspection 

systems 

OBJECTIVES (STRAND 4): MAKE RECOMMENDATIONS FOR REFORM AND ENHANCEMENT OF A REGULATORY BLUEPRINT IN 

CONSULTATION WITH EUROPEAN AND INTERNATIONAL ORGANIZATIONS  

The aim is to create distinctive and stateoftheart regulatory and policy blueprint, which can be used by 

the various regulatory bodies. It suggests that basic selected strands of influence that have the potential to 

bolster support in conceiving international harmonized rules. 

OBJECTIVES (STRAND 5): DEVELOP GUIDELINES FOR THE REGULATION OF AUTONOMOUS ROBOTIC INSPECTION AND 

GUIDANCE SYSTEMS 

To develop guidelines that specify acceptance criteria for utilizing the capabilities of a Remote Inspection 

Technique System (RITS) toward the credit of surveys as required by flag States. 

1.3 METHODOLOGY  

METHODOLOGY (STRAND 1) USED TO REVIEW ORIGINS, TYPES AND STATUS OF INTERNATIONAL, EUROPEAN, AND NATIONAL 

NORMS, REGULATIONS AND STANDARDS IN RELATION TO AUTONOMOUS ROBOTICS 

For the analysis of the AI, safety and cybersecurity origins and norms, the methodology deployed includes 

analysis of data collected through primary and secondary sources of information. Secondary sources 

encompass scholarly materials developed by legal experts, publicly available governmental documents, 

legal directories, and policy documents provided by maritime administrations. Primary data collected to 

satisfy the aims of work package 1.4 has been also utilized in this report. Moreover, researchers turned to 

the indepth semistructured interviews conducted between March and July 2021 with sixty (60) 
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international subject matter experts  results which, to date, serve as important benchmarks of the current 

study. 

METHODOLOGY (STRAND 2) USED IN THE PROCESS OF DEVELOPING A METHODOLOGY FOR THE EVALUATION OF EXISTING 

NORMS AND STANDARDS  

This strand is developed taking into account both qualitative and quantitative methods. Reference is also 

made to the methods utilized in the development of the BUGWRIGHT2 regulatory blueprint (see report 

deliverable for work package 1.4). 

METHODOLOGY (STRAND 3) USED TO ADVANCE UNDERSTANDING WHETHER NEW REGULATORY APPROACHES OF SELF

REGULATION IS BEST FOR THE FUTURE DEVELOPMENT OF ROBOTTECHNOLOGIES FOR AUTOMATIC ROBOTIC GUIDANCE AND 

INSPECTION SYSTEMS 

The methodology deployed for reviewing selected national arrangements include analysis of data collected 

through primary and secondary sources of information. Secondary sources included scholarly materials 

written by legal experts, governmental publicly available documents, and scholarly sources. Primary data 

was collected through indepth semistructured interviews between March and July 2021 for the aims of 

the BUGWRIGHT2 WP10.4. 

METHODOLOGY (STRAND 4) USED TO MAKE RECOMMENDATIONS FOR REFORM AND ENHANCEMENT OF A REGULATORY 

BLUEPRINT IN CONSULTATION WITH EUROPEAN AND INTERNATIONAL ORGANIZATIONS 

Findings have been extracted based on exposition of legal texts, international instruments, relevant 

scholarly literature, academic and professional journals containing legal opinions and expert commentaries, 

industry standards, procedures, requirements and the likes. In addition, qualitative findings from thirty

three structured interviews conducted during the Covid19 pandemic has helped underscore the pre

requisites, including the identification and removal processes of some particular difficult issues for 

transition. 

METHODOLOGY (STRAND 5) USED TO DEVELOP GUIDELINES FOR THE REGULATION OF AUTONOMOUS ROBOTIC INSPECTION 

AND GUIDANCE SYSTEMS 

All elements of the guidelines have been carefully extracted based on exposition of legal texts, international 

instruments, relevant scholarly literature, academic and professional journals containing legal opinions and 

expert commentaries, industry standards, procedures, requirements and the likes. All previous scholarly 

outputs (developed under the auspices of the BUGWRIGHT2 project) provided a foundation for the main 

elements that should be incorporated into the guidelines for endusers. These publications bridge potential 

policy gaps through cooperationbased strategic technoregulatory governance founded on critical safety, 

security, quality, performance, and efficiency standards with regards to maritime semiautonomous 

platforms (see Annex I). Besides, the discussions that took place at the IMO Headquarters during the a) 

107th session of the IMO’s Maritime Safety Committee from 31 May to 9 June 2023 and b) the 80th Marine 

Environment Protection Committee from 37 July 2023 contributed significantly to the development of the 

guidelines (see Annex II).  
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2. ANALYSIS OF STRAND 1: REVIEW ORIGINS, TYPES AND STATUS OF INTERNATIONAL, EUROPEAN AND NATIONAL 

NORMS, REGULATIONS AND STANDARDS IN RELATION TO AUTONOMOUS ROBOTICS  

ACRONYMS 

AI   Artificial Intelligence  

AILD   Artificial Intelligence Liability Directive 

AI HLEG   European Union HighLevel Expert Group on Artificial Intelligence  

AIDA   Artificial Intelligence and Data Act 

CAC   Cyberspace Administration of China  

CEN   European Committee for Standardization  

CENELEC  European Committee for Electrotechnical Standardization  

CSIRTs   Computer Security Incident Response Teams 

DL   Deep Learning  

DSA    Digital Services Act 

DSP   Digital service providers 

DMA   Digital Market Act 

DSPs   Digital service providers  

ECCC   European Cybersecurity Competence Center 

ECCG   European Cybersecurity Certification Group 

ENISA   The European Union Agency for Cybersecurity 

ETSI   European Telecommunications Standards Institute 

EU   European Union  

GDPR   General Data Protection Regulations 

GPSD Directive 2001/95/EC of the European Parliament and of the Council of 3 

December 2001 on general product safety 

IC   Intelligence Community  

IEEE   Institute of Electrical and Electronics Engineers  

ISO International Organization for Standardization

IT Information Technology

IEC International Electrotechnical Commission
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ML   Machine Learning  

MSR   Decision No 768/2008/EC of the European Parliament and of the Council of 9 

   July 2008 on a common framework for the marketing of products 

NAIIA    National Artificial Intelligence Initiative Act of 2020 

NAII   National Artificial Intelligence Initiative 

NCCs   Network of National Coordination Centres  

NIS   Network and Information Security Directive 

NIS2    Network and Information Security Directive2 

NIST   National Institute of Standards and Technology 

NSTC   National Science and Technology Council 

OES   Operators of essential services 

OSTP   Office of Science and Technology Policy  

PIPL   Personal Information Protection Law of China 

RAPEX   EU’s Community Rapid Information System 

R&D   Research and Development 

Select Committee Select Committee on Artificial Intelligence 

TEC   Treaty establishing the European Community 

TFEU   Treaty on the Functioning of the European Union 

US    United States 

 

2.1 INITIATIVES FOR THE REGULATION OF AI 

Over the past seven years, AI has been the new subject of largescale regulation to ensure that its design, 

deployment, and use is framed safely, responsibly, and ethically. The European Union (EU), United States 

of America (US), China, and Canada have participated in policy initiatives to become global AI leaders and 

balance socioeconomic priorities with the tremendous pace of innovation in robotics and artificial 

intelligence applications (Miailhe and Lannquist, 2020). As AI continues to advance and permeate various 

aspects of society, there is a growing recognition of the need for global cooperation and coordination in 

regulating this transformative technology. 

2.1.1 THE EVOLUTION OF AI REGULATORY INITIATIVES IN EUROPE 

A European Union HighLevel Expert Group on Artificial Intelligence (AI HLEG) was formed by the European 

Commission in June 2018 to provide advice on artificial intelligence and generic aspects. This unique effort 

has led to three crucial policymaking initiatives taken by the Commission and its Member States:  
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 Communication on Building Trust in Human Centric Artificial Intelligence (European Commission, 

2019) sets seven key requirements for trustworthy AI: Human agency and oversight, Technical 

Robustness & Safety, Privacy and Data Governance, Transparency of AI systems, Fairness, 

Societal/environmental wellbeing and Accountability; 

  White Paper on Artificial Intelligence: a European approach to excellence and trust (European 

Commission, 2020a) presents policy options to enable the trustworthy development of AI and 

analyses strengths, weaknesses, and opportunities for Member States in the global market of AI; 

and  

 Updated Coordinated Plan on AI (European Commission, 2021a) includes actions for four policy 

strands: a) set enabling conditions for AI development, b) make the EU the place where excellence 

thrives from the lab to market, c) ensure that AI technologies work for people and d) build strategic 

leadership in high impact sectors. 

In 2021 the European Parliament and the Council laid out a Proposal for a Regulation Laying Down 

Harmonized Rules on Artificial Intelligence (Artificial Intelligence Act), amending Certain Union Legislative 

Acts. Upon its adoption, the Act will be the world’s first law to regulate artificial intelligence, ensuring a 

humancentric approach for safe, transparent, and environmentally friendly AI systems. The Act aims to 

address the risks of AI by categorizing them into four levels: unacceptable risk, minimal risk, limited risk, 

and high risk. The Act has the potential to become a global standard, providing the best standardized 

approach in classifying AI systems according to risk and establishing obligations for providers and users. 

After the implementation of the Act, a European Artificial Intelligence Board will be developed, ensuring its 

uniform application across the EU. Article 3(1) narrows down the definition of AI systems to those 

developed through machine learning techniques, knowledgebased approaches and search and 

optimization methods. The proposal sets the basis for a horizontal foundation for AI through the 

establishment of a trustful network between the manufacturer and enduser, highrisk AI systems 

requirements and harmonized rules before placing the product on the market.  

In addition, other AIrelated rules have recently been adopted, such as the Digital Services Act (DSA) and 

the Digital Market Act (DMA) that have the potential to enhance the safety of digital services and foster 

innovation. DSA came into force on 16th November 2022 and imposed new obligations on platforms, such 

as disclosure requirements to regulators about the operation of algorithms. Within that context, on 28th 

September 2022, the Commission released a Proposal for an Artificial Intelligence Liability Directive (AILD) 

to improve the functioning of the internal market by specifying uniform rules for certain aspects of non

contractual civil liability for damage caused by the involvement of AI systems. 

Another important initiative in 2021 emanated from the European Standardization Organizations through 

the Strategy 2030 of the European Committee for Standardization (CEN) and the European Committee for 

Electrotechnical Standardization (CENELEC). The Strategy supports the implementation of the EU law and 

proposes the formulation of advanced and innovative standards in the field of AI. 

2.1.2 THE EVOLUTION OF AI REGULATORY INITIATIVES IN CANADA 

IMO, a UN specialized agency and a standardsetting organization conscientiously operates within the 

UNCLOS framework in the development of regulations. Canada is another leading AI country that has 

contributed significantly to AI technology since the 1970s. Its network comprises of 850 startup companies, 

20 public research labs, 75 incubators and accelerators, and 60 groups of investors from across the country 

(Government of Canada, 2020). 
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 In 2017, Canada was the first country in the world to develop a national strategy for AI, namely the Pan

Canadian Artificial Intelligence Strategy. In June 2022, the Government of Canada drafted a new regulatory 

framework for AI innovation known as the Artificial Intelligence and Data Act (AIDA). AIDA is included in Bill 

C27, the Digital Charter Implementation Act, 2022, to ensure a trustful ecosystem of digital technologies 

for Canadians and Canadian businesses that mitigate risks and address discriminatory outcomes. This new 

regulation has been made in cooperation with key stakeholders and international partners – such as the 

EU, the United Kingdom, and the U.S. The content of AIDA aligns with the EU Artificial Intelligence Act as it 

specifies criteria for highimpact systems similar to those that use biometric data for personal identification 

or other autonomous systems critical to health and safety (Government of Canada, 2022). AIDA, like the 

European AI framework, is guided by the principles of Human Oversight, Transparency, Fairness and Equity, 

Safety, Accountability and Robustness so as to regulate system’s design, development, use and 

management (see Figure 1).  

Figure 1: Policy Measures for Each Stage of the Lifecycle of an AI System 

 

Source: Adapted from the Government of Canada, 2022 
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titled A Next Generation Artificial  Intelligence Development Plan (State Council Document No. 35) with 
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governance, national security, and defense (The State Council of the People’s Republic of China, 2017). The 

Plan asks for fostering “local industry and innovation chains focused on AI” and the establishment of “AI 

industrial clusters”. Local governments across the nation have launched similar initiatives and the Beijing 

region, already home to many major businesses and research institutes, supports the best examples in the 

context of China. In addition to the Next  Generation  Artificial  Intelligence  Development  Plan, the 

government has passed other policies, such as Made in China 2025 (The People’s Republic of China, 2015) 

and Action Outline for Promoting the Development of Big Data for the development of AI (State Council, 

2015). These policies aim to motivate different stakeholders on the ground that AI is a field that is being 

backed by the government and is worth investing in (Li, Tong and Xiao, 2021).  

In 2016, China enacted the Cybersecurity Law of the People’s Republic of China, which came into force on 

1st of June 2017, to regulate the country’s cyber networks and protect citizens’ and organizations’ lawful 

rights and interests (Wagner, 2017).  

One of the most crucial policies is the AI Security Standardization White Paper, released in 2019 by the 

National Information Security Standardization Technical Committee. This provides guidelines for the 

development and use of AI systems in various industries, with a focus on ensuring the security of data and 

protecting the rights of individuals (CSET, 2019). 

In 2021 China’s Ministry of Science and Technology published the Ethical Norms  for New Generation 

Artificial Intelligence to underline the full decisionmaking power of humans over machines and integrate 

moral parameters into the entire lifecycle. The guidelines are based on the following principles: controllable 

and trustworthy systems, human wellbeing, fairness and justice, protection of privacy and safety, and 

ethical literacy. 

China Personal Information Protection Law (PIPL) that entered into force on 1 November 2021 (The National 

People’s Congress of the People’s Republic of China, 2021) enhances the Chinese legal framework for data 

security and bears similar markings to the European Union’s General Data Protection Regulations (GDPR) 

that limit the use of personal data by businesses and protect user’s rights. The law addressed many of the 

data misuses that have plagued Chinese consumers for years and applies to organizations and individuals 

who process personal information in China and those who process data of China citizens outside the 

country.  

PILP, along with the Data Security Law (The National People’s Congress of the People’s Republic of China, 

2021) and Cybersecurity  Law (Standing Committee of the National People’s Congress, 2016), have a 

profound impact on all enterprises that employ networks or information systems in their operations and 

impose technical alterations on IT infrastructure and system application and design.  

On 11th April 2023, the draft law Administrative Measures  for Generative Artificial  Intelligence Services 

developed by the Cyberspace Administration of China (CAC), requiring organizations to submit security 

assessments to authorities before launching their offerings. The draft law addresses issues such as content 

moderation, algorithmic transparency and protection of the Rights of End Users. 

China’s Deep  Synthesis  Provisions came into force on 10th of January 2023 as part of the Chinese 

government’s efforts to strengthen its supervision over deep synthesis technologies (Cyberspace 

Administration of China, 2022). These technologies include the use of generative algorithms with deep 

learning and virtual reality to produce text, images, sound and video functions. The provisions include a 
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number of obligations of organizations providing deep synthesis services or providing technical support to 

these services (see Figure 2). 

It should also be noted that the level of AI and the implementation of the national strategy varies from 

region to region. There are regions such as Shanghai and Shenzhen that have built robust infrastructure for 

new AI companies, whereas other regions are still in the process of exploring AI systems. Shenzhen 

policymakers have drafted local regulations for AI in June 2021 on the Promotion of Artificial Intelligence 

Industry of Shenzhen Special Economic Zone to the local People’s Congress for review. The Regulations aim 

to establish a framework in order to govern the approval of AI products and services, AI usage ethics and 

residents’ data privacy rights. This initiative may pave the way for the development of similar standards at 

the national level. 

Figure 2: Policy measures for each stage of the lifecycle of an AI system 

 

Source: Adapted from China’s Deep Synthesis Provisions 
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In the US  the national strategy on AI is defined through legislation and Executive Orders. The current 
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Leadership  in Artificial  Intelligence (The Federal Register, 2019). The aim of the Executive Order is to 

enhance the scientific, technological, and economic leadership position of the U.S. through a coordinated 

Federal Government strategy. The American AI Initiative (coordinated Federal Government strategy) is 

based on five principles: AI research funding, unleashing Federal AI computing and data resources, setting 

AI technical standards, nurturing America’s AI workforce and fostering international partnerships (Figure 

3). The Initiative is coordinated by the National Science and Technology Council (NSTC) Select Committee 

on Artificial Intelligence (Select Committee). 
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Figure 3: Principles and Objectives of the Executive Order 13859 

 

Source: Adapted from Executive Order 
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Table 2: Proper Development and Use of AI 

No.   Proper Development and Use of AI 

1.  Public Trust through the promotion of reliable, robust, and trustworthy AI applications. 

2. Public Participation in all the phases of the policymaking process. 

3. Scientific Integrity and Information Quality throughout the rulemaking process. 

4. Risk Assessment and risk management for regulatory and nonregulatory approaches to AI across various 
agencies and various technologies. 

5. Benefits and Costs assessment before considering regulations related to the development of AI applications. 

6. Flexible approaches that can be adapted easily to technological changes. 

7. Fairness and NonDiscrimination with respect to outcomes produced by the AI application. 

8. Disclosure and Transparency for addressing questions about how the application impacts human endusers. 

9. Safety and Security methods and approaches for the development of AI systems that guarantee systemic 
resilience and prevent malicious actions and exploitations of AI system weaknesses. 

10. Interagency Coordination for consistency and predictability of AIrelated policies. 

Source: Adapted by the Office of Management and Budget, 2020 

According to the Memorandum, all Federal Agencies are encouraged to consider using existing statutory 

authority to issue nonregulatory policy statements and guidelines to encourage AI innovation in their 

respective sector. For example, the US Department of Defense has adopted ethical principles for using the 

AI application responsibly when applying testing and fielding standards for technology innovations. In 

addition, the Principles of Artificial  Intelligence (AI) Ethics for the  Intelligence Community (IC) released in 

July 2020 intends to guide the personnel on how they should develop and use AI and include machine 

learning (see Figure 4). 

Figure 4: Artificial Intelligence Ethics for the Intelligence Community 

 

Source: Adapted by the Artificial Intelligence Ethics for the Intelligence Community (Office of the Director of National Intelligence, n.d.) 

Intelligence	
Community	

commitments	to	the	
design,	development,	

and	use	of	AI	.

Respect the Law
and protect privacy, 
civil rights, and civil 

liberties.

Transparency to 
the public and 

provide 
accountability.

Provide objective 
intelligence and 
mitigate bias.

HumanCentered	
Development and 

Use.

Best	practices	for 
maximizing 

reliability, security, 
and accuracy of AI 

design, 
development, and 

use.

Engage the broader 
scientific and 
technology 

communities.



BUGWRIGHT2 Deliverable D10.5

Grant Agreement No. 871260   Dissemination level: PU 

Page 204 version 1 status: released 

The Principles and Objectives of the Executive Order 13859 were codified into law by the National Artificial 

Intelligence  Initiative  (NAII) which was established by the National Artificial Intelligence Initiative Act of 

2020 (NAIIA) enacted on January 2021, as part of the William M. (Mac) Thornberry National Defense 

Authorization Act for Fiscal Year 2021 (Congress.gov, 2020a). The Initiative aims to ensure continued U.S. 

leadership in AI R&D and the use of trustworthy systems in the public and private sectors. The National AI 

Initiative Office is the body that has been established by The Office of Science and Technology Policy (OSTP) 

to carry out the responsibilities described in this bill. The Initiative is based on multiple networks of actors 

to support AI Research and Development, education and coordination (see Table 3). At the first level, the 

NAIIA directs the President, acting through the NAII Office, to plan and coordinate the relevant initiatives. 

Table 3: Actors and Initiatives of the National Artificial Intelligence Initiative (NAII) 

Actor  Initiatives 

The President, acting through the 
Initiative Office 
 

Support for: artificial intelligence research and development through grants, 
cooperative agreements, testbeds, and access to data and computing resources 
K12 educationtraining programs for students and researchersOutreach to 
diverse stakeholders. 

National Artificial Intelligence 
Initiative Office 

Provide technical and administrative support to the Interagency Committee and 
the Advisory Committee and serve as the point of contact on Federal artificial 
intelligence activities for public and private sector 

Interagency Committee  Coordinate Federal programs and activities in support of the Initiative and 
develop a strategic plan for artificial intelligence. 

National Artificial Intelligence 
Advisory Committee 

Advise the President and the Initiative Office on the current state of US 
competitiveness and AI science and opportunities for international cooperation. 

National Research Council  Conduct a study of the current and future impact of artificial intelligence on the 
workforce of the United States across sectors. 

National AI Research Resource Task 
Force 

Develop a coordinated roadmap and implementation plan for creating and 
sustaining a National Artificial Intelligence Research Resource. 

National Artificial Intelligence 
Research Institute  

Focus on a particular economic or social sector and addresses the ethical, 
societal, safety, and security implications relevant to the application of AI in that 
sector. 

National Institute of Standards and 
Technology 

Advance collaborative frameworks, guidelines, riskmitigation frameworks, 
technical standards and associated methods and techniques for artificial 
intelligence. 

National Oceanic and Atmospheric 
Administration Center for AI 

Coordinate the scientific and technological efforts across the National Oceanic 
and Atmospheric Administration. 

National Science Foundation  Fund research and education activities in artificial intelligence systems. 

Department of Energy AI Research 
Program  

 Advance artificial intelligence tools, systems, capabilities, and workforce needs 
and improve largescale simulations of natural and other phenomena. 

AntiMoney Laundering Division  Improve coordination among the agencies tasked with administering antimoney 
laundering. 

Source: Adapted by the National Artificial Intelligence Initiative, 2020 

The use of Artificial Intelligence by governmental agencies is supported by the AI in Government Act of 2020 

and the Executive Order 13960 on Promoting the Use of Trustworthy AI in the Federal Government signed 

by President Donald J. Trump in December 2020 (Congress.gov, 2020b). According to the Act, the “AI Center 

of Excellence” shall facilitate the adoption of AI technologies in Federal Agencies and assist them to apply 

Federal policies regarding the management and use of data in artificial intelligence applications. 

On 26 of January 2023, the National Institute of Standards and Technology (NIST), which participates in 

developing technical standards, released its Artificial Intelligence Risk Management Framework 1.0 to assist 

companies in addressing and mitigating risks when designing and using AI systems. (National Institute of 

Standards and Technology/ US Department of Commerce, 2023). The Framework, with its four core 

“functions” of Govern, Map, Measure,  and Manage includes organizational actions and outcomes to 

manage AI risks and responsibly develop trustworthy AI systems (see Figure 5). 
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Figure 5: Core Organizational Functions to Manage AI Risks 

 

Source: Adapted from NIST’s Artificial Intelligence Risk Management Framework 1.0  
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Figure 6: Global Policy Initiatives for Artificial Intelligence 

 

Source: Authors’ Original Contribution 
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that balances general principles with sectorspecific considerations, promoting the responsible and ethical 

deployment of AI technologies (see Figure 7). 

Figure 7: Advantages and Disadvantages of Horizontal and Vertical Regulation for Artificial Intelligence 

 

Source: Authors’ Original Contribution 
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goal by stating that consumer protection requirements shall be considered when defining and 

implementing other Union policies and activities. Article 169 makes provisions about the critical role of the 

Union in protecting the health, safety, and economic interests of consumers, as well as promoting their 

right to information Official Journal of the European Union, 2016). 

Horizontal Approach Advantages

Uniformity: a standardized framework that 
applies to all AI applications

Agility and adaptability in a rapidly evolving 
AI landscape.

Horizontal Disadvangages

Lack of Contextualization: does not addresses 
nuanced challenges specific to different sectors 

.

Time-consuming process: involving complex 
negotiations and coordination.

Overly prescriptive rules: may stifle 
innovation or hinder the potential benefits of 

AI in certain sectors.

Vertical Approach Advantages

Industry-Specific: addresses unique challenges 
and risks associated with AI in specific 

sectors.

Faster Implementation. 

Vertical Disadvantages

Fragmentation: lead to a fragmented regulatory 
landscape with various standards and policies 

in different sectors.

Overlook broader ethical and societal 
implications of AI.
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The evolvement of the EU regulatory framework gave a New Approach to regulation because it was not 

framed around specific products; instead, it was framed around four strategic pillars: fair trading, public 

health, public controls, and consumer information, unified by standardization (Howells, 2000; Ruohonen, 

2022). The outcome of the New Approach was Council Directive 92/59/EEC of 29  June 1992 on general 

product safety centered on a broadlybased, legislative framework of a horizontal nature. The framework 

obliged producers to place only safe products on the market and give all the relevant information to 

consumers that will enable them to assess the risks inherent in a product (Council of the European Union, 

1992).  

The policymaking in the 1990s and the cumulative experience with the safety of products led to Directive 

2001/95/EC of the European Parliament and of the Council of 3 December 2001 on general product safety 

(GPSD), specifying that a product is safe if it meets all statutory safety requirements under European or 

national law (European Parliament, Council of the European Union, 2001). The Directive clarified some of 

the provisions of Directive 92/59/EEC and requested Member States’ market surveillance authorities to act 

against dangerous products and exchange information through the “EU’s Community Rapid Information 

System (RAPEX)”. GPSD underlined the need for European standards by European standardization bodies. 

It was underlined that in the absence of specific regulations and when the European standards are not 

available the safety of products should be assessed considering national or international standards, codes 

of conduct and the state of the art. The Directive created a crucial ‘safety net’ for consumers and a common 

legislative framework that minimizes disparities between Member States.  

For more rigorous market surveillance of dangerous products, Decision No 768/2008/EC of the European 

Parliament  and  of  the  Council of  9  July  2008  on  a  common  framework  for  the marketing  of  products 

(hereafter, MSR), came into force (Official Journal of the European Union, 2008a). According to the 

provisions specific product legislation should limit itself to the expression of essential requirements and 

recourse to technical standards adopted following Directive 98/34/EC. Regulation No 765/2008 on  the 

requirements for accreditation relating to the marketing of products (Official Journal of the European Union, 

2008b), along with Decision No 768/2008, have established an umbrella framework for the market 

surveillance of products and services. In this framework, the EU has been allocated the coordinating and 

information exchange roles with the national authorities undertaking administrative responsibilities. 

However, some product categories from chemicals to pharmaceuticals, are subject to specific product 

requirements, risk assessments and rigorous laboratory testing.  

GPSD and the MSR comprise essential elements of the safety framework and their principles are based on 

the precautionary approach, enabling policymakers to take action to prevent the risk of serious harm, in 

situations where there is scientific uncertainty. Nonetheless, new challenges arose in the last decade 

stemming from the online sale of products, artificial intelligence, and cybersecurity. Therefore, a Proposal 

for a Regulation  of  the  European  Parliament  and  the  Council  on General  Safety was adopted by the 

European Parliament on 30 March 2023 (European Commission, 2021a). The proposal amends Regulation 

(EU) No 1025/2012 and repeals Directive 87/357/EEC and Directive 2001/95/EC. The Two important 

definitions of product and safe product, as per Article 3, are presented below: 
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 Product’ means any item, interconnected or not to other items supplied or made available, 

whether for consideration or not, including in the context of providing a service – which is intended 

for consumers or is likely, under reasonably foreseeable conditions, to be used by consumers even 

if not intended for them (Article 3.1 of the proposal for Regulation of the European Parliament and 

of the Council on general product safety); and 

 Safe product’ means any product which, under normal or reasonably foreseeable conditions of use, 

including the actual duration of use, does not present any risk or only the minimum risks 

compatible with the product’s use, considered acceptable and consistent with a high level of 

protection of health and safety of consumers; (Article 3.3 of the proposal for Regulation of the 

European Parliament and of the Council on general product safety) 

The proposed Regulation provides continuity with the GPSD requiring that consumer products be safe and 

that the development of standards is ensured. In addition, it:  

 Addresses the safety risks linked to new technologies and online sales; 

 Includes obligations to undertake risk assessments prior to placing products in the market; 

 Removes promptly dangerous products from the market; 

 Protects vulnerable consumers, such as children; 

 Sets stricter standards for manufacturers, authorized representatives, importers, and distributors; 

 Provides mandatory obligations on manufacturers to notify the authorities via Safety Gate if there 

is “an accident caused by a product; and  

 Includes provisions for businesses’ compliance requirements. 

In Article 5 the aspects for assessing the safety of products should be taken into consideration by economic 

operators before they make their products available, including product characteristics and the 

interconnectivity with other products. The main elements of assessment are presented in Figure 8. 

  



BUGWRIGHT2 Deliverable D10.5

Grant Agreement No. 871260   Dissemination level: PU 

Page 210 version 1 status: released 

Figure 8: Aspects for Assessing the Safety of Products 

 

Source: Adapted from the Proposal  Regulation of the European Parliament and the Council on General Safety 

According to Article 6, a product shall conform to the general safety requirement laid down in Article 5 if it 

complies with relevant European standards or national provisions as far as the risks covered by those 

standards are concerned. Article 7 clarifies that in cases where the presumption of safety under Article 6 

does not apply, then international standards, voluntary certification schemes, recognized scientific bodies 

and codes of good practice should be taken into consideration to ensure the safe assessment of the product.  

Another important instrument of the safety framework is Regulation (EU) 2019/1020 of  the  European 

Parliament and of the Council of 20 June 2019 on market surveillance and compliance of products (Official 

Journal of the European Union, 2019) that amended Directive 2004/42/EC and Regulations (EC) No 

765/2008 and (EU) No 305/2011. The Regulation strengthens the market surveillance of all nonfood 

products, such as medical devices, machinery, toys, electronics, clothing, and footwear, ensuring that only 

compliant products that fulfil health and safety standards will be available on the EU ecommerce and 

physical marketplaces. It lays out specific procedures for economic operators and establishes a mechanism 

for their cooperation with supervisory authorities.  

Directive 2006/42/EC of the European Parliament and of the Council of 17 May 2006 on machinery (Official 

Journal of the European Union, 2006) is the EU’s regulatory framework covering the mechanical engineering 

industry, including provisions for the free market circulation of machinery and the protection of users. The 

Machinery Directive has evolved through the years with its original version dating from 1989 (89/392/EEC). 

On 21 of April 2021, to address the safety risks posed by novel technologies and direct humanrobot 

collaboration, the Commission put forward a new proposal for a regulation on machinery products as part 
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of the wider ‘AI package’ (European Commission, 2021d). The new Machinery Regulation will ensure that 

machinery consumer products, industrial autonomous machines and collaborative robots will be safely 

placed in the EU market. It creates proportionate rules for all member states and increases legal certainty 

for manufacturers who shall ensure that machinery products have been designed in accordance with the 

essential health and safety requirements. The administrative burden and costs for manufacturers are 

lessened, whereas their legal certainty is increased due to clarifying issues related to definitions, essential 

requirements, and conformity assessment procedures.  

To facilitate the consistent application of the general safety requirements, the European Union (EU) has 

promoted the development of tailormade standards for products operated by RAS through the work of 

the European Committee for Standardization (CEN), the European Committee for Electrotechnical 

Standardization (CENELEC) and the European Telecommunications Standards Institute (ETSI) 

(Alexandropoulou et al., 2021). Regulation (EU) 1025/2012 provides a legal basis to use European standards 

for products and services, identify ICT technical specifications, and finance the European standardization 

process. It also sets an obligation for European standardization organizations (CEN, CENELEC and ETSI) and 

national standardization bodies on transparency and participation (Official Journal of the European Union, 

2012). 

The liability framework that accompanies the safety regime is in existence since 1985 based on Council 

Directive 85/374/EEC (Council Directive, 1985) ensures a regime of strict liability for defective products and 

a fair balance between the interests of consumers and producers which created EU is in the process of 

revising these rules and applies in the context of IT Technologies as well, revised though and in some 

instances with reversed “burden of proof” since it is currently based on a de facto negligence liability system 

where the injured person is required to prove the damage, the defect and the causal relationship between 

defect and damage (Alexadropoulou et al., 2021). The Report on the safety and liability implications of 

Artificial Intelligence, the Internet of Things and robotics of the Commission to the European Parliament 

(European Commission, 2020b) underlines that digital technologies like AI challenge aspects of Union and 

national liability frameworks and could reduce the effectiveness of EU and national liability frameworks. 

Therefore, the provisions of the Liability Directive should be further clarified to ensure compensation for 

damage caused by products that are defective because of software or other digital features. However, the 

framework has also suffered from fragmentation and incoherence as it is difficult to legislate consumer 

goods and services with this unprecedented pace of sectoral changes and technological progress 

(Ruohonen, 2022). The Report outlined the main steps that must be considered for the update of the 

existing technologyneutral framework. The new framework should include explicit provisions for a) human 

oversight throughout the lifecycle of the AI products b) producers of AI humanoid robots c) cooperation 

between the economic operators in the supply chain d) manufacturers/software developers and e) 

compensation for damage caused by products that are defective due to software. 

Overall, software and autonomous applications are tangible products although the information embedded 

within the software medium is intangible (Alexandropoulou et al., 2021; Alheit 2001; Ozturk 2021). Taking 

into account this view, autonomous systems indeed fall under the category of “product” in the context of 

Directive 85/374/EEC (Alexandropoulou et al., 2021). The safety framework of these products is broad

based of a horizontal nature that provides a general safety requirement for any product placed on the 

market and intended for consumers, including electronic selling. The safety framework for products in the 

EU is a comprehensive legislative system structured around key elements such as the General Product 

Safety Directive (GPSD), specific regulations for certain product categories, the responsibility of distributors, 
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and the management of product recalls and withdrawals. The existing “Union product safety legislation or 

framework includes: 

 Consumer Safety Network as established in Directive 2001/95/EC on general product safety (GPSD) 

which states that only safe products may be placed on the market; 

 Decision No 768/2008/EC on a common framework for the marketing of products in the EU; 

 Directive 2006/42/EC of the European Parliament and of the Council of 17 May 2006 on machinery 

which aims at the free market circulation of machinery and the protection of users; and 

 Council Directive 85/374/EEC of 25 July 1985 on the approximation of the laws, regulations and 

administrative provisions of the Member States concerning liability for effective products. 

2.4 THE EVOLUTION OF EU CYBERSECURITY FRAMEWORK 

The European Union’s commitment to strengthening cybersecurity led in 2016 to the implementation of 

the first piece of EUwide legislation on cybersecurity Directive 2016/1148 concerning measures for a high 

common level of security of network and information systems across the Union (Network and Information 

SecurityNIS Directive). The NIS Directive was focused on protecting critical infrastructure and established 

the NIS Cooperation Group, and the network of Computer Security Incident Response Teams (CSIRTs) to 

enhance cooperation on specific cybersecurity threats with the EU.  

NIS Directive included provisions for the implementation of appropriate nontechnical security measures 

for the operators of essential services (OES) and digital service providers (DSPs). OES included critical sectors 

such as energy, transportation, finance, and healthcare, whereas DSPs encompassed online marketplaces, 

cloud computing services, and search engines. The NIS Directive outlined incident reporting obligations for 

OES and DSPs in the event of significant cybersecurity incidents. It also emphasized cooperation and 

information sharing among Member States to facilitate a coordinated response.  

The increasing prevalence of cyber threats has necessitated the European Union (EU) to update its legal 

framework to ensure an effective response to cybersecurity challenges; thus, the EU cybersecurity rules 

introduced in 2016 were replaced by Directive (EU) 2022/2555 (NIS2 Directive). The Directive expands the 

scope of its predecessor by including additional sectors, such as cloud services, telecoms, social media 

platforms and the public administration for a more comprehensive approach to cybersecurity (see Table 4). 

The Directive places increased emphasis on incident reporting, ensuring that organizations promptly notify 

relevant authorities in the event of a significant cybersecurity incident. It also strengthens cooperation and 

information sharing between Member States to enable a more coordinated response to crossborder cyber 

threats. To bolster the EU’s cybersecurity capabilities, the NIS2 Directive establishes the European 

Cybersecurity Competence Center (ECCC), working together with a Network of National Coordination 

Centres (NCCs) to enhance research, innovation, and knowledge sharing within the EU. 
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Table 4: The Differences between NIS and NIS2 

  NIS  NIS2 
Sectors 

 

Healthcare, Transport, Banking, 
Digital Infrastructure, Water Supply, 
Energy, Digital Service Providers 

Digital services such as social networking services 
and providers of public electronic communication 
networks, space, water management, 
manufacturing of certain critical products (i.e., 
medical), public administration, food, postal 
services, PROVIDERS OF PUBLIC 

Capabilities 

 

The first step for EU Members is to 
improve their cybersecurity 
capabilities. 

Sanctions for breach of the cybersecurity risk 
management and reporting obligations. 

Cooperation  Cooperative network between the 
Member States. 

Increased information sharing. Establishment of 
the European Cyber Crises Liaison Organisation 
Network (EU CyCLONe) to support coordinated 
management of largescale incidents. 

Risk 
Management 

Operators of Essential Services (OES) 
and Digital Service Providers (DSP) 
have to adopt risk management 
practices and notify significant 
incidents to their national 
authorities. 

Strengthened list of measures: incident handling 
and crisis management, vulnerability handling and 
disclosure, policies to assess the effectiveness of 
cybersecurity risk management measures, 
cybersecurity training, effective use of 
cryptography. 

Source: European Commission (2023)  

In addition, the Cyber Security Act (Regulation (EU) 2019/881 of the European Parliament and of the Council 

of 17 April 2019 on ENISA and on information and communications technology cybersecurity certification 

and  repealing  Regulation  (EU) No  526/2013 ) was proposed in 2017 as part of a wideranging set of 

measures to deal with cyberattacks, is the tool that sets a harmonized EU cybersecurity certification 

framework for ICT products, ensuring through a comprehensive set of rules and technical standards, that 

cybersecurity products and services meet specified security requirements, thus increasing trust and 

confidence in digital technologies. The Act establishes the ENISA to undertake the tasks assigned to it for 

the purpose of contributing to a high level of network and information security within the Union. ENISA has 

the critical role in setting up and maintaining the European cybersecurity certification framework for 

products and services. The Act also establishes the Stakeholder Cybersecurity Certification Group and the 

European Cybersecurity Certification Group ECCG which coordinates and monitors the EU’s cybersecurity 

certification framework (see Figure 9). 
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Figure 9: Main elements of Cyber Security Act 

Source: Adapted from Cyber Security Act 

Therefore, the current EU Cybersecurity framework is based on: 

 Directive on measures for a high common level of cybersecurity across the Union (NIS2 Directive) 

entered into force in 2023; and 

 Regulation (EU) 2019/881 of the European Parliament and of the Council of 17 April 2019 on ENISA 

(the European Union Agency for Cybersecurity) and on information and communications 

technology cybersecurity certification and repealing Regulation (EU) No 526/2013 (Cybersecurity 

Act) (Text with EEA relevance) 

2.4 CONCLUDING REMARKS: IMPLICATIONS FOR BUGWRIGHT2 STAKEHOLDERS 

The connection between autonomous robotics and artificial intelligence is deeply intertwined, with AI 

serving as the driving force behind the capabilities of autonomous robots. However, as these systems 

become increasingly complex and interconnected, the issues of safety and cybersecurity become crucial. 

Striking the right balance between innovation and precaution is crucial to harnessing the full potential of 

autonomous robotics while safeguarding against potential risks. 

In the context of lawmaking two key approaches are often employed: the horizontal approach and the 

vertical approach. However, for AI applications, a hybrid approach could provide a comprehensive, 

contextualized, and adaptable framework that addresses industryspecific concerns while safeguarding AI's 

ethical and societal implications. Such a balanced approach paves the way for responsible and effective 

governance of AI in an everevolving technological landscape. AI policymaking and governance must be 

anchored in current global governance realities and be flexible to the changing power dynamics, especially 

the growing influence of transnational actors and the private sector (Miailhe and Lannquist, 2020). 

ENISA to:

-achieve a high common level of 
cybersecurity across the EU

-promote capacity-building

-promote the establishment of EU 
cybersecurity certification of ICT products, 

services and processes.

The Stakeholder Cybersecurity 
Certification Group of recognised experts 

to advise the Commission on strategic 
issues.

A European Cybersecurity Certification 
Group (ECCG) composed of national 

representatives to  assist the Commission in 
its work to ensure the consistent 

implementation of the Act.

A European cybersecurity certification 
framework to improve the functioning of 
the internal market and set up a mechanism 

to establish certification schemes that 
confirm ICT products, services and 

processes
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Therefore, a coherent combination of “soft” and “hard” law is the way to orient new technologies toward 

broad societal benefit. 

The policymaking efforts will continue in the following years, with the technical standardization 

organizations such as the IEEE and ISO, and national agencies like the NIST in the U.S., and the CEN, CENELEC 

in Europe, taking the lead in the development of standards. Stakeholders involved in the field of 

technological development primarily rely on standards published by organizations that have the mandate 

to implement four distinct categories of standards: national, regional, international and informal (European 

Commission, 2013). The principal difference between regulations and standards is that while the former is 

legally binding in nature and subject to sanctions, the latter is voluntary in nature with no legal obligations 

for compliance (European Commission, 2013).  

For the application of technical standards, policymakers along with key stakeholders such as software 

developers, academia and industry should get involved in a “polycentric” style of governance, with many 

different actors and mechanisms for safe and equitable development, deployment and use of innovative AI 

applications. Within this context, the US and the EU should work together using ongoing multistakeholder 

negotiations and joint research projects in order to ensure the safeguarding of liberal democratic values 

and ethical principles as well as the development of soft law mechanisms. 

 

BIBLIOGRAPHY: STRAND 1 

Alexandropoulou, V., Johansson, T., Kontaxaki, K., Pastra, A. and Dalaklis, D. (2021). Maritime remote 

inspection technology in hull survey & inspection: A synopsis of liability issues from a European Union 

context. Journal of International Maritime Safety, Environmental Affairs, and Shipping, 5(4), pp.184–195. 

doi: https://doi.org/10.1080/25725084.2021.2006463  

Alheit, K. (2001). The Applicability of the EU Product Liability Directive to Software. Comparative  and 

International Law Journal of Southern Africa 34 (2), pp. 188–210. 

CEN  (n.d.)  Strategy 2030 of the European Committee for Standardization online: 

https://www.cencenelec.eu/europeanstandardization/strategy2030/ 

Council Directive (1985) Council Directive 85/374/EEC on the approximation of the  laws, regulations and 

administrative  provisions  of  the  Member  States  concerning  liability  for  defective  products online: 

https://eurlex.europa.eu/legalcontent/EN/TXT/?uri=celex%3A31985L0374  

Council of the European Union (1992) Council  Directive  92/59/EEC  on  general  product  safety online: 

https://eurlex.europa.eu/legalcontent/EN/ALL/?uri=CELEX%3A31992L0059  

Congress.gov (2020a) H.R.6216    National Artificial Intelligence Initiative Act of 2020  online: 
https://www.congress.gov/bill/116thcongress/housebill/6216 

Congress.gov (2020b) H.R.2575  AI  in  Government  Act  of  2020 
online: https://www.congress.gov/bill/116thcongress/housebill/2575

CSET (2019) Artificial Intelligence Security Standardization White   Paper online: 

https://cset.georgetown.edu/wp

content/uploads/t0121_AI_security_standardization_white_paper_EN.pdf  



BUGWRIGHT2 Deliverable D10.5

Grant Agreement No. 871260   Dissemination level: PU 

Page 216 version 1 status: released 

Cyberspace Administration of China (2022) Notice of the National Internet Information Office on the Public 

Comments on the “Regulations on the Administration of Deep Synthesis of  Internet  Information Services 

(Draft for Comment)” online: http://www.cac.gov.cn/202201/28/c_1644970458520968.htm 

European Commission (2013) Standards  and  standardizationA  practical  guide  for  researchers online: 

https://op.europa.eu/en/publicationdetail//publication/db289e47140b11ebb57e01aa75ed71a1 

European Commission (2019) Communication  on Building  Trust  in Human  Centric Artificial  Intelligence 

online:https://digitalstrategy.ec.europa.eu/en/library/communicationbuildingtrusthumancentric

artificialintelligence 

European Commission (2020a) White Paper on Artificial  Intelligence: a European approach to excellence 

and trust online: https://commission.europa.eu/publications/whitepaperartificialintelligenceeuropean

approachexcellenceandtrust_en 

European Commission (2020b) Report on the safety and liability implications of Artificial Intelligence, the 

Internet  of  Things  and  robotics online: https://commission.europa.eu/publications/commissionreport

safetyandliabilityimplicationsaiinternetthingsandrobotics0_en 

European Commission (2021a) Coordinated  plan on AI online: https://digital

strategy.ec.europa.eu/en/policies/planai 

European Commission (2021b) Proposal  for  Laying  down  harmonised  rules  on  Artificial  Intelligence 

(Artificial  Intelligence  act)  and  amending  certain  union  legislative  acts online: https://eur

lex.europa.eu/legalcontent/EN/TXT/?uri=celex%3A52021PC0206 

European Commission (2021c) on general product safety, amending Regulation (EU) No 1025/2012 of the 

European  Parliament  and  of  the  Council,  and  repealing  Council  Directive  87/357/EEC  and  Directive 

2001/95/EC  of  the  European  Parliament  and  of  the  Council online: https://eurlex.europa.eu/legal

content/EN/TXT/?uri=CELEX%3A52021PC0346  

European Commission (2021d) Proposal  of  the  European  Parliament  and  of  the  Council  on machinery 

products online: https://eurlex.europa.eu/legalcontent/EN/TXT/HTML/?uri=CELEX:52021PC0202  

European Commission (2023) Questions  and  Answers    EU  Cybersecurity online: 

https://ec.europa.eu/commission/presscorner/detail/en/QANDA_19_3369  

European Parliament, Council of the European Union (2001) Directive 2001/95/EC on general product safety 

online: https://eurlex.europa.eu/legalcontent/EN/ALL/?uri=celex%3A32001L0095  

Government of Canada (2017) PanCanadian  Artificial  Intelligence  Strategy online: https://ised

isde.canada.ca/site/aistrategy/en 

Government of Canada (2020) Canada concludes inaugural plenary of the Global Partnership on Artificial 

Intelligence with  international  counterparts  in Montréal  online: https://www.canada.ca/en/innovation

scienceeconomicdevelopment/news/2020/12/canadaconcludesinauguralplenaryoftheglobal

partnershiponartificialintelligencewithinternationalcounterpartsinmontreal.html  

Government of Canada (2022)The  Artificial  Intelligence  and  Data  Act  (AIDA) online: https://ised

isde.canada.ca/site/innovationbettercanada/en/artificialintelligenceanddataactaidacompanion

document 



BUGWRIGHT2 Deliverable D10.5

Grant Agreement No. 871260   Dissemination level: PU 

Page 217 version 1 status: released 

Haddadin, S. and Croft, E. (2016). Erratum to: Physical Human–Robot Interaction. Springer Handbook of 
Robotics, pp.E1–E1. doi:https://doi.org/10.1007/9783319325521_81. 
 
Howells, G.G. (2000) The relationship between product liability and product safety – understanding a 
necessary element in European product liability through a comparison with the U.S. Position. Washburn 
Law Journal, 39(3), 305–346. 
 
International Organization for Standardization ((hereinafter ISO), “ISO/IEC Guide 51:2014(en) 
Safety aspects — Guidelines for their inclusion in standards’’ available at: 
https://www.iso.org/obp/ui/#iso:std:isoiec:guide:51:ed3:v1:en 
 
Kop M. (2021). EU Artificial Intelligence Act: The European Approach to AI online: 
https://law.stanford.edu/publications/euartificialintelligenceacttheeuropeanapproachtoai/  
Li, D. Tong T. and Xiao, Y. (2021) Is China Emerging as the Global Leader in AI? Harvard Business Review, 

online: https://hbr.org/2021/02/ischinaemergingasthegloballeaderinai 

Martinetti, A., Chemweno, P.K., Nizamis, K. and FoschVillaronga, E. (2021). Redefining Safety in Light of 

HumanRobot Interaction: A Critical Review of Current Standards and Regulations. Frontiers  in Chemical 

Engineering, 3. doi:https://doi.org/10.3389/fceng.2021.666237. 

Miailhe N. and Lannquist Y. (2020). Global Governance of Artificial Intelligence. In A. Naqvi and J. Munoz 

(Eds.), Handbook  of  Artificial  Intelligence  and  Robotic  Process  Automation:  Policy  and  Government 

Applications (pp. 2330). Anthem Press. 

Michels, J.D. and Walden, I. (2018). How Safe is Safe Enough? Improving Cybersecurity in Europe’s Critical 
Infrastructure  Under  the  NIS  Directive. [online] papers.ssrn.com. Available at: 
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3297470. 
 
National Artificial Intelligence Initiative (NAII) (2020) Legislation and executive orders online: 
https://www.ai.gov/legislationandexecutiveorders/ 
National Institute of Standards and Technology/ U.S. Department of Commerce (2023) Artificial Intelligence 
Risk Management Framework (AI RMF) online: https://nvlpubs.nist.gov/nistpubs/ai/NIST.AI.1001.pdf 

Official Journal of the European Union (2006) DIRECTIVE 2006/42/EC on machinery, and amending Directive 
95/16/EC  (recast) online: https://eur
lex.europa.eu/LexUriServ/LexUriServ.do?uri=OJ:L:2006:157:0024:0086:en:PDF  

Official Journal of the European Union (2008a) Decision No 768/2008/EC on a common framework for the 

marketing of products, and repealing Council Decision 93/465/EEC online: https://eurlex.europa.eu/legal

content/EN/TXT/?uri=celex:32008D0768  

Official Journal of the European Union (2008b) REGULATION  (EC)  No  765/2008  on  setting  out  the 

requirements for accreditation and market surveillance relating to the marketing of products and repealing 

Regulation  (EEC)  No  339/93 online: https://eur

lex.europa.eu/LexUriServ/LexUriServ.do?uri=OJ:L:2008:218:0030:0047:en:PDF  

Official Journal of the European Union (2012) REGULATION  (EU)  No  1025/2012  on  European 

standardisation, amending Council Directives 89/686/EEC and 93/15/EEC and Directives 94/9/EC, 94/25/EC, 

95/16/EC, 97/23/EC, 98/34/EC, 2004/22/EC, 2007/23/EC, 2009/23/EC and 2009/105/EC of the European

Parliament and of the Council and repealing Council Decision 87/95/EEC and Decision No 1673/2006/EC of 

the  European  Parliament  and  of  the  Council online: https://eur

lex.europa.eu/LexUriServ/LexUriServ.do?uri=OJ:L:2012:316:0012:0033:EN:PDF  



BUGWRIGHT2 Deliverable D10.5

Grant Agreement No. 871260   Dissemination level: PU 

Page 218 version 1 status: released 

Official Journal of the European Union (2016) Directive (EU) 2016/1148 of The European Parliament and of 

the  Council  of  6  July  2016  concerning measures  for  a  high  common  level  of  security  of  network  and 

information  systems  across  the  Union  https://eurlex.europa.eu/legal

content/EN/TXT/PDF/?uri=CELEX:32016L1148&from=EN 

Official Journal of the European Union (2016) Consolidate Versions of the Treaty on the Functioning of the 

European  Union  (TFEU) online: https://eurlex.europa.eu/EN/legalcontent/summary/treatyonthe

functioningoftheeuropeanunion.html  

Official Journal of the European Union (2019) Regulation (EU) 2019/881 of the European Parliament and of 

the Council of 17 April 2019 on ENISA (the European Union Agency for Cybersecurity) and on information 

and  communications  technology  cybersecurity  certification and  repealing Regulation  (EU) No 526/2013 

(Cybersecurity Act) online: https://eurlex.europa.eu/eli/reg/2019/881/oj 

Official Journal of the European Union (2022) Directive (EU) 2022/2555 of the European Parliament and of 

the Council of 14 December 2022 on measures for a high common level of cybersecurity across the Union, 

amending  Regulation  (EU)  No  910/2014  and  Directive  (EU)  2018/1972,  and  repealing  Directive  (EU) 

2016/1148 (NIS 2 Directive) online: https://eurlex.europa.eu/eli/dir/2022/2555 

Office of Management and Budget/ Exec. Office of the President (2020) Guidance forRegulation of Artificial 

Intelligence  Applications online: https://www.whitehouse.gov/wpcontent/uploads/2020/11/M21

06.pdf).  

Office of the Director of National Intelligence (2020) Principles  of  Artificial  Intelligence  Ethics  for  the 

Intelligence  Community online: 

https://www.intelligence.gov/images/AI/Principles_of_AI_Ethics_for_the_Intelligence_Community.pdf 

Official Journal of the European Union (2022) REGULATION (EU) 2022/2065 on a Single Market For Digital 

Services and amending Directive 2000/31/EC (Digital Services Act) online: https://eurlex.europa.eu/legal

content/EN/TXT/?uri=CELEX%3A32022R2065&qid=1666857835014 

Official Journal of the European Union (2022) REGULATION (EU) 2022/1925 n contestable and fair markets 

in  the digital sector and amending Directives  (EU) 2019/1937 and  (EU) 2020/1828  (Digital Markets Act) 

online : https://eurlex.europa.eu/legalcontent/EN/TXT/?uri=CELEX%3A32022R1925 

Ozturk, A. (2021). Lessons Learned from Robotics and AI in A Liability Context: A Sustainability Perspective. 

In Sustainability  in  the  Maritime  Domain:  Towards  Ocean  Governance  and  Beyond, edited 

by A. Carpenter, T. Johansson, and J. Skinner. Switzerland: Springer Sustainability Series, Springer 315–335. 

Pastra, A., Schauffel, N., Ellwart, T. and Johansson, T. (2022). Building a trust ecosystem for remote 

inspection technologies in ship hull inspections. Law,  Innovation  and  Technology, 14(2), pp. 474–497. 

doi:https://doi.org/10.1080/17579961.2022.2113666. 

Ruohonen, J. A. (2022) Review of product safety regulations in the European Union. Int. Cybersecur. Law 

Rev., 3, pp. 345–366. https://doi.org/10.1365/s43439022000578 

Sciascia, A. (2006) Safe or sorry: how the precautionary principle is changing Europe’s consumer safety 

regulation regime and how the United States’ consumer product safety commission must take notice. Adm 

Law Rev., 58(3), pp. 689–708.  



BUGWRIGHT2 Deliverable D10.5

Grant Agreement No. 871260   Dissemination level: PU 

Page 219 version 1 status: released 

Soori, M., Arezzo, B., Dastres, R. (2023) Artificial intelligence, machine learning and deep learning in 

advanced robotics, a review. Cognitive Robotics, 3, pp. 5470. https://doi.org/10.1016/j.cogr.2023.04.001 

Stanford University/ DIGICHINA (2023) Administrative Measures for Generative Artificial Intelligence Service 

online: https://digichina.stanford.edu/work/translationmeasuresforthemanagementofgenerative

artificialintelligenceservicesdraftforcommentapril2023/ 

State Council (2015) Action  Outline  for  Promoting  the  Development  of  Big  Data  online: 

https://www.gov.cn/zhengce/content/201509/05/content_10137.htm 

The People’s Republic of China (2015) Made  in  China  2025 online: 

https://english.www.gov.cn/2016special/madeinchina2025/ 

The Federal Register (2019) Executive  Order  13859:  “Maintaining  American  Leadership  in  Artificial 

Intelligence online: https://www.federalregister.gov/documents/2019/02/14/201902544/maintaining

americanleadershipinartificialintelligence 

The National People’s Congress of the People’s Republic of China (2021) Personal Information Protection 

Law  of  the  People’s  Republic  of  China  (PIPL) online: 

http://www.npc.gov.cn/npc/c30834/202108/a8c4e3672c74491a80b53a172bb753fe.shtml 

The National People’s Congress of the People’s Republic of China (2021) Data  Security  Law online: 

http://www.npc.gov.cn/englishnpc/c23934/202112/1abd8829788946ecab270e469b13c39c.shtml 

The Standing Committee of the National People’s Congress (2016) Cybersecurity Law online: 

http://www.pkulaw.cn/fulltext_form.aspx?Db=chl&Gid=283838 

The State Council of the People’s Republic of China (2017) A  Next  Generation  Artificial  Intelligence 

Development  Plan  (State  Council Document No.  35) online: http://www.gov.cn/zhengce/content/2017

07/20/content_5211996.htm 

U.S. Department of Defense (2020) DOD  Adopts  Ethical  Principles  for  Artificial  Intelligence online: 

https://www.defense.gov/News/Releases/Release/Article/2091996/dodadoptsethicalprinciplesfor

artificialintelligence/ 

Wagner, J (2017). China’s Cybersecurity Law: What You Need to Know, The  Diplomat online: 

https://thediplomat.com/2017/06/chinascybersecuritylawwhatyouneedtoknow/ 

 

  



BUGWRIGHT2 Deliverable D10.5

Grant Agreement No. 871260   Dissemination level: PU 

Page 220 version 1 status: released 

3. ANALYSIS OF STRAND 2: A METHODOLOGY FOR THE EVALUATION OF EXISTING NORMS AND STANDARDS 

ACRONYMS 

AI     Artificial Intelligence 

EU     European Union 

3.1 EVALUATION OF THE EXISTING REGULATORY FRAMEWORK: THE SOCIOLEGAL APPROACH 

3.1.1 CONCEPTUALIZATION OF THE SOCIOLEGAL APPROACH 

The first step in the process is to fully assess all existing norms, regulations, and standards for robotic 

technologies in order to identify relevant gaps. For the best assessment of the current regulatory 

framework, norms and standards, a sociolegal methodological approach should be embraced to examine 

how the law operates in society and the effects it has on social institutions, individual behavior, and social 

change. Sociolegal studies emerged as a potent interdisciplinary approach, aiming to interrogate the 

relationship between law and society. Sociolegal research is the examination of how law and legal 

phenomena occur in the world, interact with each other and affect those who are touched by them (Webley 

2020). It rests on the premise that legal phenomena are deeply intertwined with societal variables, 

underscoring the requirement for diverse methodologies that can accommodate this complexity (Banakar 

& Travers, 2005).  

The sociolegal methodology is effective due to its capacity to consider the law in its sociocultural, political, 

environmental economic contexts (Lange, 2017; Cotterrell, 2014). The sociolegal methodological approach 

offers a multidimensional lens through which legal researchers can examine the complex interplay between 

law and society as they are inherently intertwined, with legal systems reflecting and responding to social 

realities and values. This approach recognizes the reciprocal relationship between legal institutions, norms, 

and social structures, and aims to uncover the sociological, political, and cultural factors that shape legal 

processes and outcomes. 

The legal research of a sociolegal approach can pursue different types of research objectives (see Table 5) 

and these include: descriptive, classifying, comparative, theorybuilding, explanatory, evaluative and 

recommendatory research objectives (Kestemont, 2018). In the context of objectives, comparative research 

plays an essential role in the regulation of service robotics, providing differences and similarities between 

the legal systems of different jurisdictions. Comparative research is an important aspect of understanding 

global jurisprudence, playing a critical role in law reform and legal harmonization. 
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Table 5: Objectives of Legal Research 

Descriptive Describing the law. To analyze legal constructs in all their components in order to present 
them in an accurate manner. 

Classifying To classify legal phenomena in the existing legal system. 

Comparative Comparison can be internal, historical and external comparison. 
Internal: to compare two or more legal constructs in order to uncover their similarities and 

differences.  
External: CrossJurisdiction: comparison between jurisdictions.  

Historical: Comparison of legal constructs from different periods in time. 

Theory Building  To identify patterns from a set of legal rules or cases in order to develop a model or a theory 
(legal doctrines). 

Explanatory To explain ‘why something is as it is’. 

Evaluative  To assess whether a legal construct attains its goals or solves a specific problem, whether it is 
in compliance with a general principle of law, whether it violates a supranational legal norm, 
etc. 

Recommendatory  To determine how the law should be. 

Sources: Kestemont, L. (2018) 

At its core, the social aspect of the sociolegal approach calls for a deeper understanding of law's functioning 

beyond the formal legal texts. It urges us to examine how the law is impacted by social structures, attitudes, 

and interactions. The sociolegal methodological approach encompasses a range of research methods and 

techniques dependent upon the objective and the research questions of the study. The relationship 

between legal dogmatics and sociology of law is presented in Table 6. 

Table 6: The relationship between legal dogmatics and sociology of law 

  Legal dogmatics   Sociology of law 

Target  Rules Factual behaviour, practices and institutions 

Perspective   The participant’s  The observer’s  

Method  Text hermeneutics  Social sciences’ methods  

Analysis  Interpretation and classification Analysis of empirical material  

Approach  Law as an autonomous system  Law in its social context  

Perception of law   Formal law  Formal and informal law 

Goal  To create coherence within the legal 
system 

To explain and examine critically social processes 
related to law 

Source: Ervasti, 2008 

3.1.2 DATA COLLECTION FOR A SOCIOLEGAL APPROACH 

In a sociolegal approach, social and legal data is collected (Figure 10). Regarding the legal data, a 

comprehensive examination of legal texts is performed including legislative material and international legal 

instruments, also often referred to as “blackletter law”. Exposition of legal texts in the research process 

includes international instruments, relevant scholarly literature such as textbooks, academic and 

professional journals containing legal opinions and expert commentaries, industry standards, procedures 

and requirements. Researchers investigate not only what the law says, but how it is interpreted and applied, 

and what impact it has on different stakeholders. It is used to analyze the extant law (de lege lata) pointing 

out its drawbacks and deficiencies. It must be thoroughly understood to determine what the law should be 

in the future (de lege ferenda). This approach highlights the continuum of past, present and future in terms 
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of the progress of the law. In summary, legal data can be collected from primary law such as constitutions, 

treaties, statutes, regulations and case law or secondary sources such as law reports, scholarly journals, 

legal encyclopaedias, and legal treatises. 

The social analysis component of sociolegal research explores the social, cultural, and economic factors 

that influence the law. A socioanalysis can be made either through primary or secondary data. The primary 

approaches for collecting social data are qualitative and quantitative methods. The qualitative method 

seeks to gather indepth information through interviews, observations, and diary techniques to establish 

new theories. Conversely, the quantitative method employs stringent processes to test and confirm 

hypotheses and predict the likelihood of a certain result. Qualitative research, while providing a rich variety 

of procedures and yielding diverse findings, is limited by the researcher's cognitive information processing 

capacity to accurately depict participant behavior (Currall et al. 1999). Extensive debate exists regarding the 

blending of qualitative and quantitative methods, spanning from broad methodological concerns to 

practical advice for integrating these methods and models into a single research design. Certain 

management researchers recommend the use of a mixedmethods approach (Currall et al. 1999; 

Edmondson and McManus, 2007) to enhance the methodological exactness of the research and generate 

superior results. Secondary data for social science can be collected through various sources such as public 

records, government statistics, historical documents, financial databases, media content, and previous 

research data (Boslaugh, 2007).  

Based on the approach that will be utilized, different data analysis methods and software (i.e. SPSS, NIVO) 

should be employed (Denzin and Lincoln, 2000; Gibbs, 2007). There are traditions about the different ways 

in which one may analyze qualitative (narrative) and quantitative (numbers, statistical) data, although there 

is a great overlap between some of these too (Epstein and Martin, 2010; Webley 2020).  

Figure 10: Socio Legal Research: Data Collection 

 

Source: Authors’ original contribution 
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3.1.3 SOCIOLEGAL APPROACH IN THE BUGWRIGHT2 PROJECT 

For the aims of the WP1.4 for the development of a regulatory blueprint, a sociolegal approach was 

undertaken to review the international, European and national norms, standards and regulations.  

For the legal research, an indepth detailed examination of international, regional and national legal 

instruments, often referred to as “blackletter law”, was performed. Exposition of legal texts in the research 

process included, as well, international instruments, policy documents provided by maritime 

administrations, scholarly literature such as textbooks, academic and professional journals containing legal 

opinions and expert commentaries, industry standards, procedures and requirements. 

Findings from legal research have been confirmed with 65 interviews of subject matter experts during 2020

2021 from the United States of America (US), the Netherlands, Canada, Norway, China and Singapore. This 

comparative approach facilitated the comparison of different contexts to reveal insightful technological 

trends and the enhancement of our understanding of the current stage and future of autonomous robotics 

systems. 

For the identification of subject matter experts, a stakeholder analysis was performed to identify the 

individuals and groups who have a vested interest or influence over autonomyrelated matters. Stakeholder 

analysis offers a robust methodology for this purpose, facilitating the inclusion of key voices in a wide array 

of robotics and contributing to the development of more informed, effective, and sustainable technological 

solutions. Our sample included experts from maritime administrations, classification societies, autonomous 

systems and artificial intelligence (AI) companies and universities. The respondents offered strategic and 

critical views pertaining to how selected jurisdictions are paving the way to autonomous operations, more 

specifically hull inspections and cleaning, through technological advancements. The information so 

gathered helped mark out strategic actions for the regulatory and policy blueprint considering the stateof

theart as well as gaps and drawbacks, which can be used by the concerned regulatory bodies when 

developing new regulations or reforming existing laws and policies. 

3.2 EVALUATION OF HAZARDS AND MITIGATION FRAMEWORKS TO ENABLE INTERNATIONAL HARMONIZED RULES 

The second step of the process involves identifying the risks associated with the examined application of 

robotics and underscores the necessity of comprehensive assessments to optimally leverage robotics for 

societal benefit, while minimizing potential adverse consequences. Mass exploitation of robotics cannot be 

achieved unless associated hazards are adequately controlled and regulated. Risks and mitigation 

frameworks can be identified through indepth interviews with subject matter experts. Besides, participant 

observation stands as a robust methodology in qualitative research, offering indepth, contextrich data 

that allows researchers to immerse themselves in the testing environment of robotic systems and observe 

the behaviors, interactions, and social processes that occur naturally within that setting.  

Hazard recognition of robotics in the workplace is a prerequisite for their massive exploitation and use if 

they are to make an impact in reducing the number of injuries and fatalities. As depicted in Figure 11, the 

hazards that should be taken into consideration include a) operational hazards that emerge during the 

physical interaction with the service robots, b) data quality and security hazards, c) social and psychological 

hazards such as inadequate training of the human element, absence of trust; and d) Legal hazards such as 

liability aspects. 
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Figure 11: Hazard recognition of robotics 

 

Source: Authors’ original contribution 
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Figure 12: Mitigation framework of the main RIT hazards 

 

Source: Authors’ original contribution 
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Figure 13: Main Hazards during a Multirobot Remote Inspection 

 

Source: Authors’ original contribution 
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coatings. Notably, maritime industry and applicable government and organizational regulators have started 

adapting to the use of RIT for shipouterhull inspection, tank inspection, thickness measurement and 

cleaning. 

Central to this multirobot environment is intentionality. In the maritime context, it is significant to point 

out that the underlying intention of contemporary innovations, such as bridging the gap between current 

and potential capacities of RASled vessel inspections, is among other things, a part of classification surveys, 

as well as statutory survey criteria. Satisfying the regulatory goals and objectives with minimum effort while 

maintaining the highest safety standards is a unique aspect of the modern maritime technological 

environment.  

Mass exploitation of RIT in the maritime sector cannot be achieved unless associated hazards are 

adequately controlled and regulated. To address safety issues in a satisfactory yet comprehensive manner, 

the topic of RIT demands a broader understanding of associated hazards throughout the ship inspection 

process. Observably, to date, there is a lack of homogeneity in understanding what RIT safety truly entails. 

This bleak situation is heightened by the existing dearth in literature that carves out the muchneeded 

systematic review of all potential hazards that could emanate from the deployment of RIT either 

independently or when combined with humancentric survey and inspection at different stages. Ergo, this 

study aims to contribute to the ongoing international dialogue and discussions that aim to facilitate 

harmonized guidance that promotes userfriendly and liabilityfree RIT.  

To this end, this article rigorously extracts and critically evaluates potential hazards inherent in the 

application of RIT across the entire process, from initiation to completion. The authors, subsequent to a 

thorough examination of pertinent theoretical frameworks and a critical evaluation of qualitative interview 

data, present a strategic framework. This framework holds the potential to provide valuable guidance to 

stakeholders including policymakers in identifying and mitigating hazards throughout the remote ship 

inspection process, ultimately reinforcing a justified paradigm shift towards RIT adoption within a specific 

yet significant maritime domain. The main purpose of this article is to discern the essential elements that 

can collectively establish a “safety net” particularly in the absence of a unified legal framework. In pursuit 

of this objective, the concluding section delves into, yet another, exploratory research, building upon the 

foundational work laid out by Pastra et al. in their seminal 2022 study on the “trust ecosystem”. This 

research then extends its focus to the domain of “liability”  investigating the interrelationship between 

“trustsafetyliability”. While contributing to the body of literature within the academic domain, this 

correlation represents a noteworthy aspect for consideration by policymakers and legislatures. The 

analyses could be instrumental in constructing arguments before courts adjudicating civil liability issues 

stemming from the utilization of RIT. 

Authors stress that a comprehensive governance framework for the implementation of RIT calls attention 

to a broader perspective that ventures beyond the examination of prospective liability systems. It is 

imperative to situate inquiries concerning legal liability within the broader context of risks and hazards. In 

doing so, it not only facilitates a more comprehensive understanding of the intricate relationships between 

technological deployment and potential consequences, but it also permits a nuanced assessment of the 

intricacies involved in determining legal liability. Legal liability, more often than not, cannot be examined in 

isolation, as it intersects with a spectrum of risks and hazards. Understanding those interconnections is vital 

to developing informed legal frameworks and policies that effectively address and mitigate issues that 

could, in turn, stifle innovation.  
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Steady advancements and the introduction of innovative semiautonomous systems have ameliorated the 

functioning of various industries. Admittedly, this includes the maritime sector where a surge in robotic

solution demands for survey, inspection and maintenance, especially during the COVID19 pandemic, 

renders technology at the top of the pile (Rubagotti, 2022). These technologies offer substantial benefits 

when it comes to increasing operational safety, energy efficiency and reliability (Grasso, 2021; Poggi et. al., 

2022). In specific, adopting Robotics and Autonomous Systems (RAS) to carry out inspection and 

maintenance could lead to minimal downtime, cost efficiency, and enhancement of human safety through 

the minimization of danger in tasks conducted in confined spaces (Bolbot et al., 2022; Poggi et. al., 2020). 

In addition, evidencebased research indicates that the employment of RIT could improve overall ship

safety since human errors account for between 60 and 90% of the total number of accidents at sea (de Vos 

et al., 2021).  

Despite the aforementioned benefits, the integration of RAS highlights conspicuous challenges on the 

margins of design and operation. In retrospect, a plethora of research projects have investigated human–

robotic cooperation and the issues concerned with safety, performance and training (of collaborative 

robots) (Guiochet, 2017). “Robots have to be safe, but the question that prevails is ‘how safe  is enough 

safe?”,  is an aspect that is well documented (Christensen et al., 2020). Following the ISO/IEC Guide (2014, 

3.14), safety has been conceptualized as “… freedom from risk which is not tolerable”. Within this context, 

the term “hazard” has been conceptualized as “the conditions with the potential to compromise safety” 

(Kristiansen, 2005), or a “potential source of harm” (ISO, 2014: 13482:). More precisely, in the case of 

humanrobotic interaction, safety is defined as “ensuring that only mild contusions may occur in worst case 

scenarios” (Haddadin and Croft, 2016). 

Indubitably, regulatory frameworks, tools and procedures are integral to RAS safety aspects whereby 

compliance and enforcement could mitigate risks that could otherwise impact stakeholders and the 

environment (Ghasri and Maghrebi, 2021). “Risk”, in general terms, can be defined as the combination of 

the probability of occurrence of harm and the severity of that harm (ISO/IEC Guide 51, 2014:3.9). 

Conversely, risk is calculated for identifying hazards and indicates “the likelihood and consequences of a 

future hazard event in a given context” (Kristiansen, 2005). “Harm”, in tandem, has been defined as the 

“injury or damage to the health of people, or damage to property or the environment” (ISO/IEC Guide 

51,2014: 3.1). Taken together, the identification of hazards and determination of associated risks is the 

resultant of a risk management process (Christensen et al., 2020). In this process, it is crucial to consider 

“individual” and “societal” risk criteria to determine the safety and integrity requirements for the 

investigated system ( Bolbot et al., 2022). Relevantly, even though the hazards associated with RAS are well 

documented, in many cases the sources (of these hazards) are observed as being tied to the robotic 

platform, and not all hazards identified are common to all types of robots in relation to risklevel and 

potentialtoharm (Vasic, and Billard, 2013).  

Scholarly literature details the greater ramifications of humanrobotic interactions, safety perceptions, 

benchmarking and measurements and, most importantly, the impending challenges (Rubagotti et al., 2022; 

Bicchi et al., 2008; Lasota et al., 2017). A tacit agreement among authors is that robots’ have both positive 

and negative impacts on people, thus necessitating the need for furthering thorough research in this field. 

In other words, research on RAS safety should transcend the confined limits of physical impact, such as 

collision risks, and be expanded to capture other types and forms of hazards. 
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The emergence of new generation RAS with increased autonomous capabilities (through machine learning) 

and their physical interaction with humans has introduced novel hazards (Jérémie Guiochet, 2017). One of 

these socalled “novel hazards” could occur during closeproximity and collaboration with the enduser 

resulting in “bad synchronization” and “communication mishap with robot interface” (Guiochet, 2017). 

Other forms of hazard include impacts from bugs in the software, technical glitches, latent damage and 

defects, and inadequate perception of the environment (Guiochet et. al., 2017; Steinbauer, 2013: Tomatis 

et al., 2003).  

Cyber security, for example, is a timely topic that borders on security threats and vulnerabilities  critical 

concerns that have garnered international attention more than the topic of physical injury from RAS 

(Christensen et al., 2020). Privacy and security hazards, in fact, exist due to their interconnectivity with 

multiple devices and cloud services (Martinetti et. al., 2021). The increased functions of interconnected 

devices and systems could weaken those systems thereby increasing the risk of system failure or malicious 

attacks (Michels and Walden, 2018).  

Mentalhealth is another issue that may stem from humanrobotic interface (Bankins and Formosa, 2020; 

Martinetti et  al., 2021). The study of psychosocial influences in relation to RASsafety has gained 

momentum quite recently. Studies stress that the looming effects of psychosocial influences include 

nervousness of the operator, stress and fear, to name a few (Chemweno et al., 2020; Riley, 2015). 

Finally, societal, and ethical issues, indeed, arise from the use of RAS. These include deskilling, trust, 

security and deployment (Royakkers and van Est, 2015). A public concern remains that robots might replace 

humans in high or lowskilled jobs, and the introduction of robots in the workplace might lead to duplicative 

efforts, which could result in passive behaviour or even depression (Christensen et al., 2020; Martinetti, 

2021). This has a tendency to encourage social pressure in the sense that employees might feel a sense of 

insecurity about their workfuture owing to the fear of being replaced (Martinetti, 2021). Another issue that 

has been identified is the limited trust in the robots, which could lead to diametric challenges: acceptance 

and collaboration (Schaefer, 2016).  

Despite the aforementioned, promulgated guidelines that promote safety do not often focus on 

psychological and or behavioral factors (Martinetti, 2021). In addition, the existing classical hazard analysis 

techniques are not wellsuited to capture the complex interactions between humans and robots (Guiochet, 

2016). It is posited that ethical hazards such as liability, dehumanization, and unemployment call for the 

conduct of an ethical risk assessment with a view to identifying and mitigating the ethical risks derived from 

humanrobotic interactions (Winfield, 2019). It is evident that an exhaustive hazard analysis and risk 

assessment is needed to identify all the potential hazards associated with each type of service robot if the 

intention is to develop appropriate and adequate appropriate safeguards (Djuric, et al., 2016). In a maritime 

context, RIT brings to the hazardlandscape a unique set of safety concerns; therefore, hazard recognition 

and mitigation is paramount to reduce workplace injuries, fatalities and social risks both projected and 

unforeseen.  

Hazardidentification as the target objective, a qualitative approach was adopted to quantify expert opinion 

on humanrobotic interaction/interface. Participantobservation was the principal research methodology 

that helped observe technical tasks and activities initiated and completed by the consortium members of 

the BUGWRIGHT2 project during a fiveday integration week in November 2022 at the Perama Shipyard in 

Greece. The objective of the BUGWRIGHT2 integration week was to test drones, ROVs and magnetic 

crawlers in actual conditions at the predetermined shipyard. The integration week presented itself with 
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the opportunity to obtain firsthand data and information from service suppliers, engineers, classification 

society representative, psychology analysts as well as academic counterparts. Thirteen (13) indepth semi

structured interviews with subject matter experts were conducted at the testing site in the course of pre

deployment, duringdeployment and postdeployment phases of RIT testing. 

Findings 

Hazards identified from the participantobservation method coupled with indepth discussions before, 

during and after the ship inspection processes are synthesized and subsequently analyzed in this section.  

RIT Presurvey Hazards 

The main hazard that stems from the usage of Unmanned Aerial Vehicles (UAV) is related to the poor 

familiarization of the operator with the service robot. Inadequate training of inexperienced users operating 

complex systems could lead to “crash” or operationalfailure due to human error. Prior to the conduct of 

survey, the operator/service supplier should be certified based on UAV/aviation national safety policy. The 

certificate is evidence that the required standards of training and knowledge for safe operation have been 

met. Relevantly, a service supplier with the capacity and knowledge, and one that ensures that the desired 

safety management system is in place, is of utmost importance. It is noted that classification societies, such 

as Registro Italiano Navale (RINA), Bureau Vertias (BV) and Lloyds Register (LR) certify external companies 

with qualified operators as “service providers” after they have successfully satisfied class criteria and tick

off items from respective prescribed verificationchecklists. 

Interview participants underscore that the lack of a comprehensive setup of UAV navigational plan for UAV, 

which covers all the necessary inspection areas, could lead to damage of the technology, ship structure or 

personnel injury. The preinspection planning stage between the operator and surveyor is critical. It is also 

noted that in the case of multirobot visual and acoustic inspections, the sequence of the service robot 

should be incorporated into the navigational plan.  

Calibration, another vital aspect, should be carried out by adjusting various sensors on board the platform 

(i.e., compass calibration, gimbal calibration, inertial measurement unitIMUcalibration or vision sensor) 

to maximize the accuracy and reliability of the operation. Localization errors that originate from the relative 

geometry between transmitters and receivers should be alleviated by integrating approaches such as Global 

Positioning System (GPS) signals, UAV IMUs, Light Detection and Ranging (LIDAR), ultrasonic acoustic 

signals, 2D/3D cameras or laser range finders mounted onto the robot. Unsuccessful localization and 

miscalibration could lead to an unsafe and unstable drone flight pathway.  

Improper storage of batteries during the transportation of the UAV could also lead to fire/explosion and 

injury to operator. In addition, battery power capacity should be adequate to cover all the necessary 

inspection areas. 

UAV pose various hazards to people on the ground and other aviation crafts, creating great challenges for 

law enforcement agencies. Nonregulatory compliance of UAV with national authorizations and guidelines, 

taking into account UAV’s weight, specifications and the type of operation, could be considered as another 

type of hazard. Within the port area, UAV operators should ideally obtain the approval of port authorities 

and comply with the port’s policy for permission to fly UAV.  

Compared to UAV, remotely operated vehicles (ROV) encompass fewer hazards, and require much less pre

inspection and associated preparation time. The main concern revolves around their deployment, i.e., they 
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should be lowered slowly from heights into the sea. For magnetic crawlers, special attention is required on 

the potential physical damage to the person carrying the crawler, as well as the potential damage to the 

robot, due to its significant heavy weight. The operator should be vigilant during the adhesion of the 

welding robots, as damage to the finger is highly possible.  

During the survey process, an UAV may become a potential risk known as “falling object” due to collision, 

battery failure, propeller failure or extreme weather conditions, causing severe damage to its equipment, 

onsite surveyors and the vessel itself. The risk of injury, especially from the UAV propellers that are 

attached to the motor, is high. During vessel dry dock of, everyone working in the near vicinity should be 

made aware that aware remote inspection using UAV is ongoing.  

UAV lossofsight could also lead to damage and collision. Therefore, UAV Beyond Visual Line of Sight 

(BVLOS) operations should consider an advanced navigation system that enables them to make decisions, 

in line with airspace regulations, and automatically detect and avoid objects in their path. However, it 

should be noted that UAV utilized in a ship inspection process usually fly within Visual Line of Sight (VLOS) 

rules.  

ROV, under the current strandofdiscussion, include minimal hazards during vessel survey and inspection. 

Operators encounter the challenge of recovering and steering the robot if the cable is tangled or if it gets 

fastened to any parts of the ship; therefore, due attention should be given to tethermanagement. Tethers 

could be tangled during autonomous operations leading to the stumbling of human operators. 

Finally, in terms of magnetic crawlers, loss of adhesion of a wallclimbing robot could lead to damage to the 

robot and injury to the operator during the inspection of large ship structures. If the robot reaches an area 

with impedance to the magnets, or if the wiretorque is too heavy for the crawler, then there is a high 

probability of injuryrisks. Magnetic crawlers are equipped with a tether that transports a tube to transfer 

water at the interface between the sensor and surface with an electrical water pump. Lack of water supply 

to ensure adequate surface contact between the piezoelectric transducer and the hull could also affect the 

survey. Moreover, the absence of magnetic wheel protection may damage the hull’s paint used for 

anticorrosion and antifouling.  

After completing a survey and inspection using RIT, the hazards that come into play include those that are 

tied to “data quality” and “data security”. It is posited that data quality, including videos, images and light 

detection and range (LiDAR) data, should be precise for a complete AND HOLISTIC understanding of the 

condition of the inspected area. Besides, the interpretation of multiecho data in noisy environments 

resulting from metal extractions can also affect the UAV sensor and the data analysis results.  

Effective mechanisms should be in place to secure data from unauthorized access and corruption. In the 

case of UAV  sonar and radars on board a vessel may interfere with the operation of the UAV, affecting 

the safety and security of sensitive data. Loss of data could also occur in tethered vehicles, such as ROV and 

magnetic crawlers, due to damage/loss of connection of the cable.  

In the case of multirobot inspection, there are serious concerns with regard to data integration. The 

complexity of multirobot monitoring for operators and inconsistency of data observations from different 

types of robots pose challenges for the presentation of data in an optimized manner for human cognition. 

In the current stage, the absence of software and supportive technology that will enable the integration of 

ship inspection data raises challenges for effective data analysis. That being said, fullautomation of these 

technologies is expected to address the data integration issues in the future. 
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Potential occupational hazards that affect the psychological wellbeing of operators and surveyors were 

highlighted by respondents, in tandem. Identified psychological hazards include nervousness and stress of 

the surveyor working closely with a robotic agent, lack of control, over estimation and absence of social 

interaction. Respondents, within this frame of reference, observe a form of diametric impact. The first of 

this impact concerns the onboard surveyor. A growing psychological tendency among surveyors is that 

robotic systems may eventually replace manualdriven operations leading to the deduction that a 

surveyors’ knowledge gathered over the years may become “obsolete”. The latter observation concerns 

the remote pilot. Cognitive inattention and prolonged duration of the remote survey, according to the 

respondents, may lead to errors of judgment and negative fallouts.  

Essential point to note that several respondents highlighted that communication hazards between: a) 

humanhuman, b) humanrobot and) robotrobot are critically evident. The level of communication and 

information exchange between humans will be reduced and “feeling of solitude” may surface. Indeed, 

communication between humans and robots requires the need for upgrading a set of additional and out

ofthebox skills. The more autonomous the work, the higher the need for integration and communication 

between the service robots. From this integration, various effects may appear, ranging from increased 

stress for the operator, weak social interaction for the surveyor and the fear of potential replacement in 

tasks jobs performed by humans regardless of how onerous, dull, dirty and dangerous it may be.  

The dangers of poor trust calibration were also raised by the interviewees. In a human–robot context, trust 

influences an operator’s intentions, enables the surveyor to understand the robot’s capabilities, and paves 

the way for mass deployment of these technologies. Trust calibration is needed to boost the 

trustworthiness and reliability of remote inspection tools. 

The overall findings confirmed that the RIT does concretely pave the way for safer inspections as they 

reduce the need for scaffolding and help surveyors reach dangerous and inaccessible areas. 

Notwithstanding, collateral issues, physical interaction, data management, social and legal hazards, inter 

alia, were unfolded by respondents in a nonlinear order. In the absence of a common set of norms, this 

section seeks to proffer strategic recommendations based on: 

 The threepart conceptual framework of “dynamic governance” comprised of actors, mechanisms 

and tools  as propounded by authors Markell and Glicksman (Markell and Glicksman, 2016). 

Markedly, the threepart proposition by the authors is viewed as instrumental in enabling 

policymakers to “structure and administer” regulatory programs when faced with institutional 

change or “dynamic change”, caseinpoint, the integration of RIT (Markell and Glicksman, 2016);  

 Three thematic strands of discussions for governance of emerging disruptive technologies: a) 

challenges of regulating emerging disruptive technologies; b) policy process and disruptive 

technologies; and c) regulatory responses to technological disruption (Taeihagh, Ramesh and 

Howlett, 2021); and 

 Pathways (from de  lege  leta  to de  lege  ferenda) indicated by respondents to the participation

observation. 

Taking all of the above into account, this section amalgamates findings and formalizes the important 

elements for consideration under the following four specific headings: a) operational hazards in presurvey 

and ongoingsurvey phases, b) postsurvey data quality & security hazards c) psychosocial hazards and d) 

legal hazards.  
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Patently. there are two types of main operational hazards before and during the ship inspection process: 

hazards for technology and hazards for humans. To address UAVhazards, a navigational plan should be set 

up in a comprehensive manner to specify the inspection areas. In addition, the sequence of the robots 

should be specified and a chief inspection officer should be appointed for multirobot surveys. The 

operation planning stage of the inspection is crucial whereby adjustment and coordination between the 

different operators (in case of multirobot inspection) and between the “operator” and “surveyor” should 

be in order.  

Special attention should be given to UAVlocalization, which should ideally be accurate and reliable to 

ensure the safety of participants and the effectiveness of the survey. Localization can be achieved either 

through onboard sensors or with the help of a receiver that estimates its location based on a GPS or GPS

denied UAV technology. In the case of ROV, Underwater Positioning Systems (USBLs) can be utilized to 

detect the position of the ROV using acoustic positioning. Ultrasonic guided waves (UGWs) could provide 

accurate magnetic crawler localization and structural feature mapping by relying on acoustic reflections in 

combination with the other systems. 

The regular calibration of UAV, based on the manufacturer’s instructions, is another measure of the 

effectiveness of the mission; thus, the operator needs to regularly and consistently recalibrate the sensors 

of the UAV to ensure that it remains fitforservice. Additionally, maintaining and storing batteries is integral 

to optimal UAV performance. Safe charging and safe disposal, therefore, are matters for consideration. It 

is important to stress that batteries must be stored at room temperature (for cooling purposes) and 

transported in specialized cases. UAV operators should carry extra battery packs during the inspection 

process so as to maintain continuousflight momentum. At this point it should be noted that addressing the 

possible environmental hazards by energy consumption from the use of RIT could be mitigated by using 

renewable energy and zeroemission fuels; consequently, charging the batteries using renewable energy 

could lead to a zeroemission operation survey process.  

In terms of explicit safety, UAV cage solutions could provide relief against physical injury and protect 

operators, surveyors and persons on land from physical injury from propellers and or the drone itself in 

case of a collision. Standard personnel protective equipment, such as helmets, labeled reflective clothing, 

and eye protection gears ought to be mandatory for survey participants.  

For ROV, an issue noted earlier is the appropriate deployment of the ROV when it is lowered slowly into the 

waters. Although fully autonomous RIV may forgo tethers, however, until it reaches that stage, proper 

tether management for ROV and magnetic crawlers require the promulgation of niche organized rules so 

as to avoid dormant mishaps. Inadequate water supply should be ensured to enable the continuous 

operation of the magnetic crawler.  

Data obtained from RIT includes information from closeup surveys and gauging. During an RITsurvey 

programme, visual data, such as still images, livestream and recorded video, are collected to examine the 

vessel’s structural condition, ship’s holds and tanks to discover corrosion and measure thickness. Inaccurate 

data or incomplete information about the condition of the ship could have serious consequences for her 

safety and maintenance. 

For postsurvey processes, data quality and data security are the two main concerns underlined by the 

respondents. According to Khatri and Brown (2020), data quality refers to data’s capacity to accomplish 
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their intended use through precision, timeliness, completeness, and credibility. Highdefinition cameras and 

highprecision sensors are essential to address data quality risks (Pastra et. al, 2022).  

Apart from data quality, there are security risks also coined as hazards by respondents. According to the 

conclusions drawn by Johansson et al. (2021) data security and the effectiveness of data collection, data 

processing, and distribution of analysisoutputs need to be demonstrated if RAS platforms are to achieve 

the desired level of trust among the stakeholders of the business model. In this context, robust data 

encryption and access controls are crucial. Metadata should also be stored in an appropriate manner.  

“Control of data” provision of the International Association of Classification Societies (IACS) as embedded 

in s. 5.2.6 of IACS UR Z17 highlights the responsibilities of service suppliers in relation to computer 

software’s ability to acquire, record, report, store, measure and monitor data. While this does not conflict 

with laws on data protection, for example, the European Union’s (EU) Regulation 2016/679 on the General 

Data Protection Regulation (GDRP), there is still the need to protect the data collected from a commercial 

asset (the vessel under inspection). According to s. 16.8 of IACS UR Z17, operational procedures for 

handling/operating equipment and guidelines on the collection, validation and storage of data rests with 

the service suppliers, which begs the questions of who should retain the copyright (ownership) of data 

gathered from RIT; what are the main characteristics of data quality, how should data be shared between 

the key stakeholders, what provisions on data control and security should be considered, what 

responsibilities do each party have to the other regarding data control and data security, what is the 

duration of preservation of data and image from closeup and inwater surveys, should there be any 

safeguard mechanisms for service providers against thirdparty liability? It is selfevident that a trustworthy 

process built on adequate data management and security is in need of implementation. Fortunately, 

answers to some of the questions posed above can be found in guidelines developed by individual IACS 

classification society members, which should suffice during the initial reign of supervisedautonomy.  

Highlighting the precautionary principle, it is asserted that further research on engineering and system 

architecture is needed to integrate data and metadata reported from the UAV, ROV and magnetic crawlers 

if the ultimate intention is to achieve a holistic understanding of structural integrity and precise localization 

of defects (Chahine et al., 2022). 

Social and psychological hazards can adversely affect worker health and safety. Examples of these types of 

hazards include fatigue, stress, overload and absence of social interaction. To conditions must be met to 

encounter the social and psychological hazards: a) the training of the surveyor/operator; and b) the 

calibration of trust to the technology.  

Training 

In order to strategically tackle future impacts, the issue of multiskilled professionals must be confronted. 

The education and responsibility of operators should be strengthened through mandatory training, 

registration of UAV operators and a qualitybased certification process. Suppliers of RIT, should have 

mandatory training requirements for their personnel, including safety awareness training, hazardous area 

identification and fatigue management.  

Upskilling surveyors is essential to expanding abilities and minimizing skill gaps. This can be achieved 

through continuous learning that entails the knowhow of RIT operation as it moves forward in the 

autonomyparadigm, capacity to analyze the findings from RIT and conceptualize 3D Models of the 

inspected area. The training schemes that will evolve over the years should be aligned to match the level 
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of sophistication required to carry out services using individual RIT. Classification Societies have introduced 

3D simulator training designed to train inspectors more effectively for raising safety levels.  

In the notsodistant future, it is projected that the operator could be replaced by the surveyor  an aspect 

duly noted by the respondents. Here, the surveyor’s experience, skill and training should not be 

underestimated since the surveyor’s professional judgment should not deviate from existing physical survey 

procedures (Pastra et al., 2022). Even if the world reaches a fullyautonomous phase free from the human

element, regardless, a human should still retain vigilance so as to be able to intercept, if needed, to verify 

safety of survey operations (Pastra et al., 2022). It will still be important to uphold the relevant provision of 

IACS Recommendation 42: “… the results of the surveys by remote inspection techniques, when being used 

towards the crediting of surveys, are to be acceptable to the attending surveyor” (IACS Rec. 42, 2016). 

Trust 

In literature, trust has been perceived as a psychological state with foundation dependent upon reciprocity, 

cooperation, and mutual concern (Pastra et al., 2021; Pastra et al., 2022; Schabram et al., 2018). Rochel 

(2023) underlined that conception of trust in this digital era should be enriched by addressing the 

responsibility of developers, the power relations between users and developers of AI systems and the 

benefits associated with the use of AI systems.  

Trust to artificial intelligence and digital technologies is a strategic priority for the European Member States 

as human workflows are increasingly intertwined with AI systems to support them. The European 

Commission (2019) makes it clear that trust is a prerequisite to ensure a humancentric approach to AI; 

thus, in this context, the trustworthiness of RIT should be ensured.  

Pastra et al., (2022) support that trust in RIT is a multidimensional concept that relates to a multifaceted 

interplay among specific work tasks, human dispositions, organizational and team settings, stakeholder 

needs and policies. The authors support that to move inside the “black box” of trustworthy RIT processes, 

the following elements should be considered: 

a) technical robustness of the system without glitches or interruptions;  

b) data quality and data security;  

c) lawfulness of the system through the development of common standards; 

d) skills and expertise of the surveyor; and  

e) the lifecycle of the vessel. 

The absence of a common framework for the use of RIT in the maritime sector creates a number of 

regulatory concerns. Those concerns and pathways forward have been addressed in the following sections.  

Development of common safety standards 

International Maritime Organization (IMO) and IACS, set the safety, environmental and security governance 

framework for shipping operations. IMO is the international governing body that sets a compliance and 

enforcement regulatory framework for the maritime sector. IACS, with its eleven member societies, is the 

technical standardization body that contributes to the IMO framework through technical support and 

compliance verification. Member societies have, over the last several years, identified the main risks 

identified with the different varieties of RIT. Examples of this approach can be found in the different sets of 
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requirements developed by RINA, American Bureau of Shipping (ABS) and the China Classification Society 

(CCS). Guidance Notes developed by ABS include provisions on: explosion risks in hazardous areas, dropped 

object risks, collision risks (e.g., with other RIT), lost link risks (e.g., network compromise), other risks 

associated with highrisk working areas, and risks associated with parallel operations as well as emergency 

situations (ABS, 2022). The other set of unique RIT operational standards are found in the Guidelines for 

Use of Unmanned Aerial Vehicles developed by the CCS (2018) which include: safety, operation 

performance, enduring capacity, data transmission and communication, data storage (e.g., video and image 

resolution and video and photo formats), as well as requirements for airborne cameras. Guidance notes for 

the use of RIT can also be found in RINA’s Rules for the Classification of Ships (2023), outlining the 

requirements for data storage, cyber security, data protection and internet connectivity.  

Despite the provisions published by the respective classification societies, the international maritime RIT 

governance framework still remains fragmented as there are currently no agreedupon standard 

procedures at the international level for statutory surveys (Pastra and Johansson, 2022; Pastra et al. 2023). 

Adopting a common methodological approach will also likely require developing operational common 

minimum requirements to harmonize categories of riskassessments. 

Given the urgent demand for guidance on remote surveys for the International Safety Management 

(ISM) Code audits and ISPS Code verifications, the Maritime Safety Committee, at its 104th session, 

considered developing guidance on assessments and applications of remote surveys. The term of “remote 

survey” has been conceptualized as the ‘‘process of verifying that a ship and its equipment are in 

compliance with applicable statutory regulations or partially undertaken, without physical attendance on 

board the ship by a surveyor’’ (IMO doc III 8/INF.19, 2022). Although that this term is distinct from that of 

RIT, the authors support that these guidelines could serve as the basis for the development of guidance for 

RITbased surveys. Some of the main topics addressed in the draft guidance on remote statutory surveys 

(i.e., digital quality, qualification of the surveyor and the risk assessment framework carried out by the flag 

State) can be applicable to the RIT context.  

Therefore, it is recommended that a new output on the “development of common safety standards for RIT’’ 

be added to the work programme of the SubCommittee on Implementation of IMO Instruments. Hence, 

overcoming regulatory challenges associated with RIT is considered by the authors as the first step in 

facilitating remote performance transition, not only during global emergencies such as COVID19, but also 

when a normal steady state prevails. 

Proof of Concept” via Regulatory Sandbox  

Understandably, remote inspections conducted off site should be approved with the objective of achieving 

at least the equivalent results as in situ surveys, with “safety” being the primary consideration, especially 

during force majeure. Beforehand, adequate tests should be carried out through joint collaborative efforts 

in a controlled environment allowing for the strategic development of both methodologies for remote 

classification inspection operations (on the external and the internal areas of a vessel) as well as necessary 

rules and requirements. Survey respondents deemed this as an important step for determining “proof of 

concept” of the functionalities of remote RITsurveys. Respondents also noted that flag states and 

classification societies could engage in extensive testing using the “regulatory sandbox” methodology to 

establish “proof of concept” for conducting RITsurveys (with the possibility of a surveyor intervening as 

well as the possibility without a surveyor intervening) to ensure safer and even higherquality evidence in 
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the survey process offering optimum benefits to shipowners and operators (Attrey et al, 2020). The authors 

propose that the survey findings could serve as the impetus to initiate an international scoping exercise. 

Liability  

A unified and well synchronized safety and liability approach can mitigate the hazards related to service 

robots (Alexandropolou et al., 2021; Pastra et al., 2023). Ultimately, RIT is an innovative and integrating 

such transformative product, such as service robots, into traditional humandriven tasks calls for a safety

net to guard against thirdparty liability. At present, IACS UR Z17 does not provide any caveats that prompt 

necessary preemptive steps from service providers, flag administrators or classification society members. 

The authors emphasize that quality assurance schemes for protection against liability are not generic either 

in scope or nature, and that the current legal regime only requires service suppliers ensure that these 

elements are in place. As previously discussed, inspection  and  certification fall under the conditional 

assessment program that is a requirement of charterers and cargo owners. Through such assessment 

programs shipowners can demonstrate “operational reliability” to their clients.  

New forms of RIT liability emanating from dropped object or collision risks, or even unseaworthiness of a 

vessel due to deterioration or corrosion from biofouling, may seem farfetched since current routine 

options, such as reverting back to manual inspections and checks through periodical surveys remain readily 

available. Even so RIT does have the potential to create some new and unforeseen risks due to the 

introduction of multiple new actors during an RIT survey (Alexandroupoulou et al., 2021). For example, 

inputmaterial supplied by the asset owner to the service supplier prior to hull inspection (i.e., images, 

drawings and designs) could infringe on the copyright or other rights belonging to a third party. Hull survey 

data could be used for marketing by the service supplier without the prior approval of the asset owner. 

Therefore, the path forward should connect the RITsurvey regime to the liability laws of the flag state, 

referred to as a “liability clause” in the texts of classification society member state requirements. An 

alternative is to follow the example set by Lloyd’s Register (2022) by including a provision that requires end

users to maintain thirdparty liability insurance in case of accidents or incidents. 

In any event, these new risks go beyond and dissociate from the threepronged concept of the vessel’s 

seaworthiness, whose main aspect, in its narrow sense, refers to the physical stature of the vessel, being fit 

enough to perform the voyage safely. In this regard, “unseaworthiness” signifies an attribute of the vessel 

which threatens the safety of the vessel or her cargo (Meredith Jones & Co Ltd Vangemar Shipping Co Ltd 

(The Apostolis) [1997] 2 Lloyd’s Rep.241, Actis Co Ltd v Sanko Steamship Co Ltd (The Aquacharm) [1982] 1 

WLR119).  

Traditionally, under England and Wales case law, classification societies have been discharged of liability 

whether in contract or under the tort law of negligence “the purpose of the classification certificate is not 

to guarantee safety” Sundance Cruises v. American Bureau of Shipping, 7 F.3d 1077, 1084 (2d Cir. 1993), 

but merely the vessel’s compliance with the standards and rules set by the society and, policy issues oppose 

the imposition of liability on classification societies, (Marc Rich & Co. A.G. v Bishop Rock Marine Co Ltd 

Citation1995) whereas it is the shipowners absolute obligation, at common law, to provide a seaworthy 

vessel (Steel v State Line Steamship Co; (Baatz, 2014, p.125; Baughen, 2018, p.84), under the HagueVisby 

Rules the carrier/shipowners obligation to exercise due diligence to make the ship seaworthy vessel before 

and at the beginning of the voyage (HagueVisby Rules 1968, Art III rule 8), the latter being a nondelegable 

duty (Riverstone Meat Co Pty Ltd v Lancashire Shipping Co Ltd 1961).  
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However, this is not always the case in other jurisdictions. A classification society might be held liable where 

a marine casualty resulting in damage or loss to property, personal injury or death is attributed to a willful 

act or omission or gross negligence of its bodies, employees, agents or others who act on behalf of the 

classification society. In particular, where the classification society (RO) performs statutory surveys and 

issues certificates of compliance to the respective IMO Conventions, it acts as agent and on behalf of the 

administration, having been entrusted and delegated to exercise the said powers by the flag state in 

fulfillment of the latter’s duties under Art.94, 217 UNCLOS (Appendix II of IMO Resolution A.739(18); IMO 

Instrument Implementation Code [III Code] (IMO, 2013a); Resolution MSC.349(92) (2013) Code for 

Recognized Organizations (RO Code)) acting on behalf of the administration in the event of a marine 

casualty causing loss, damage to property, injury or death where it is proven by a court of law to have been 

attributed to a willful act or omission or gross negligence of the recognized organization its bodies, 

employees, agents or others who act on behalf of it, liability with a requirement to compensate will be 

imposed on the administration which is entitled to claim compensation from the classification society 

(Article 5 Directive 2009/15/EC). While performing nonstatutory surveys the classification society will be 

liable in contract and in tort as applicable to the relevant claim. 

RIT surveys fall within the remit of semi autonomous processes, still maintaining the human actor in the 

loop in combination with remote operated vehicles, complex digital technologies, dependent on data and 

interconnectivity, comprising semi or autonomous systems with features specific to artificial intelligence 

(AI).  

Under 5.2.3. Z17 IACS Req. 1997/Rev.172022 the service supplier of RIT surveys is defined as an independent 

contractor that undertakes to provide supervision for all services provided; so, it seems that liability rests 

with the service supplier in case of accident or incidents i.e., third party liability. Nevertheless, it could be 

argued that a classification society could be held liable under the extended theory of vicarious liability 

embraced by the case law, stepping out the established employeremployee relationship and encompassing 

such relationships not considered within the ambit of employment but akin to the latter.  

The result of the above approach is that a relationship other than one of employment is, in principle, capable 

of giving rise to vicarious liability where harm is wrongfully done by an individual that conducts activities as 

an integral part of the business process carried out by a defendant and for its benefit (rather than his 

activities being entirely attributable to the conduct of a recognisably independent business of his own or of 

a third party), and where the commission of the wrongful act is a risk created by the defendant by assigning 

those activities to the individual in question. (as per Lord Phillips in Christian Brothers; as per Lord Reed in 

Cox,24). Although vicarious liability is not meant to apply to independent contractors per se, the 

nomenclature is not significant for the designation of relationship, as it is judged on the facts of each case, 

it could be argued based on the above that a classification society could be held vicariously liable if the 

service provider acting on the instructions of the class surveyor and in particular, in terms of the method of 

performing the services and due to the fault of the former there is data disclosure, IP leakage etc. Under 

Z17, 16.10 Verification – The supplier must have the surveyor’s verification of each separate job, 

documented in the report by the attending Surveyor(s) signature. In any case, the suppliers’ private 

contracts should be reviewed concerning the roles and responsibilities in respect of the data quality, 

storage, security, and sharing of information (Johannsson et al., 2021). The accountability, thus liability of 

the actors participating in the RIT survey in terms of data flow, data storage and data processing, apart from 

the personal data being subject to EU general data protection regulation, Regulation (EU) 2016/679 (GDPR), 

should be clearly defined.  
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However, the features of digital technologies, primarily their complexity, their dependence on data and 

their interconnectivity and in particular AI systems performing continuous adaptation through machine 

learning, entail opacity and limited predictability in their operation, rendering it difficult to trace the fault 

and identify the liable person. Thus, AI systems pose new risks and also challenges to the traditional 

regulatory liability regimes, which currently are under reform in most states for purposes of adapting to the 

requirements of emerging digital technologies, in particular AI. Henceforth, it is worth considering the 

liability regime introduced by the Commission’s proposals for two complementary Directives to address 

liability arising out of damage caused by the digital technologies, including AI, potentially applicable to 

liability arising out of RIT surveys.  

The EU Commission in its Report on the safety and liability implications of IoT, AI and robotics (2020), 

accompanying the White Paper (2020) on AI, identified new challenges and risks associated it with the 

uptake of AI and its uses in terms of product safety and liability, like connectivity, autonomy, data 

dependency, opacity, complexity of products and systems, software updates and more complex safety 

management and value chains. (European Commission,2020). In this regard, the Commission developed a 

coordinated horizontal, riskbased approach on AI systems  AI products or AI enabled services  in order to 

both promote the roll out and uptake of AI systems and address its risks in its‘Proposal for a Regulation 

laying down harmonised rules on artificial intelligence’ (Artificial Intelligence Act) (COM(2021 206 final), 

therein presenting a regulatory framework for operators that design, develop or use AI systems which aims 

at safety and prevention of harm caused by AI systems and the protection of fundamental rights, indicating 

prohibited AI uses and establishing an hierarchy of AI comprising ‘high risk’ AI systems to the health and 

safety or fundamental rights of natural persons, up to ‘non risk’ AI systems. The proposal contains specific 

rules applicable to the design and development, in particular, of the ‘high risk’ AI systems before they are 

placed on the market, thereby being subject to compliance with certain mandatory requirements and an 

exante conformity assessment.  

Considering that a safetycentric regulatory framework is effectively reinforced through the establishment 

of an efficient redress mechanism in case of the former’s violation, safety and liability are essentially the 

two sides of the same coin. At the EU level, member states’ nonharmonized faultbased, noncontractual/ 

tort liability rules, are not suited to handling liability claims for damage caused by AIenabled products and 

services since the claimant is required to prove a negligent or intentionally damaging act or omission (‘fault’) 

by the person potentially liable/ wrongdoer, as well as a causal link between that fault and the respective 

damage.  

Where AI is interposed between the act or omission of a person and the damage, the specific characteristics 

of certain AI systems, such as complexity, autonomous behavior and opacity (the socalled “black box” 

effect), may render it excessively difficult, if not impossible or prohibitively expensive for the victim to meet 

this burden of proof, identify the liable person and prove the facts for a plausible liability claim, in particular 

that a specific input by the potentially liable person caused a specific AI system output that led to the 

respective damage. To this effect, a harmonized liability/redress regulatory system is currently underway in 

the EU to counterbalance harm caused by AI. In line with the above, the Commission takes a holistic 

approach in its AI policy to liability by proposing adaptations to the producer’s liability for defective 

products under the Product Liability Directive as well as the targeted harmonization under the AI Liability 

Directive. These two policy initiatives are closely linked and form a package, as claims falling within their 

scope deal with different types of liability.  
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The Product Liability Directive covers producer’s nofault liability for defective products, leading to 

compensation for certain types of damages, mainly suffered by individuals whereas the AI Liability Directive 

covers national liability claims mainly based on the fault of any person with a view of compensating any 

type of damage and any type of victim, legal entities included. They complement one another to form an 

overall effective civil liability system, based on, in certain circumstances, on the presumption of causality or 

defectiveness. 

Hence, the Commission’s proposals focus on the following elements:  

The Directive on Liability for Defective Products which revises the existing EU harmonised regime on the no 

faultbased liability of the manufacturer/producer/designer/developer of defective products and possibly 

the further economic operators related to them (importer and the distributor), providing for the right to 

compensation of natural persons for the damage suffered by defective products (physical injury/ death, 

psychological damage, property damage or data loss not used exclusively for professional purposes. The 

definition of 'product’ is expanded to include software, digital manufacturing files and AI enabled products 

while a product shall be considered defective if it does not provide the safety the public at large is entitled 

to expect, in particular where the product safety requirements and regulations whether national or EU are 

not complied with, taking into account all the circumstances, amongst others, the effect on the product the 

ability to continue to learn after deployment. A claimant with a plausible claim can seek an order for a 

defendant to disclose relevant evidence whereas failure to comply results in a presumption of the defect. 

However, if a claimant faces excessive difficulties in proving the defect and/or causation due to technical or 

scientific complexity, then the defect / causation can be presumed on the basis of sufficiently relevant 

evidence (Art.8, 9).  

The Directive on Adapting NonContractual Civil Liability Rules to Artificial Intelligence (AI Liability Directive) 

aims to lay down common rules towards alleviating the burden of proof of the claimant (natural person or 

legal entity) in noncontractual/tort faultbased civil law claims for damages pursued under the national 

faultbased liability regimes for any harm caused by AI systems, in particular by an output of an AI system 

or the failure of such a system to produce an output where such an output should have been produced 

(Art.2). In consistency with the AI Act, the AI Liability Directive maintains the same definitions as the AI Act, 

the distinction between highrisk/nonhighrisk AI, the documentation and transparency requirements of 

the AI Act (Art.4 (2)) through the right to disclosure of information, and incentivises providers/users of AI

systems to comply with their obligations under the AI Act. Nonetheless, the Directive is meant to be the 

least possible interventionist; it does not affect national rules determining which party has the burden of 

proof, which degree of certainty is required as regards the standard of proof, or how fault is defined (Art.1), 

other than the introduction of rebuttable presumptions provided for in Articles 3 and 4.  

The AI Liability Directive alleviates the victim’s/ claimant’s burden of proof by introducing the rebuttable 

‘presumption of causality' (Art.4) where the claimant has demonstrated or the court has presumed the 

fault of the defendant or of a person for whose behavior the defendant is responsible consisting in the 

noncompliance with a relevant duty of care laid down in EU or national law directly intended to protect 

against the damage that occurred due to the defendant having failed to comply with a national court’s 

order to disclose or to preserve evidence pursuant to Article 3(5), and it can be considered reasonably likely, 

based on the circumstances of the case, that the fault has influenced the output produced by the AI system 

or the failure of the AI system to produce an output gave rise to the damage. If a claimant presents facts 

and sufficient evidence to support the plausibility of a claim in damages suspected to have been caused by 
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a ‘high risk’ AI system, Article 3 of the AI Liability Directive grants to the claimant the right to request 

disclosure of evidence at the provider’s or user’s disposal about the high risk AI system (subject to the 

principle of proportionality taking into account confidential information, like trade secrets) in order to assist 

a claimant identify potentially liable defendants. If the defendant fails to comply with a court order to 

disclose or preserve evidence in a claim for damages, there is a rebuttable presumption that the defendant 

breached the relevant duty of care (Art.3 (5)).  

By contrast, the rebuttable presumption does not apply to ‘high risk’ AI systems where sufficient evidence 

and expertise is reasonably accessible (Recitals p.28, through technical documentation and logging 

requirements pursuant to the AI Act) for the claimant to prove a causal link (Art.4 (4)) whereas with regard 

to nonhigh risk AI systems it only applies where it is excessively difficult for the claimant to prove the causal 

link (Art.4 (5)). Where it concerns a damages claim against a ‘high risk’ AI system provider, a breach of duty 

is only established if considering the ‘high risk’ management AI system’s results, the provider breached their 

obligations according to the AIA, in particular the AI system was not designed and developed in a way that 

allows for an effective human oversight, or to meet transparency requirements or to achieve an appropriate 

level of, accuracy, robustness and cybersecurity, or the provider failed to take corrective actions to remedy 

another breach or withdraw / recall a ‘high risk’ AI system. Similarly, a breach of duty of care is established 

in damages claim against a ‘high risk’ AI system user if the latter breached its obligation to use / monitor 

the AI system in accordance with accompanying instructions of use or, where appropriate, suspend or 

interrupt its use or exposed the AI system to input data under its control to data not relevant in view of the 

system’s intended purpose (Art. 3). 

The abovementioned approach does not ensue a reversal of the burden of proof, whereby the claimant no 

longer bears the burden of proof requiring from the defendant to prove that the conditions of liability are 

not fulfilled. The Commission discards such a reversal of the burden of proof to avoid exposing providers, 

operators and users of AI systems to higher liability risks, which could hamper innovation in AIenabled 

products and services. 

Nevertheless, it is noteworthy to mention that the easing of the burden of proof based on the presumptions 

is not readily acceptable by the EUCJ. The Court in its judgement of 21 June 2017 on the preliminary ruling 

concerning the interpretation of Article 4 of Council Directive 85/374/EEC rejected the establishment of a 

presumption of causality between damage and defect or defectiveness of the product. The Court ruled that 

Article 4 of Council Directive 85/374/EEC of 25 July 1985 on the approximation of the laws, regulations and 

administrative provisions of the member states concerning liability for defective products must be 

interpreted as not precluding national evidentiary rules such as those at issue in the main proceedings. 

National courts must, however, ensure that their specific application of those evidentiary rules does not 

result in the burden of proof introduced by Article 4 being disregarded or the effectiveness of the system 

of liability introduced by that directive being undermined. Article 4 of Directive 85/374 must be interpreted 

as precluding evidentiary rules based on presumptions according to which, where research neither 

establishes nor rules out the existence of a link, the existence of a causal link between the defect and the 

damage suffered by the victim will always be considered to be established when certain predetermined 

causationrelated factual evidence is presented. 

In particular, national courts must, however, ensure that their specific application of those evidentiary rules 

does not result in the burden of proof introduced by Article 4 being disregarded or the effectiveness of the 

system of liability introduced by that directive being undermined (para 43). A presumption could undermine 



BUGWRIGHT2 Deliverable D10.5

Grant Agreement No. 871260   Dissemination level: PU 

Page 242 version 1 status: released 

the burden of proof  set out under Art. 4 (in the revised Directive Art.9) whereby the injured person is 

required to prove the damage, the defect and the causal relationship between defect and damage. 

However,  in  laying  down  rules  of  and  evidence  applying  to  cases within  this Directive,  the  procedural 

autonomy of Member States is not unlimited. The combined effect of national rules of proof and evidence 

must respect the principles of equivalence and effectiveness (para 24) […] In particular, national rules of 

proof and evidence that unduly hamper the national court’s ability to assess ‘sufficiently relevant evidence’ 

(para 14) or that are not sufficiently rigorous so that they in practice result in a reversal of the burden of 

proof, would not be consistent with the principle of effectiveness (para 25). 

It will be interesting to follow the development of EUCJ jurisprudence in the context of the new liability 

mechanism introduced by the abovementioned Directives and whether it will have an impact on liability in 

the context of RIT surveys. 

An evaluation and targeted review of the AI Liability Directive’s application shall take place five years after 

the end of the transposition period through a monitoring program established by the Commission which 

will present a report to the European Parliament, to the Council and to the European Economic and Social 

Committee, examining the effects of Articles 3 and 4 on achieving the objectives pursued and evaluate the 

appropriateness of strict nofault liability rules for claims against the operators of certain AI systems, as long 

as not already covered by other Union liability rules, and the need for insurance coverage, while taking into 

account the effect and impact on the rollout and uptake of AI systems. 

Correlation between trustsafetyliability  

An effective safety culture develops from the systematic monitoring of safety and by updating the system 

in accordance with the experiences of both the operator and the industry. However, this updating process 

is dependent on the open reporting of safety incidents, which is facilitated by trust (Conchie et al, 2006). 

Trust in organizations has been studied in different ways to address positive outcomes on organizational 

phenomena, such as positive impact on safety culture and safety performance (Burns et al., 2006; Conchie 

et al., 2006; Reason, 1997). Therefore, the key aspect of building safety culture is the level of openness and 

trust and access to information that may indicate compromising of safety. Reason (1997) argues that the 

safety culture is based on an underlying element of trust through the development of three 

subcomponents: a reporting culture, a just culture, and a learning culture that interact to create a safety 

culture. Research shows that high levels of trust in relationships contributes to high levels of safety in high

risk enterprises (Conchie et al., 2006); the shipping industry is considered a highrisk industry.  

Similarly, trust acts as the central mechanism through which other drivers impact AI acceptance. It is 

important, therefore, to understand what influences trust in AI systems. A global study in 2023 examines 

four distinct ‘pathways to trust’ their comparative importance in predicting trust – the institutional drivers: 

the belief that current laws, rules and governance are sufficient to ensure AI use is safe and confidence in 

government and technology/commercial organizations to develop, use and govern AI, motivational drivers 

concerning the perceived benefits of AI, uncertainty reduction drivers regarding the perceived risks of AI, 

and subjective knowledge: the extent to which people feel they understand AI, and tech efficacy 

(Gillespie,2023).  

Transparency in respect of AI systems’ use and the way AI systems operate is important for AI to become 

commonly accepted. Furthermore, the use of risk management in the AI systems’ lifecycle as well as the 
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documentation can improve the AI systems’ transparency ensuing an organization’s accountability and 

consequently liability. (OECD, 2019) 

Transparency and traceability as well as accountability are fundamental factors in building trust in AI. 

Mechanisms should be put in place to ensure responsibility and accountability for AI systems and their 

outcomes, both before and after their implementation. Auditability of AI systems is key in this regard, as the 

assessment of AI systems by internal and external auditors, and the availability of such evaluation reports, 

strongly contributes to the trustworthiness of the technology (Commission, ‘Building Trust in HumanCentric 

Artificial Intelligence’ (Communication) COM (2019) 168 final). 

In its White Paper ‘On Artificial Intelligence  A European approach to excellence and trust’ COM (2020) 65 

final, the Commission stressed that AI systems – and certainly highrisk AI applications – must be technically 

robust and accurate in order to be trustworthy. That means that such systems need to be developed in a 

responsible manner and with an exante due and proper consideration of the risks that they may generate. 

Their development and functioning must be such to ensure that AI systems behave reliably as intended. All 

reasonable measures should be taken to minimize the risk of harm being caused. 

RIT or ICTfused inspections and surveys are not an aberration but an amelioration towards a likely safer 

future of fully autonomous RAS. RIT can provide better and perhaps safer modes of conducting surveys and 

inspections. For example, after being integrated, RIT can provide relief from tasks that are otherwise time

consuming, strenuous and in some instances, fatal due to lack of oxygen or polluted vapors in confined 

spaces of tanks and holds (Poggi et al., 2020).  

Despite the many benefits of remote inspection technologies, some hazards are still evident. Hazard 

recognition of robotics in the workplace is a prerequisite for their massive exploitation and use if they are 

to make an impact in reducing the number of injuries and fatalities. The hazards identified in our study 

include a) operational hazards that emerge during the physical interaction with the service robots b) data 

quality and security hazards c) social hazards and d) legal hazards.  

International regulations for RIT, or topdown rules and requirements, if developed the right way, could 

help provide guidance and avoid a plethora of hazards for a system marked by multiple echelons and diverse 

stakeholders. The law is part of a general normative framework, which substantially affects the type of 

technology being developed and brought to society, securing the trustworthiness of an AI system (Rochel, 

2023). Common procedural rules covering data management, liability, and operational standards, will all 

have a crucial bearing on the types of technology that will emerge in the notsodistantfuture. Transition 

from UAVs to hybrid Unmanned Aerial Underwater Vehicles (UAUV) capable of navigating and operating in 

both air and underwater water environments is in the making, and will soon be deployed in the offshore 

industry (Chu et al., 2023; Kartsimadakis, 2023; Knukkel, 2023). This will further raise RASgovernance 

questions as both aviation and admiralty stakeholders will need to unravel complex layers to set new 

industrybased standards.  

Moving to the niche liability domain, it is anticipated that the proposed liability framework shall engender 

confidence in AI technologies and facilitate access to a proficient judicial apparatus by ensuring 

accountability/culpability and adequate reparation for individuals (natural or legal) and entities adversely 

impacted by AI systems. This framework delineates a foundational level of protection for victims, aiming to 

both redress harm and incentivize proactive measures to avert such harm. The envisaged reforms, seeking 

convergence in faultbased, noncontractual liability regulations among member states, are poised to 
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dissipate legal ambiguities surrounding the elucidation and application of extant national liability statutes 

in cases involving AI, thereby striving for equitable outcomes for the affected parties through consistent 

legal interpretation. Enhanced societal trust is a corollary of these reforms, yielding benefits for all 

stakeholders within the AIvalue chain, affording them the ability to evaluate and mitigate their liability 

exposure, notably those engaged in crossjurisdictional trade within the EU, thereby forestalling distortions 

of competition within the internal market. Thus, the harmonization of the AI Liability framework emerges 

as a stabilizing force and a prerequisite for the widespread adoption of AI technologies.  

A governance structure in the form of a framework for cooperation of national competent authorities, 

classification societies and relevant stakeholders is imperative. This structure is indispensable for averting 

the disintegration of responsibilities, amplifying testing and certification capabilities for AIinfused products 

and services, and maintaining coherence within the industry. Control in the assignment of such authority is 

needed in order to promote uniformity of inspections and surveys and maintain established standards. 

In light of the liability package proposed in this article, a faultbased liability paradigm emerges as fitting, 

wherein AI interposes between an individual’s act or omission and resultant damage. Conversely, a strict, 

nonfault liability model, reminiscent of liability regimes applicable to defective products, is recommended, 

further fortified by mandatory insurance coverage. This augmentation aligns with the evolving nature of 

RIT survey processes, transitioning from human intervention to autonomous and automated modalities. In 

order to avoid further regulatory fragmentation uniform industry standards as to RIT surveys must be 

elaborated and established through review processes, relying both on transparent procedural and 

qualitative criteria while being able to adapt to the AI systems’ development. A governance structure should 

serve as a forum for a regular exchange of updated information and best practices, identifying emerging 

trends, advising on standardization and on certification, thus facilitating the implementation of the legal 

framework. To that effect, it should rely on a network of national authorities, as well as sectorial networks 

and regulatory authorities, at national, EU and international level. 

The writers further contend that the maritime industry and applicable government and organizational 

regulators will need to adapt to technological transformation. For that transformation to be triumphant  

consensusbased methodologicallysound allembracing guidelines mitigating muchneeded liability 

concerns are indispensable (Kartsimadakis, 2023). Hazard and liability aspects will need to be appraised 

with due diligence at any given stages of development of international guidance on the topic. If carefully 

structured, the international guidance will enable the maritime industry to unleash the full potentials of 

RAS in the face of current and future global emergencies.  
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3.3 ESTABLISHMENT OF ETHICAL AND HUMANCENTRIC PRINCIPLES 

Once a clear understanding of the landscape is established and the risks are identified and mitigated, the 

next step is to develop the principles that will guide regulation. Technology developers and manufacturers 

before creating and launching a new product, should take into consideration the wider ethical and legal 

concerns—including, for instance, privacy and data protection so as to ensure that the human–robot 

interaction is safe, secure and trustful, (FoschVillaronga and Drukarch, 2020; Drukarch et al., 2023). 

The principles should provide a comprehensive framework for developing and implementing AI 

technologies that are trustworthy, ethical, and humancentric. The principles should be relevant to the 

Communication on Building  Trust  in HumanCentric Artificial  Intelligence (European Commission, 2019) 

which sets seven key requirements for trustworthy AI: Human agency and oversight, Technical Robustness 

& Safety, Privacy and Data Governance, Transparency of AI systems, Fairness, Societal/environmental well

being and Accountability (Figure 14). These principles provide a pioneering roadmap for the ethical 

regulation of AI within the EU. It is critical for all the stakeholders to engage actively with this framework in 

order to ensure that AI's transformative potential is harnessed responsibly and ethically, fostering societal 

trust and wellbeing. A strong need exists for engagement between the manufacturers of service robots 

with end users in order to identify unregulated and underestimated challenges (e.g., psychological harm) 

that the regulatory frameworks and principles should cover (FoschVillaronga and Drukarch 2020; Drukarch 

et al., 2023). 

Figure 14: Key Requirements for Trustworthy AI 

 

Source: Adapted from European Commission, 2019 

 

3.4 REGULATORY SANDBOXES AND LIVING LABS CONTRIBUTING TO NORMS AND STANDARDS 

In the everevolving landscape of technology and artificial intelligence, two methodologies have emerged 

as key mechanisms to foster and regulate new technologies: regulatory sandboxes and living labs. Both 

these approaches provide a space for experimental and realworld testing of innovative solutions, but they 
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Regulatory sandboxes represent controlled environments within which innovative solutions can be tested 

under a relaxed regulatory regime, thereby addressing the challenges of governing rapidly advancing 

technologies (Zetzsche et al., 2018). Regulatory sandboxes could be effectively used in the field of robotic 

technologies to test various applications, such as autonomous vehicles, drones and AIenabled service 

robots. These controlled and safe 'experimental spaces' that are monitored by a flexible regulatory 

oversight allow for realworld testing and observation, while managing potential risks and informing future 

regulation. Manufacturers, along with service providers, policymakers and academia could engage in 

extensive testing using the “regulatory sandbox” methodology to establish “proof of concept” and 

contribute to the development of robust, adaptive, and effective standards that foster the responsible 

development and deployment of autonomous systems. However, implementing regulatory sandboxes 

involves challenges, including ensuring equal access to the sandbox, managing potential risks during testing, 

and scaling successful innovations to full market operation (Zetzsche et al., 2018). Despite potential 

challenges, the strategic use of regulatory sandboxes will likely be instrumental in navigating the future of 

autonomous technology regulation. The overall goal of regulatory sandboxes is primarily to understand the 

implications of new technologies, adapt regulatory frameworks accordingly, and manage risks (Yeung, 

2019). 

On the other hand, Living Labs provide an innovative avenue for realworld, usercentered evaluation of 

autonomous systems, significantly contributing to the evolution of norms, standards, and regulations. Living 

labs are conceptualised as "usercentered, openinnovation ecosystems" that facilitate a collaborative 

process where users and producers cocreate innovation and enhance the technology's relevance and 

acceptance (BergvallKåreborn and Ståhlbröst, 2009). These environments foster a cocreative approach 

with all the relevant stakeholders throughout the entire process of innovation, and their key characteristics 

include contextuality, openness and user engagement (Nyström, et al., 2014). While Living Labs provide 

some opportunities to test regulations, their primary goal is to foster usercentered innovation and 

accelerate technology uptake (Schuurman et al, 2012). 

Within the context of robot regulation, it is noticeable that a common platform for channeling the 

interaction between public policymakers, standard organizations, robot manufacturers, and consumers is 

currently lacking (Fosch Villaronga and Drukarch, 2021; Drukarch et al. 2023). Living Labs can address this 

gap and create the opportunity for an ecosystem approach that encompasses all the relevant stakeholders.  

While regulatory sandboxes and living labs have different focal points – regulatory understanding versus 

usercentric innovation – they share a common ground in enabling realworld experimentation of new 

technologies. A potential convergence of these two approaches could lead to 'Regulatory Living Labs', a 

hybrid model that blends the regulatory focus of sandboxes with the usercentric, openinnovation 

approach of Living Labs. 
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4. ANALYSIS OF STRAND 3: ADVANCE UNDERSTANDING WHETHER NEW REGULATORY APPROACHES OR SELF

REGULATION IS BEST FOR THE FUTURE DEVELOPMENT OF ROBOTTECHNOLOGIES FOR AUTOMATIC ROBOTIC GUIDANCE 

AND INSPECTION SYSTEMS  

ACRONYMS 

AI  Artificial Intelligence 

ABS  American Bureau of Shipping 

AI  Artificial Intelligence 

CCS  China Classification Society 

DoD   US Department of Defense  

DNV  Det Norske Veritas 

EU   European Union 

ESP   Enhanced Survey Programme  

HSSC   the Harmonized System of Survey and Certification 

IACS  International Association of Classification Societies 

ICAO   International Civil Aviation Organization  

ICS   International Chamber of Shipping 

IMO   International Maritime Organization 

IoT   Internet of Things 

NGO  NonGovernmental Organization 

PSC  Port State Control 

RAS   Robotic and Autonomous Systems  

RIT   Remote Inspection Techniques  

ROV   Remotely Operated Vehicle 

SOLAS   International Convention for Safety of Life at Sea (SOLAS 

UAV  Unmanned Aerial Vehicle  

UNCLOS  United Nations Convention on the Law of the Seas 
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4.1 UMBRELLA REGULATION V. SELFREGULATION FOR ROBOTICS 

From Artificial Intelligence (AI) and the Internet of Things (IoT) to blockchain and quantum computing, such 

new technologies have the power to enable devices to learn from past decisions and improve their decision

making capabilities. Given their transformative potential, regulating their development and use is 

imperative. Governments and stakeholders are engaged in deliberations on how best to regulate emerging 

technologies to address the uncertainties pertaining their longterm consequences as well as to specify the 

role of national governments along with the level of crossborder policy harmonization (McManus & 

Eijmberts, 2017).  

The Industry 4.0 digital revolution has introduced ‘smart’ and autonomous shipping, paving the way for 

maritime changes to ship design, operations, manning and logistics. The seamless integration of robotic and 

autonomous systems (RAS) into maritime operations has the potential to relieve the human element from 

tasks that are dull, dirty and onerous. Markedly, multiAerial vehicles, remotely operated vehicles and 

magnetic crawlers, and the likes, commonly known as remote inspection techniques (RIT), are designed to 

conduct closeup surveys, maintenance and thickness measurements of vessels. Manufacturers, service 

providers and a number of classification societies acting on behalf of flag States assert that RIT will inevitably 

replace the current inspection manualdriven rudimentary system. Bottlenecks need to dissipate; 

regulatory barriers need to come down.  

Striking the right balance between regulating emerging technologies and promoting innovation remains 

challenging, given that too much regulation can stifle innovation while too little regulation can lead to 

collateral consequences. Policymakers encounter a tradeoff between reducing possible Type 1 and Type 2 

errors – overregulating benign technologies or underregulating novel technologies that pose regulatory 

challenges (Miller et al. 2011; Waring et al. 2020). Type 1 error of overregulation aims to safeguard society 

before all the adverse effects of technological deployment are apparent, whereas type 2 error protects the 

economic interests of the innovators yet running the risk of causing social damage (Taeihagh et al. 2021). 

Policy design in various industries takes place in an environment of great uncertainty as technologies are 

still evolving with unclear trajectories (Walker et al., 2013; Taeihagh et al., 2021). Addressing the challenges 

of disruptive technologies requires thoroughly examining the alternatives between an umbrella framework, 

selfregulation or regulatory mixes that exist as sectoral “regimes”.  

Umbrella regulation provides a comprehensive and consistent framework for all stakeholders, including 

industry, government, and civil society, to operate within. This framework is a commandandcontrol form 

of regulation administered and enforced by the state. On the other hand, selfregulation is designed by 

industry associations to address concerns and issues within a particular sector. Selfregulation addresses 

issues not covered by public regulation and exists when the industry/business community sets its own 

standards of behavior (Hemphill 1992; Wotruba 1997). Selfregulation is usually developed under a leading 

industry organization that sets the minimum safety and quality standards along with Codes of Conduct. 

Although this form allows for flexibility and lower costs, there are cases where this practice has been 

perceived as a strategy to give the government an excuse for not ‘‘doing its job” (Braithwaite 1993: 91). 

Other criticisms mention that selfregulation cannot be a very successful “standalone” mechanism of social 

control since it lacks credibility, rigorous standards and sanctions’ (Gunningham and Rees, 1997; Webb & 

Morrison 1996). 

This suggests a synthesis of public and private regulation and the need to identify ways for a harmonious 

combination of the state’s role and the industry’s regulatory strategies (Gunningham and Rees, 1997). This 
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fit is evident in mixed systems that combine government and selfregulation into a form of ‘‘coregulation’’ 

(Gupta and Lad 1983). This leads us to the concept of “multilevel governance” which involves the complex 

interactions that take place among national governments and nonstate actors involved in policymaking at 

local, national, and supranational levels (McManus and Eijmbertsm 2017:275). The maritime sector is the 

best example of the practice of multilevel governance from the international to the national, via IMO, down 

to regional and industry levels. The maritime governance framework for RIT is analyzed in the next section.  

4.1.1 THE ROLE OF UNCLOS AS AN UMBRELLA CONVENTION 

The United Nations Convention on the Law of the Seas, commonly referred to as “the Constitution for the 

Ocean, provides a comprehensive regime of rules governing all uses of the oceans and their resources. 

Article 94, PART VII, specifies that every Flag State shall take such measures for ships flying its flag to ensure 

safety at sea with regard to the construction, equipment and seaworthiness of ships. Flag States should 

conduct services on vessel structures in support of good operation and performance. The integration of RIT 

falls into the survey and maintenance requirements of UNCLOS. Notwithstanding the absence of a point of 

reference that determines the legal status of professional service robots, compliance with UNCLOS’s “safety 

at sea” provisions will still remain applicable (Johansson, 2022).  

Article 194 of Part XII deals with protection and preservation of the marine environment and states that 

measures should be taken to prevent pollution of the marine environment by vessels, ensuring the safety 

of operations at sea, and regulating the design, construction, equipment, operation and manning of vessels 

and devices operating in the marine environment (UNCLOS, Part XII, Article 194). Flag States are required 

to demonstrate environmental stewardship and undertake all the essential measures, individually or jointly 

to prevent pollution of the marine environment and the intentional or accidental introduction of alien 

species, denoting an important connection to remote inspection techniques. According to Article 196, 

States shall take all the essential measures to prevent pollution of the marine environment resulting from 

the use of technologies or the intentional or accidental introduction of species, alien or new, to a particular 

part of the marine environment (UNCLOS, Part XII, Article 196.1). 

Part XIII of the Convention is devoted to “marine scientific research” activities. A clear definition of the term 

marine scientific research has not been provided in the Convention, despite the longstanding discussions 

that have taken place all these years. Nonetheless, the equipment used in vessel inspection and 

maintenance falls within the ambit of marine scientific research as long as the vessel to be inspected and 

cleaned remains berthed, anchored or drydocked within internal waters of a flag state (Johansson, 2022). 

The importance of cooperation is underlined in the Convention. For example, Article 266 makes provisions 

for the development and transfer of marine science and technology, and Article 268 requires from states 

to promote the development of appropriate marine technology and international cooperation.  

Although negotiated as a universal “package deal,” the Convention was always intended to be capable of 

further evolution to accommodate the tremendous technological innovations (Boyle, 2005; Petrig, 2020; 

Woker et al., 2020; Redgwell, 2014). The General Accepted International Rules and Standards (GAIRS) 

established in UNCLOS comprise a valuable legal mechanism that endorses the standards developed by the 

“competent international organization” (IMO). In that vein, GAIRS regulates consistency with International 

Maritime Organization (IMO) promulgated instruments and elucidates a broad scope for accommodating 

IMO Recognized Organizations (RO) and their rules and requirements. GAIRS is the optimal pathway for a 

flexible adaptation of UNCLOS over time. 
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Overall, as UNCLOS is impossible to regulate every legal issue sufficiently, most of its provisions relating to 

shipping, navigation and the protection of the marine environment follow the “rule of reference” approach, 

which is the technique that incorporates existing rules and standards contained in external instruments 

(Nguyen, 2021). UNCLOS should not be renegotiated on account of autonomous maritime vehicles, 

cybersecurity, digitalization and RIT; instead, it should receive a functional interpretation in the 

construction and application of its provisions in line with the goalbased standards approach (Ntovas, 2021). 

4.1.2 THE ROLE OF IMO AS AN INTERGOVERNMENTAL ORGANIZATION 

IMO, a UN specialized agency and a standardsetting organization conscientiously operates within the 

UNCLOS framework in the development of regulations. The organization’s function reflects the diverging 

interests of its 175 member states and 3 associate members. Article 1 of the IMO Convention specifies the 

mandate of IMO, which among other entails:  

To provide machinery for cooperation among Governments in the field of governmental regulation and practices 

relating to technical matters of all kinds affecting international shipping engaged in international trade; to 

encourage and facilitate the general adoption of the highest practicable standards in matters of maritime safety, 

efficiency of navigation and prevention and control of marine pollution from ships; and to deal with administrative 

and legal matters and effective implementation of IMO’s instruments with a view to their universal and uniform 

application (IMO, Article 1, paragraph 1) 

Flag States enforce the standards set in international maritime conventions through incorporation into 

national legislation, implementation and monitoring. IMO instruments don’t apply to vessels operating 

solely within internal waters, as their framework remains subject to national law, unless State parties elect 

to apply these conventions to their vessels (Balkin, 2018). It should also be underlined that the rule of 

reference to the IMO does not guarantee that all the regulations established by the IMO would 

automatically become binding on UNCLOS States parties (Nguyen, 2021). In the absence of an established 

set of criteria for “generally accepted rules and standards”, IMO Conventions (e.g., MARPOL or SOLAS) that 

have been adopted through state practice and ratified by the majority of world tonnage fall under the 

premise of ‘generally accepted’ (Nguyen, 2021).  

Umbrella regulation is an indispensable element of IMO’s work as it enables the organization to develop an 

integrated regulatory framework for safety and environmental protection. IMO has developed more than 

50 Conventions under three main pillars: maritime safety, prevention of marine pollution and liability; thus; 

designing a uniform maritime law framework for international shipping engaged in international trade 

(IMO, 2023).  

The international maritime governance regime is supplemented by a series of ‘soft law’ instruments, 

including resolutions, guidelines and Codes of Conduct. Since the nineties, the proliferation of various 

sectoral “soft law” instruments and, in particular, selfregulation and framework legislation (coregulation), 

involve the key stakeholders in the legislative process in a way that is binding in order to achieve technical 

standardization, professional rules and social dialogue (European Economic and Social Committee, 2021). 

All the soft instruments in the maritime sector can transcend the limitations other sectors encounter since 

IMO is the body that ensures their implementation is followed up, updated and verified. IMO guidelines 

cannot be perceived as substitutes for regulation by the public authorities. Therefore, IMO constitutes a 

form of coregulation approach where, in cooperation with national authorities, standardization bodies and 

industry safeguard harmonization in maritime safety, security, environmental protection and the human 

element, while delegating the corresponding technical specifications to the standardization bodies such as 
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IACS. Yet, it should be noted that amidst policy harmonization at the IMO level we notice variations in 

domestic policymaking approaches and institutional structures.  

4.1.3 THE ROLE OF IACS AS A STANDARDSETTING ORGANIZATION 

Within the maritime policy context, classification societies play an indispensable role in the regulation and 

safety of the maritime sector. There are approximately 50 classification societies around the world, with 11 

of the largest ones having grouped within the International Association of Classification Societies (IACS). 

The role of classification societies is well noted in international law and especially in the International 

Convention for Safety of Life at Sea (SOLAS) and in the 1988 Protocol to the International Convention on 

Load Lines. The scope of a classification society is not only linked to the classification and certification of 

ships but also to the assistance to the maritime industry and regulatory bodies based on the accumulation 

of maritime knowledge and technology (IACS document). The standards of classification societies for the 

construction and survey of vessels comply with the international IMO instruments relating to personal 

safety and marine environmental protection.  

Besides, class societies can act as ‘‘Recognised Organizations’’ of Flag States which entrust statutory surveys 

and inspections of ships entitled to fly their flag, thus centralizing this way the majority of statutory 

inspections for IMO flag states. The contribution of the classification societies in Port State Control (PSC) 

regime is also crucial as the flag of registry and classification society are important target factors of 

inspection by PSC authorities (Cariou and Wolff, 2011; Fulconis and Lissillour, 2021). In parallel, ship owners 

and operator depend on classification companies for their knowledge of maritime safety. 

Classification societies have a unique capacity to master the official framework and institutional vocabulary, 

which in turn enables them to strengthen their dominance in the shipping market and encourage 

cooperative behaviors based on relationships of interorganizational interdependence (Fulconis and 

Lissillour, 2021). The interrelation between the IMO and IACS is tight, as IMO can put pressure on 

classification societies, particularly after maritime disasters and accidents, to develop technical standards 

(Fulconis and Lissillour, 2021). IMO, in cooperation with IACS has adopted a harmonized approach to 

simplify the survey and certification process by introducing the Harmonized System of Survey and 

Certification (HSSC). HSSC addresses survey procedural matters that have resulted in duplication of efforts 

by the industry. The Survey Guidelines (2021) under the HSSS consider all the certificates that have to be 

renewed based on the following instruments: 

 SOLAS 1974 as modified by its 1988 protocol; 

 LLC 1966 as modified by its 1988 protocol; 

 MARPOL 1973 and 1978 as amended by 1990 resolution (MARPOL 73/78/90); 

 IBC Code; 

 IGC Code; and 

 BCH Code 

Under the HSSC, the types of statutory surveys in the above international Conventions have been 

harmonized. Statutory surveys lead to the issuance of a statutory certificate and can be distinguished from 

class surveys that lead to the endorsement of a class certification. The types of ship surveys found in the 

IMO Resolution 1156(32) are: an initial survey before a ship is put into service, a periodical survey, a renewal 

survey, an intermediate survey, an annual survey, an inspection of the outside of the ship’s bottom and an 

additional survey (Figure 15). 
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Figure 15: Survey Guidelines Under the Harmonized System of Survey and Certification 

 

Source: IMO (Resolution A. 1156(32) 

Considering the standard rules related to hull cleaning, inspection and maintenance for Bulk Carriers, the 

following IACS Unified Requirements (UR) have been developed: 

 IACS UR Z3: Periodical Survey of the Outside of the Ship’s Bottom and Related Items; 

 IACS UR Z7: Hull Classification Surveys; 

 IACS UR Z10.2: Hull Surveys of Bulk Carriers; and 

 IACS UR Z17: Procedural Requirements for Service Suppliers 

To ensure that all classification societies have uniform guidance on the concept of remote surveys, IACS 

developed the UR Z29 titled “Remote Classification Surveys” which conceptualizes remote survey as a 

“process of verifying that a ship and its equipment are in compliance with the rules of the Class where the 

verification is undertaken, or partially undertaken, without attendance on board by a surveyor’’ (IACS UR 

Z29, 2022). A “remote survey” denotes the survey conducted via the use of ICT, such as email and zoom, 

without the requirement of the surveyor’s physical presence. In the process, a remote survey should 

provide the same level of assurance as a survey with the physical attendance of a surveyor. IACS UR Z29 
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could set the foundation for the analogous suitable procedures and instructions for RIT under the purview 

of its regulations. 

Classification societies (ABS, Bureau Veritas, CCS, DNV,) have produced various guidance notes for the use 

of RIT. Despite the various guidelines, there are currently no standardized procedures agreed upon at an 

international level for the execution of class and/or statutory surveys by remote means; thus, the 

international maritime RIT governance framework is fragmented and impedes the integration of RIT at the 

regional and national levels (Johansson et al. 2022). 

4.1.4 NONGOVERNMENTAL BODIES AS CONSULTATIVE ENTITIES 

Other industry bodies that play a significant role in forming maritime policy include the International 

Chamber of Shipping (ICS) and BIMCO. ICS is an international organization, with IMO consultative status, 

representing shipowners with the various intergovernmental bodies that regulate shipping. It has 

underlined the need for the development of a global regulatory framework and, through a series of 

publications, complements the international maritime regulation, promotes best practices and supports 

the development of a common framework to regulate autonomous ships globally. 

BIMCO is another industry body providing expert knowledge, with its company members covering 60% of 

the global fleet. The aim of BIMCO is to contribute to the regulatory framework through transparent 

standards and harmonization. For example, after the COVID19 pandemic, BIMCO produced a regulatory 

analysis concerning COVID19 effects on statutory ship certificates, surveys, inspections and audits. BIMCO 

supports the development of a uniform framework for remote surveys as the subsequent lack of 

understanding by the parties involved including surveyors, shipowners and shipboard crew may cause a 

negative impact on the quality of ship inspections. A full list of nonGovernmental international 

Organizations which have been granted consultative status with IMO are presented in Annex 1. 

4.1.5 OPERATIONAL LEVEL ACTORS 

At the operational level, manufacturers/software developers, service providers, asset owners and 

insurance companies, are directly or indirectly involved in the application of the policies implemented at 

the governance level (Johansson et al. 2021, Pastra and Johansson 2022). Service suppliers provide services, 

such as measurements, closeup inspections, and maintenance of safety systems and equipment. Their 

services will be utilized by surveyors in making decisions affecting statutory certification. The minimum 

requirements for the approval and certification of service suppliers is specified in IACS Unified 

Requirements Z17. According to the Unified Requirements, each society is responsible for verifying that the 

supplier’s service operation system fulfils the criteria based on predetermined standards. The personnel 

should be qualified and trained based on recognized national, international and industry standards. Figure 

16 includes the minimum requirements of the suppliers carrying out an inwater survey on ships by ROV. 

The requirements are based on training, experience, equipment and procedural provisions specified in the 

IACS UZ17 Section 3. 

Manufacturers should design and produce their products based on industry standards, regulators and 

industry organizations such as the International Civil Aviation Organization (ICAO) and the European Union. 

Design specifications, production standards and rigorous quality control shall safeguard the safety of 

consumers. Manufacturers shall also ensure that appropriate instruction manuals are available to the 

suppliers along with proper training of the supplier’s technicians.  
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Figure 16: Minimum Requirements for Firms Carrying Out an Inwater urvey by ROV 

 

Source: IACS, UR Z17, 2023 

Shipowners are the end users of these technologies who may request from service suppliers, in 

consultation with the class, to provide RIT services for measurements, tests or maintenance of safety 

systems and equipment. The use of the RITs should be incorporated into the Survey Planning Document 

prepared by the owner to support the survey preplanning requirements.  

Regarding the insurance companies, they could play an important role in mapping and understanding risks 

associated with RIT and allocating liability for the damage between and among the designers, 

manufacturers, software developers, service suppliers, class societies and owners. Currently, 

manufacturers are liable for damages caused by defective RIT based on the context of Directive 85/374/EEC. 

Nonetheless, the need for the development of RIT Code of Conduct is vital in order to ensure a harmonized 

liability management system that is precautionary in essence (Alexandropoulou et al, 2022). Albeit how 

provisions on liability take shape in the long run, service suppliers should secure thirdparty, public liability 

insurance for thirdparty property damage or injury whilst using RIT (Pastra et al. 2023).  

4.1.6 SYNOPSIS OF THE MARITIME GOVERNANCE ACTORS 

Overall, based on the elements mentioned above, Figure 17 demonstrates the ecosystem of actors for mass 

deployment of RIT. This ecosystem includes IMO, IACS, NGOs, service suppliers, shipowners/operators, 

manufacturers/software developers and insurance companies. 

  

Training	of	personnel	
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divers,	Remotely	Operated	
Vehicle	(ROV)	operators	and	
supervisors	on:
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least  a minimum of 2 years of 
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guidelines for the operation 
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Remotely Operated Vehicle

• Methods and equipment to 
ensure the ROV operator can 
determine the ROV’s location 
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the vessel
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Figure 17: Ecosystem of Actors and Tools for Mass Deployment of RIT 

 

Source: Authors’ original contribution 

All the actors should cooperate on the following elements identified by Johansson et al. (2022) and Pastra 

et al. (2023) and presented in Figure 18:  

1. Review of the existing instruments to incorporate RIT in SOLAS and Enhanced Survey Programme 

(ESP); 

 

IMO
•The harmonized system of survey and certification(HSSC) in the International Convention for the 

Safety of Life at Sea, 1974, and the International Convention on Load Lines, 1966
•Survey Guidelines under the Harmonized System of Survey and Certification (HSSC), 2021)

•Stamdards  developed within the UNCLOS framework and States Parties to UNCLOS should ensure 
that ships flying their flag or foreign ships under their jurisdiction apply generally accepted IMO 

safety and environemtal standardsI: Articles: 94, 194, 196, 266,268, 238,239,240,241

IACS
IACS UR Z3: Periodical Survey of the Outside of the Ship’s Bottom and Related Items

IACS UR Z7: Hull Classification Surveys 
IACS UR Z10.2: Hull Surveys of Bulk Carriers

IACS UR Z17: Procedural Requirements for Service Suppliers
UR Z29 : Remote Classification Surveys 

Individual Class Society Guidelines and documents (i.e ABS Guidance Notes on the Use of Remote 
Inspection Technologies.

NGOs	in	consultative	status	with	IMO

Expertise and legal advice provided by NGOs such as the ICS, BIMCO, INTERTANKO, INTERCARGO

Service	Suppliers

Certification based on international, national and industry standards
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Quality Manual and documented procedures 

Shipowners/operators
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Manufacturers/software	developers
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suppliers, class societies and owners
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2. The development of unified definitions for each and every type of techniques that maneuver in 

different environments. The definitions include: Unmanned Aerial Vehicle (UAVs), Remotely 

Operated Underwater Vehicle (ROV), Robotic Crawler, validation, verification, Remote Inspection 

Techniques, closeup survey; 

3. The distinction between the different levels of degree of autonomy for these technologies: a) 

RITsurvey conducted in the presence of the attending surveyor, b) inspection with the possible 

intervention of the surveyor, c) survey without attending surveyor and d) artificial intelligence

based machine learning operating system;  

4. The development of a data governance framework to establish provisions and processes for data 

ownership, quality, liability, sharing and security; 

5. Review of the existing liability framework to ensure the safety of endusers; 

6. Live experiments in a controlled environment to confirm the “proof of concept” of functionalities 

of remote surveys; 

7. A strategic risk assessment process to confirm the eligibility of each remote survey; and 

8. Allocation of responsibilities of each party (shipowner, class society, surveyor, operator) during 

the different stages of the remote inspection process (planning, operation, reporting) (Johansson 

et al. (2022) and Pastra et al. (2023).  

Figure 18: Main Elements for a Harmonized Framework for RIT 

 

Source: Johansson et al. (2022) and Pastra et al. (2023) 
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4.2 SYNOPSIS FROM THE MARITIME GOVERNANCE FRAMEWORK AND ITS APPLICATION TO RIT 

From the aforementioned, we deduce that the international maritime framework is anchored in two 

interdependent bodies consisting of an umbrella framework (UNCLOS) and a regulatory regime which 

consists almost exclusively of instruments adopted by the IMO (Mukherjee and Bal, 2011; Johansson 2022) 

This framework is complemented and supported by an array of relevant instruments and measures at the 

regional and local levels. For RITs UNCLOS serves as the legal framework imposing obligations that are 

general in scope, but providing at the same time the basis for flag state obligations. IMO should set the 

international rules and standards for all the states involved which will reach the status of being “generally 

accepted” and ensure the relevance of UNCLOS in the face of new technological developments. Despite the 

centuries old intensive rivalry among maritime nations, governments have realized that global ocean 

governance can be regulated effectively only through cooperation at an international level (Balkin, 2018). 

Consequently, uniform global standards are needed to reduce substandard shipping and ‘flagshopping’, 

that is, the practice of changing the place of registration of a vessel in order to avoid the application of IMO 

regulations (Balkin 2018). 

The success of the maritime regime of selfregulation and coregulation is linked to its compliance with a 

robust framework of international treaties and legislation. Multilevel governance in the sector focuses on 

the multifaceted interactions that take place among governments and nonstate actors involved in 

policymaking at local, national, and supranational levels (McManus and Eijmberts, 2017: 275). The dynamic 

multilevel governance of the shipping sector is based on a post national network configuration with nodes 

that serve as momentum for organizing discourse dialogue, and cooperation (Klinke, 2016). Through this 

type of governance, peoples across various maritime nations and civil society actors cooperate horizontally 

to navigate the transformation in addressing environmental, safety and technological maritime issues. 

Dynamic multilevel regulatory governance requires attention to three key interrelated elements in order 

to address policy challenges and implement regulatory programs in a dynamic context:  

1. The actors, those who should be involved in program implementation;  

2. The legal mechanisms available to promote transformational change in regulatory design; and  

3. The tools available to all the stakeholders that will advance desired results (e.g., monitoring 

regimes) (Markell and Glicksman, 2016).  

The way that actors, tools and mechanisms should interact are evident in the Figure 3 above. Therefore, for 

RIT we don’t need a new legislative framework; instead, we should update the existing umbrella framework 

provided by IMO, in line with UNCLOS provisions and in consultation with industry bodies such as IACS. 

Overall, in the RIT context, multilevel governance is essential in as much as combining the elements of 

umbrella regulation and selfregulation within a system that operates at multiple levels of authority beyond 

the traditional statecentric model. 

4.3 THE WAY FORWARD FOR A REGULATORY PROCESS FOR ROBOT GOVERNANCE IN OTHER SECTORS 

For the deployment of robotic technologies and inspection systems in other sectors, the best solution is 

based on a governance framework similar to the maritime sector. The framework should provide a cross

border, flexible and adaptive approach to regulation that paves the way for international coordination and 

involvement of multiple stakeholders. This approach should consider the unique challenges and 
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opportunities posed by each technology and sector and encompass a collaborative effort between the 

industry, government, and civil society. Within this context, the technoregulatory instruments should be 

updated at regular intervals and communication channels should be formed with industry and/or public 

oversight groups, with a view to sharing best practices (Pastra et al., 2022).  

Modern societies are having to cope with profound technological transformations and national authorities 

and mechanisms alone do not have the capacity to achieve eligible political outcomes that can guide and 

structure transformations (Klinke, 2016). Therefore, dynamic multilevel governance that goes beyond 

nationalism may be the solution to the policy problems. Effective selfregulatory mechanisms that can 

quickly respond to changing technologies and consumer needs for transparency are more crucial than ever. 

Welldesigned and enforced selfregulatory codes of practice complementing a sensible legislative 

framework can deliver better and faster results than drafting new legislation. The industry should deliver 

and strengthen its selfregulatory frameworks to ensure transparency, accountability and value for 

consumers.  

An important element for meeting the “AI challenge’’ is to consider the degree of autonomy of these robots 

and the extent to which they can perform tasks with full or semifull autonomy. The framework for 

machines that are capable of decisionmaking and execution of tasks should be different from the one 

governing those machines which that entail human control, engagement and intervention. The distinction 

between the terms of autonomous and automated systems should be precisely made when designing policy 

strategies as they differ in the level of learning, adaptation to the environment and decision making. 

Automated systems are designed to perform repeated tasks efficiently, whereas autonomous systems 

evolve continuously and adapt to the new environmental conditions.  

The operationalization of the level of human control remains crucial in this context. Two formulations of 

the notion of human control presented by Firlej and Taeihagh (2021) based on the Directive of US 

Department of Defense (DoD) in the policy on Autonomous Weapons (Directive 3000.09; DoD 2012):  

 Direct Control: Human control as a “finger on the button,” which means that: “The system is 

designed to complete engagements in a timeframe consistent with commander and operator 

intentions and, if unable to do so, to terminate engagements or seek additional human operator 

input before continuing the engagement.” (DoD 1.a (2)); 

 Indirect control: Human controlbydesign implies that “the system design incorporates the 

necessary capabilities to allow commanders and operators to exercise appropriate levels of human 

judgment in the use of force.” (DoD (n 9) 4.a.) 

Therefore, direct control includes two categories: i) the humanintheloop control which is about the 

continuous human physical control over the system and ii) humanontheloop control which is 

characterized by the ability of a human to intervene in emergency cases (Firlej and Taeihagh, 2021). The 

two subcategories of indirect control or controlbydesign include iii) systems that allow human operators 

to exercise appropriate levels of human judgment when using the system and iv) systems that are fully 

autonomous and their use is dependent on ethical guidelines. For the indirect control types, trust should 

be cultivated through rigorous hardware and software system developmental training, legal review and 

technical evaluation processes (Firlej and Taeihagh, 2021). The typology of the different control levels is 

presented in Table 19.  
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Figure 19: Typology of human control over Automated Systems 

  Type of control  Operational 

Role 

Intervention 

role 

Key requirements 

DIRECT  HUMAN 

CONTROL 

 

 

Human control as 

“Finger on the 

Button” 

Human in the loop 

(needs human 

command)  

Human  Human  the active presence of a qualified human 

operator,  

 system’s responsiveness to complete 

tasks in a timeframe consistent with 

operator intentions 

Human on the loop 

(in case something 

goes wrong) 

System Human  the presence of a human operator;  

 a manual override feature that allows an 

operator to assume control of the system 

at any time 

 operator’s relevant credentials 

Remote control  System/ 

Human 

Human   Requirement to link systems with a 

qualified human operator; 

 twoway communication links;  

 monitoring information 

INDIRECT 

HUMAN 

CONTROL 

 

 

Human control by 

design 

Design control as 

default 

System System or 

human 

 Software verification and validation 

(V&V) and tactics, techniques, and 

procedures (TTPs) are being established. 

 compliance with relevant laws 

 malfunction notification technology;  

 wireless communications and system 

location technology;  

 datarecording system;  

 operator’s relevant credential 

  Control by “ethical 

code” 

System System  Same requirements as per design control 

as default;  

 additional requirement in the form of 

ethical guidelines for IT developers 

Source: Firlej and Taeihagh (2021) 

Besides, in developed AI generated robots, the protection of personal data should be safeguarded. The 

European General Data Protection Regulation should be updated as it includes outdated terminology about 

autonomy and artificial intelligence AI (van Genderen, 2018). 

Multilevel and smart regulation should take the form of regulatory sandboxes that aim to provide a space 

for responsible AIrelated innovation in which regulatory decisions are not treated as ‘final events’ (Fenwick 

et. al, 2018). Openness in the lawmaking process should provide for a deregulated space which will enable 

the testing of innovative products/services for a specific timeframe. The process should overcome 

regulatory barriers and include subject matter experts’ opinions and measures to ensure the safety of the 

public. The data that will be gained from this process can be utilized as input for the forthcoming legislation. 
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Another crucial element to be considered when regulating robots and artificial intelligence in robotized 

societies is the examination of a certain legal personhood of robots. This framework will incorporate 

provisions about civil liability and even criminal liability leading to the recognition of certain rights and 

obligations under the law. This framework will entail ethical values and fundamental rights to give a certain 

legal status to robots (van Genderen, 2018).  

Disruptive technologies also impact the existing safety and liability framework, so traditional instruments 

may be insufficient in giving rise to legal liability for damage caused by a robot. The lawmaking process for 

AI and innovation should consider the current legal framework on safety and liability to ensure that it is still 

fit to protect users. Product safety legislations in the EU have suffered from fragmentation and incoherence 

as it is difficult to legislate consumer goods and services with this unprecedented pace of sectoral changes 

and technological progress (Ruohonen, 2022). The existing “Union product safety legislation or framework 

includes:  

 Regulation (EC) No 765/2008 on the requirements for accreditation relating to the marketing of 

products; 

 Decision No 768/2008/EC — a common framework for the marketing of products in the EU; 

 Directive 2014/53/EU of the European Parliament and of the Council of 16 April 2014 on the 

harmonisation of the laws of the Member States relating to the making available on the market of 

radio equipment; 

 Directive 2006/42/EC of the European Parliament and of the Council of 17 May 2006 on machinery 

which aims at the free market circulation on machinery and the protection of users; 

 Consumer Safety Network as established in Directive 2001/95/EC on general product safety 

(GPSD); 

 Council Directive 85/374/EEC of 25 July 1985 on the approximation of the laws, regulations and 

administrative provisions of the Member States concerning liability for effective products. 

The Report on the safety and liability implications of Artificial Intelligence, the Internet of Things and 

robotics of the European Commission (2020) presented the gaps in the current product safety and liability 

legislation and the steps that have to be considered for the update of the existing technologyneutral 

framework. The new framework should include explicit provisions for a) human oversight throughout the 

lifecycle of the AI products b) producers of AI humanoid robots c) cooperation between the economic 

operators in the supply chain d) manufacturers/software developers and e) compensation for damage 

caused by products that are defective due to software (Figure 20).  
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Figure 20: Provisions to be included in the revision of safety and liability framework 

 

Source: European Parliament (2020) 

Overall, all the elements that ought to be considered for the development of a regulatory blueprint for 

robots include the legal personhood of robots, degree of autonomy, safety & liability, protection of personal 

data and regulatory sandboxes (Figure 21). 
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Figure 21: Main Elements for the Development of a Regulatory Blueprint for Robots 

 

Source: Authors’ original contribution 

4.4 APPLYING BUGWRIGHT2 MODEL IN AQUACULTURE 

[N.B. Subject to minor modifications, the content contained in this section has been published in the form 

of an article in The Journal of Ocean Technology, Vol. 18, No. 2, 2023] 

Historically, ‘fishery’ and associated activities are moored to the notion of ‘food security’. Evidently, 

continuing in this anthropocenic epoch, fishery remains an acknowledged source of nutrition and is 

supporting the livelihood of more than three billion people globally. The estimates provided by the United 

Nations Food and Agriculture Organization (FAO) adds credence to the above claim. Numbers crunched by 

FAO researchers note that fisheries and aquaculture production have already reached a recordpeak of 214 

million tonnes in the year 2020 with a total of 20.2 kilogram per capita designated for human consumption. 

Unfortunately, fishery resources are plummeting. Recognizing the invaluable potentials of aquaculture to 

the staggeringly increasing population of the world, invested efforts seek to achieve sustainability in the 

fisheries domain.  

At the outset, we note that ‘innovation’ and ‘sustainable fisheries’ are conjoined concepts. A cascade of 

technological breakthroughs under the auspices of the fourth industrial revolution (also termed as Industry 

4.0) has catalyzed a paradigm shift in maritime and ocean modus operandi. Innovation bolsters support in 

sustainable movements and approaches  a concept that applies to natural resources.  
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Labeled as robotics and autonomous systems (RAS), a conflux of disruptive technologies, such as micro 

aerial vehicles, crawlers and remotely operated vehicles (ROVs), has added meaning to the abstract concept 

of sustainability. Central in this innovationled environment is the intention to sustain the ability of the 

human element. In other words, integrating RAS and machine learning systems helps complete monitoring 

and inspection tasks that are otherwise dull, risky, and at times strenuous in nature. 

Observably, a plethora of challenges are associated with manual inspection, especially when it comes to 

underwater monitoring that entails inspecting water salinity, temperature, and/or ‘potential of hydrogen’ 

(pH)level, as well as oversight in feeding and breeding tasks. Moreover, real time observation is required 

to contain corollary effects from untreated effluent discharges with heavy organic load, and fish farming 

infrastructure development. Patently, qualitative assessments indicate that net/fish cages are prone to 

biofouling and other sources of stress caused by waterbody movements that could potentially lead to 

net/fish cage deformation. These are instances where RASintegration could act as an improved and 

perhaps safer method of completing the necessary monitoring and inspection tasks. The industry, as it 

appears, is slowly turning to service suppliers that are unleashing intervention tools replacing divers with 

the simultaneous objective of saving time and money, and mitigating environmental concerns. 

It is correct to assume that the world of technology is standardreliant. The technologyindustry, similar to 

its counterparts, is assessed based on performance built on safety and risk management systems, inter alia. 

Today, safety and management systems are being integrated into standards. Systems and standards are 

collectively intertwined into a horizontal topic that necessitates the interaction between public and non

public norms [9]. Private and industrydeveloped standards, as well as corresponding norms and guidelines 

serve as external sources of the wider regulatory regime. Adherence and compliance are critical to the 

economic value of those industries, while safeguarding ‘public’ interests. The latter is deemed as one of the 

principal mandates of governmental bodies that encourage regulators to orchestrate the use of industrial 

standards. This is done with a view to striking a balance between “hard” and “soft” elements embedded in 

the subjectspecific regulatory regime. Taking advantage of industrybased standards can help national 

regulators maintain a robust regulatory regime, and navigate in a complex landscape shared with other 

stakeholders to keep pace in a changing technological environment. 

Markedly, there is no international regulatory guidance that underscores the dos from the don’ts with 

reference to aquaculturerelated underwater inspection and monitoring tasks. Notably, the 2018 FAO 

publication titled Guidance on  Spatial Technologies  for Disaster Risk Management  in Aquaculture  only 

proffers insights into opportunities from spatial technologies including remote sensing, geographical 

information system, and information and communication technologies while highlighting the need for 

policy support. Inspection and monitoring technologies remain outside the scope of the 2018 publication. 

Deficits are conspicuous when deploying remote inspection techniques. Other than issues emanating from 

latent defects  usage of emerging technologies or technologies with emerging applications may 

sporadically give rise to collateral problems that require more than just rebooting the system to eradicate 

technical errors. In fact, here, one is faced with challenges for reconciling the tensions between “human” 

and “robots” simply because the technoregulatory landscape is not fully autonomous despite “autonomy” 

being a term that is in common parlance. We notice a system that is marked by “humanintheloop” or 

“humanontheloop”.  

In the context of humanrobot interaction, BUGWRIGHT2: Autonomous Robotic Inspection and 

Maintenance on Ship Hulls and Storage Tanks (funded by the European Union’s Horizon 2020 research and 
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innovation program under grant agreement No. 871260) is a project that deals with remote technologies 

applied in vessel hull inspection and maintenance that are statutory and classification in scope. Notably, 

project BUGWRIGHT2 has proceeded with the objective to bridge the gaps between current and desired 

potentials of selected remote technologies that are also deployed in aquaculture inspection and 

monitoring.  

Three years into the project’s lifecycle, academic partner World Maritime University has produced a state

oftheart regulatory blueprint comprised of several strandsofinfluence. Founded on stateoftheart 

qualitative analysis and thirtythree interviews with organization representatives from the United States, 

Canada, China, Singapore, Netherlands and Norway  the final outcome could serve as a tangible reference 

once dialogue and discussions commence at the International Maritime Organization (IMO)level pursuant 

to previous requests tabled by member states (MS) for amendments to the Harmonized System of Survey 

and Certification and to the Revised Guidelines on the implementation of selected IMO instruments.  

It is important to note that, BUGWRIGHT2 regulatory blueprint mirrors the need for “harmonization” of 

international rules and requirements that come into play taking into account the 1982 United Nations 

Convention on the Law of the Sea’s ruleofreference through which MS could implement generally 

accepted international rules and standards (GAIRS). Cutting a long way short, “harmonization” requires the 

existence of several parallel standalone rules and requirements developed by individual international 

organizations. Unfortunately, the aquaculture domain, apparently, lacks common minimum standards 

developed by a specific mandated organization unlike the vessel survey and inspection regime where 

classification societies are seen as playing a proactive role. A brief overview of standards developed by the 

International Organization for Standardization (ISO), it appears that ISO/TC 34, ISO/TC 94 and ISO/TC 207 

do not necessarily provide insights into procedures for technology integration.  

What are the noteworthy takeaways from BUGWRIGHT2 that could be applied to aquaculturetechnology? 

The starting point could be that the existing vacuum of procedural requirements should be viewed with a 

positive outlook since stakeholders have the opportunity to reap the benefits of lessons learned from trial 

and errors from other sectors; move forward in unison from the getgo which would inevitably preclude 

the need for complex bureaucratic harmonization process (due to efforts being duplicated) in the long run; 

and establish a topdown platform comprised of organizations/actors that could collectively reform/amend 

standards at any given stages. Opportunities are many. That being said, topdown efforts need to 

concentrate on determining the breadth and scope of specific provisions that could altogether serve as the 

main frame of reference.  

When dissecting two primary regulatory standards, caseinpoint the 1996 Guidelines for Use of Remote 

Inspection Techniques for Surveys and Unified Requirement Z17 titled Procedural Requirements for Service 

Suppliers, developed by the International Association of Classification Societies, we note elements for a 

commonminimumstandardblueprint. The above documents prescribe: the types of permissible 

technologies and areas of application (under the heading titled general); specific conditions for technology 

deployment (under the heading titled condition); procedures concerning niche applications (under the 

heading titled procedures); and procedures related to the work of the human element/service suppliers and 

the service firm that is approved by the main company (under the heading titled procedural requirements 

for service suppliers).  

Subsequently, we turn to the BUGWRIGHT2 strandsofinfluence to take stock of the dispensable elements 

that require consideration for transition from manual to technologybased solutions  that would 
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ameliorate and expedite technologyintegration into aquaculture inspection and monitoring activities. 

Axiomatically, the first of these strands call for research into costbenefit assessments to observe whether 

the advantages of technology deployment outweigh the disadvantages, taking into account, e.g., duration 

of inspection, costs of deploying technology and operational downtime. Such assessment could help 

companies determine the economicfeasibility of turning to remote inspection techniques, and rationalized 

through evidencebased research.  

The second strand considers the need for vetted, refined and uptodate definitions on each and every type 

of remote techniques. In tandem, there needs to be in place definitions of important terms, such as, 

autonomy, robot, service  robot, and mobile  robot. Template definitions exist. Examples are ripe in 

documents such as ISO 8373:2021, ISO 19649: 2017, ISO/IEC 17000 (2020), Guidance Notes on the Use of 

Remote Inspection developed by the American Bureau of Shipping; and Guidelines for Use of Unmanned 

Aerial Vehicles developed by China Classification Society. Whether template definitions are adapted or 

whether a completely new set of definitions are developed  it is important to benchmark the term 

autonomy through a clear and distinct overarching definition. Closely connected to this aspect is a strand 

that calls for the need to follow the “degree of autonomy” thread that currently guides the state of affairs 

for maritime autonomous surface ships (MASS).  

Table 7: Potential RIT Degree of Autonomy 

Degree  MASS Definition  Potential Aquaculture RIT Definition 

First 

Degree 

Ship with automated processes and 

decision support with seafarers on 

board to operate and control the

systems. Systems are partially 

automated, unsupervised with 

seafarers on board ready to assume 

control. 

 

Underwater survey with divers operating remote 

inspection techniques that are semiautonomous and 

semisupervised, and could at any point witness 

intervention from surveyor/diver.  

 

Second 

Degree 

Remotely controlled ship with 

seafarers on board.  

Underwater survey with divers. Survey controlled from 

a different location. Survey could at any point witness 

intervention from attending surveyor/diver.  

Third 

Degree 

Remotely controlled ships without 

seafarers on board. 

Underwater survey without divers. Survey fully 

controlled from a different location. 

Fourth 

Degree 

Fully autonomous ship. Remote inspection techniques with automated 

processes and Artificial Intelligencebased machine 

learning operating systems to support decisionmaking. 

No intervention required from the humanelement.  

Source: Adapted from IMO Doc. MSC 100/20/Add. 1, Annex 2 

Identifying levels of autonomy and associating them with different classes of techniques could help keep 

track of the autonomyparadigm trajectory. Again, the current system is not fully autonomous, i.e., systems 

that enable machines to interact with the environment (through builtin sensors) and respond/take 

decisions accordingly, and requires categorization so as to help review the extent of involvement of the 

humanelement. This, in turn, has an explicit nexus to what is known as a wellcalibrated “trustworthy 

ecosystem” that requires a form of constructive balance between the “human agency” and “autonomous 

modes”. Until the human stays “intheloop” or “ontheloop”, carving out the degrees of autonomy is a 
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vital steppingstone to ascertaining, projecting and designing effective and efficient humanrobot team for 

the conduct of survey and inspection.  

The next strand that would apply to the aquaculture profile is the need to carve out operational  and 

technical common minimum standards. Generally speaking, operational standards emanate from tests and 

riskassessments that help narrow down all potential risks associated with the deployment of each and 

individual categories of technologies. Riskinformation are relayed (by manufacturers) via product 

information notes for consideration by endusers or service suppliers. Different remote inspection 

techniques are marked by operational and technical differences. It is worth noting that surveys using aerial 

drones, unlike crawler and ROVs, can easily be compromised due to humidity, lighting, and air turbulence. 

Furthermore, hybrid techniques that have the potential to conduct underwater biofouling cleaning, in 

addition to survey operations, require limiting all possible risks prior to deployment. 

Risks on air or underwater tend to range from dropped object risks to collision risks (with other remote 

inspection technologies) to lost link risks (that originate from network compromise), which could be an 

issue once technologies reach the fourth degree, i.e., full autonomy. “Stealth technology” is a term often 

ascribed to autonomous underwater vehicles (AUV) and the likes, and therefore, completion of tasks 

without disturbing underwater ecosystem is highly anticipated. Contingency plans, will nevertheless, need 

to be developed taking into account operational standards so that solutions could be forged before the 

occurrence of environmental damages.  

Another important strandofinfluence corresponds to a feature innate to technological devices applied in 

observational work, and is aptly known as “data management”. Generally speaking, data acquisition lies at 

the heart of all technological interventions. Stakeholders involved in this process generally include non

human actors, e.g., technological tools and infrastructure, and human actors, i.e., service providers and 

companies (endusers). The latter is coined as “humanintheloop” with supervisors, operators and 

surveyors remaining engaged during data storage and verification of data collected through remote 

inspection techniquebased inspections and surveys. In essence, the technological platform communicates 

data to “humanintheloop” via five independent layers: hardware, network, internet, infrastructure and 

application. The last layer, i.e., application mirrors implementation of decision. 

Although the BUGWRIGHT2 regulatorymodel considers survey and inspection data as belonging to the 

asset, i.e., the ship, thus forming a part of the owner’s proprietary rights  this very theory on “ownership” 

might not apply verbatim in the field of aquaculture. Notwithstanding, the following questions may still be 

subject to further consideration from an aquaculture perspective:  

 Who should retain the copyright of data gathered from underwater remote technologies? 

 What are the secured ways through which data could be shared between endusers and 

stakeholders? 

 To what extent to provisions on data control and security apply in the field of aquaculture survey 

and inspection?  

 What is the duration of datapreservation, and should there be any mechanisms to safeguard 

service providers against thirdparty liability? 

The final strand is tied to a critical aspect: inwater environmental consideration. Depending on the location 

of aquaculture method and practice (freshwater, brackish water, and marine), riskassessments will need 

to be conducted at regular intervals to check for impacts and water conditions, more specifically should 
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hybrid remote techniques be used to clean pen nets and cages. This begs the question whether those 

techniques are properly equipped with storage systems for storing debris collected during cleanup 

operations. In this regard, The Baltic and International Maritime Council (BIMCO)developed standards for 

inwater cleaning could serve as a foundation for furthering control over impact of technology inwater. 

Although developed for inwater cleaning of vessel’s hull and other niche areas, the ROVcleaning standards 

encapsulated in the section titled “operating requirements of the cleaning system” contains an important 

checklist comprised of postcleaning inspections (s. 9.3), postcleaning safety and environmental 

requirements (s. 9.4), service reports after cleaning (s. 9.5) that serve as model provisions for consideration 

by the industry. The checklist may very well be pertinent to remote inspection techniquebased operations 

underwater.  

At this juncture, it is essential to ask one final question: why are the strandsofinfluence discussed relevant? 

Technology is a terraforming practice; one that could possibly shape and structure the environment. Yet 

technology, in parallel, is merely a ‘product’. Products can be defective. Defective products could give rise 

to unforeseen circumstances. Those are the circumstances that might inhibit endusers from untethering 

the full potentials of Industry 4.0 byproducts that are able to add strength in projects that purport to 

support sustainable actions. Standards embedded in previous discussions are strands that could positively 

influence technology deployment in maritime projects. Strands such as liability and inwater environmental 

damage will certainly have a bearing on the technologies that will be deployed in aquaculture so that 

companies may derive good results from automated farming practices. 

Fragmentation must be avoided should there be any intention to transfer technology to other parts of the 

world, namely developing and least developed countries where aquaculture production is relatively higher 

than other parts of the world. Despite current practices, selfregulation does not always help set robust 

standards that determine the strengths and limits of a certain technology. By the same token selfregulation 

may not be a viable approach as different industries utilizing the same type of technology for different 

purposes contribute to the development of disparate standards. If the status  quo is not rectified 

beforehand, collateral dormant problems will be transferred with the technology. Whatever pathways are 

explored, it is important to establish standard methodologies for technological platform to buttress 

adherence and compliance.  
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5. ANALYSIS OF STRAND 4: RECOMMENDATIONS FOR REFORM AND ENHANCEMENT OF REGULATORY BLUEPRINT  

ACRONYMS 

ABS  American Bureau of Shipping 

AI  Artificial Intelligence 

AUVs  Autonomous Unmanned Vehicles 

BIMCO  Baltic and International Maritime Council 

CCS  China Classification Society 

ESP  Enhanced Survey Programme  

IACS  International Association of Classification Societies 

ICT  Information and Communication Technology 

IMO  International Maritime Organization 

ISO  International Organization for Standardization 

MS  Member States 

MSC  Maritime Safety Committee 

NDT  Nondestructive Testing 

RAS  Robotic and Autonomous Systems 

RO  Recognized Organization 

ROVs  Remotely Operated Vehicles 

UNCLOS  United Nations Convention on the Law of the Sea 

 

5.1 REFORM AND ENHANCEMENT OF REGULATORY BLUEPRINT 

[N.B. This part of the report derives from Report Deliverable 1.4, updated in consultation with: 

1. Mr. Thomas Klenum; Executive Vice President, Innovation and Regulatory Affairs, Liberian Registry, 

Washington, Germany; 

2. Ms. Mona Swoboda; Program Manager, InterAmerican Committee on Ports (CIP) Organization of 

American States; 

3. Ms. Vera Alexandropoulou; Lawyer & Solicitor and Vice President, Thalassa Foundation; 

4. Ms. Μarina Papaiouanou; Training Manager, Det norske Veritas;  

5. Captain Yoss LeClerc; President & CEO at Logistro Consulting International Inc.; President, 

International Harbour Masters Association; 

6. Mr. Andrew Baskin; Vice President, Global Policy and Trade, General Counsel, HudsonAnalytix, Inc.; 

7. Mr. Sean Pribyl; Senior Counsel, Holland & Knight LL, Washington, US; 
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8. Mr. David Knukkel; CEO at GDI and RIMS BV, Global Drone Inspection (GDI) of Robotics in 

Maintenance Strategies (RIMS), the Netherlands; 

9. Mr. George Giazlas; Operations Manager DIVING STATUS Underwater Services;  

10. Mr. Thomas Aschert; Senior Principal Surveyor, Lloyd’s Register, Netherlands; and 

11. Mr. Tasos Kartsimadakis; Vetting Manager Secondee, Intertanko, Greece.] 

 

From autonomous automotive technologies to autonomous vessels  the scale of Robotic and 

Autonomous Systems (RAS)influence in both landbased and maritimebased transportation is staggering. 

The genesis of RAS emerged after a cascade of Artificial Intelligence (AI) technological breakthroughs 

(Johansson, 2022). In retrospect, the velocity, breadth and depth, and systems’ impact of what is in fact a 

fourth industrial revolution has led to a conflux of innovative advancements shaping the modern 

technological environment (Schwab, 2016). Commonly referred to as disruptive technology, remote 

inspection techniques (RIT), an offshoot of RAS, is best described as “… a means of survey that enables 

examination of any part of the structure without the need for direct physical access of the surveyor” (IACS, 

n.d.1). But the absence of a human surveyor onsite does not preclude the need for oversight. This 

operational environment is known as the “supervised autonomy” paradigm.  
Central to this modern maritime technological environment is intentionality (Sörlin & Wormbs, 2018). In 

this context, it is significant to point out that the underlying intention of contemporary innovations, such 

as bridging the gap between current and potential capacities of RASled vessel inspections, is among other 

things, a part of classification surveys, as well as statutory survey criteria. Satisfying the regulatory goals 

and objectives with minimum effort while maintaining the highest safety standards is a unique aspect of 

the modern maritime technological environment. RASregulation is, in fact, the conduit through which that 

balance can be achieved. A product of technology, RASregulation resides on the same continuum as 

technoregulation. In this respect, it makes sense to term both as regulatory paradigms. The principal 

difference between them is that while technoregulation is a theory that seeks to support Lessig’s “code is 

law” (the fact that RAS deployment effectuates legal norms), RASregulation in contrast, is merely the 

promulgation of legal safeguards through the development of regulatory frameworks governing RIT 

(Leenes, 2011 p. 143; Brownsword, 2008, p. 247; Lessig, 2006, p. 124; Bayamlıoğlu & Leenes, 2018). 

Common types of industry deployed RIT include unmanned aerial vehicles (UAV), remotely operated 

vehicles (ROV), and climbers or crawlers. The above comprise a multirobot survey team programmed to 

follow a predetermined algorithmic pathway for visual and acoustic inspection of a vessel structure to 

detect corrosion patches, buckling, cracking and deteriorated coatings. Structureassociated issues are a 

direct corollary of the marine environment. Biofouling or hull fouling increases the weight (of the vessel), 

reduces (vessel) speed, negatively impacts vessel performance as well as poses substantial operational and 

maintenance costs ship owners such as for drydocking and additional remedial repair and maintenance. 

Research findings indicate that fuel costs increase by 10 percent for ships with lightly fouled hulls, and may 

increase up to 35 percent when hulls are heavily fouled (Munk, Kane and Yebra, 2009, p. 148). This occurs 

as a result of coating deterioration, which leaves hulls susceptible to biofouling, which can also affect the 

roughness of a vessel's hull, which in turn, escalates frictional resistance leading to more fuel consumption 

and increased emissions (Demirel et al., 2017, p. 819). These relevant findings and more were revealed 

during the United Nations Climate Change Conference (COP26) in 2021 (International Maritime 

Organization, 2021).  
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There are other instances where RIT can provide for better and perhaps safer modes of conducting surveys 

and inspections. For example, after being integrated, RIT can provide relief from tasks that are otherwise 

time consuming, strenuous and in some instances, fatal (due to lack of oxygen or polluted vapours in 

confined spaces of tanks and holds) (Poggi et al., 2020, p. 881882).  

In addition to technological advancements, global emergencies have also sporadically spurred a 

promulgation of new rules or amendments to existing ones. This dynamic has been exemplified by the 

Covid19 pandemic, highlighting the need for establishing a methodological framework for remote surveys 

as human presence on board vessels was dramatically restricted. A variety of online publications grapple 

with the particulars of this emerging requirement (IIMS, 2020; Det Norske Veritas, 2020; Prevljak, 2020; 

Jallal, 2020; Safety4Sea; 2021; Hellenic Shipping News, 2021; Lloyd’s Register, 2022; Bureau Veritas, 2022). 

But observations from key stakeholders’ sheds light on the absence of harmonized efforts on the part of 

individual classification societies, ship owners and flag state administrations to regulate remote surveys 

(IIMS, 2020; Det Norske Veritas, 2020; Prevljak, 2020; Jallal, 2020; Safety4Sea; 2021; Hellenic Shipping 

News, 2021; Lloyd’s Register, 2022; Bureau Veritas, 2022). Notably, classification societies are non

governmental organizations that promulgate rules and requirements governing vessel construction and 

supervision of such construction, inter alia, and also aim to provide services both classification and statutory 

to the maritime industry.  

Markedly, there is no international guidance covering the conduct of remote surveys and/or inspections, 

remote audits or verifications. Individual classification societies are at liberty to develop their own rules and 

requirements. The existing regulatory landscape highlights examples of duplicative efforts. Moreover, the 

distinctions between remote surveys and remote inspections remains notoriously imprecise and unclear. 

To this end, submissions from International Maritime Organization (IMO) member states (MS) to the 

Maritime Safety Committee (MSC) are considered a steppingstone for investigating the feasibility of: 

harmonized international guidance on remote inspection techniques, guidance on the application of 

remote surveys pursuant to the International Management Code for the Safe Operation of Ships, the 

Pollution Prevention (ISM Code), and the International Ship and Port Facility Security Code (ISPS Code).1  

Within the foregoing context, this article revisits the Law of the Sea and IMO’s Code for Recognized 

Organization (RO Code). Subsequently, a cursory overview of status quo regulations that govern the 

application of maritime RAS for inspection and survey, with a special emphasis on rules and requirements 

publicized by classification societies, will be detailed. Finally, the influences on remote performance 

transition are discussed with reference to issues faced during Covid19 by classification RITsurveys and 

statutory remote surveys. 

5.2 LAW OF THE SEA AND RO CODE REDUX 

Inspections conducted manually or via RIT are unavoidable prescriptive statutory obligations 

(Alexandropoulou et al., 2021). Verification of a vessel and its structures has a continual inspection and 

certification processes, at regular intervals, throughout its life cycle. All types of certificates pursuant to 

international conventions are issued for a 5year period subject to yearly endorsements. For ship owners, 

                                                             
1 See also European Commission submission on behalf of the European Union to the to the 8th session of the 
International Maritime Organization's Sub Committee on Implementation of IMO Instruments suggesting 
amendments to the HSSC Survey Guidelines and to the Revised Guidelines on the implementation of the ISM 
Code by administrations and principles of the Guidelines on remote surveys, ISM Code audits and ISPS Code 
verifications, SWD (2022) 79 Final, 7576/22, at pp. 34 (ref: Background). 
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certification serves as the ticket to international commercial voyages where compliance with safety 

standards must be ensured through inspections and surveys. Certification thus serves as proof that a vessel 

and its structures are in compliance with international regulations. For example, the International Ship 

Construction Certificate and accompanying documents, a requirement of SOLAS Chapter II1, substantiates 

that the vessel is safe and seaworthy.  

Scholars, taking into account judicial decisions, have scrutinized the scope and nature of what constitutes 

seaworthiness. 2 Although undefined, the United Nations Convention on the Law of the Sea (UNCLOS) in 

article 94 prescribes “seaworthiness”  a term that is both referred to as a duty of flag states, as well as 

measure closely tied to the concept of “safety at sea” (United Nations, 1982a). Articles 219 and 226 are two 

other instances where the word “seaworthiness” surfaces, but neither provide a clear interpretation or 

insight into what the term embodies. Therefore, there is research to be done to help decipher the non

exhaustive list found in article 94 (United Nations, 1982b). Nonetheless, “construction” and “equipment” 

as an essential part of vessel structural integrity remain fundamental to seaworthiness. Therefore, it is safe 

to assert that what was an implied condition in the 18th century is now an express criterion under UNCLOS.3  

To set the parameters for the legal status of RIT as an international legally binding treaty, reliance must be 

made on Part XIII of UNCLOS (Davenport, 2015; Johansson, Long and Dalaklis, 2019). The correlation is 

settled and established via the term Marine Scientific Research (MSR), which similar to “seaworthiness,” 

remains undefined within the texts of UNCLOS. Nevertheless, scholars, after extensive research, have 

strategically placed MSR under the category of “ocean observation and corresponding work.” (Wegelein, 

2005) This family of classification has added greatly to this vital field of scholarship. Strikingly, all 

technologies used for MSR purposes, e.g., ROV, remotely piloted aircraft, profiling floats, unmanned 

underwater vehicles, have one key feature in common; they all are subject to the “consent regime” of 

coastal visàvis researching States and competent International Organizations (IO), which applies in 

internal waters, territorial sea, and archipelagic waters (Salpin, 2013). Contrastingly, although possessing 

similar traits, the legal status of technologies deployed for surveys and inspection are free from debate for 

several reasons: first classification societies are authorized by flag states or duly authorized organizations 

representing flag states, the task achieved by RIT forms a part of existing statutory or classification tasks 

and therefore is not purely operational oceanography, and lastly integrating RIT into manual surveys and 

inspections is already regulated with common minimum standards developed by classification societies 

such as American Bureau of Shipping, China Classification Society, Bureau Veritas and Det Norske Veritas 

(Johansson, 2022). 

The role of IOs in prescriptive and enforcement jurisdictions through “applicable rules and standards” has 

its roots in UNCLOS.4 While general obligations are succinctly embedded in relevant parts, UNCLOS through 

“rule of reference” requests Member States (MS) to implement Generally Accepted International Rules and 

Standards (GAIRS).5 In evaluating the role of GAIRS, Richard Barnes notes the word “compatible” found in 

                                                             
2 For example, Diplock LJ in The Hong Kong Fir [1962] 2 Q.B. 26, at 71; Lord Blackburn, in Steel v. State Line 
Steamship Co. [1877] 3 App. Cas., at 86; Judge Channel in McFadden v. Blue Star Line (1905) 1 K.B. 697, at 706. 
3 See Kopitoff v. Wilson (1876) 1 QBD 377, 380; Steel v. State Line Steamship Co. (1877) 3 App Cas 72, 77, 84, 
88; Gilroy, Sons & Co v. W R Price & Co. [1893] AC 56, 63 Havelock v. Geddes (1809) 10 East 554. 
4 Reference to “generally accepted international regulations, procedures and practices” for ensuring 
“seaworthiness” is found in art. 94(5) of the United Nations Convention on the Law of the Sea. Generic 
reference is found in art. 226(1)(c). 
5 For more information see the Report of the United Nations Secretary General (1997) Impact of the entry into 
force of the 1982 United Nations Convention on the Law of the Sea on related, existing, and proposed 
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articles 311(2) and 311(3) that “… seek to ensure coherence and consistency within the UNCLOS’ system of 

rules” (Barnes, 2016). Undoubtedly, rules of reference proffers cohesion and adaptability, especially with 

IMO code, conventions and guidelines.  

Adopted by Resolutions MSC.349(92) and MEPC.237(65), IMO’s RO Code is noteworthy for two reasons 

(International Maritime Organization, 2013). First and foremost, the provisions of the IMO’s RO Code assist 

in the comprehension of the invaluable roles played by other international bodies that are authorized by 

flag states. “Authorization” has been defined in the Code as “… the delegation of authority to an RO to 

perform statutory certification and services on behalf of a flag State …”. (International Maritime 

Organization, 2013). However, as is observed from the texts found in “general requirements for recognized 

organizations”  the focus then shifts from certification services to ruledevelopment tasks defined and 

prescribed explicitly through the Code. Secondly and specifically, the Code, in a structured fashion through 

several sections, stresses the importance of the rules and requirements developed by organizations 

including classification societies. 

It also merits brief notice that UNCLOS does not provide any reference to pandemic or force majeure when 

prescribing flag state duties in relation to evaluating vessels’ structural integrity under article 94. Reference 

to force majeure (crisis response), can be found in two specific articles that are navigationspecific; Article18 

that applies to the meaning of passage in the territorial sea, and Article 39 with regards to duties of ships 

during transit. Thus, in global emergencies, the focus of the industry shifts to existing provisions or special 

guidance notes issued in real time by concerned Ios (Letts, 2020).  

5.3 IOS & RAS GOVERNANCE 

It also merits brief notice that UNCLOS does not provide any reference to pandemic or force majeure when 

prescribing flag state duties in relation to evaluating vessels’ structural integrity under article 94. Reference 

to force majeure (crisis response), can be found in two specific articles that are navigationspecific; Article18 

that applies to the meaning of passage in the territorial sea, and Article 39 with regards to duties of ships 

during transit. Thus, in global emergencies, the focus of the industry shifts to existing provisions or special 

guidance notes issued in real time by concerned Ios (Letts, 2020). 

Axiomatically, the increasing complexity of the technology necessary for international shipping is standard

reliant (Hatto, 2010). While standards provide many advantages; their primary objective is to provide a 

secure foundation of support, means and basis for critical ongoing developments by “benchmarking”. 

Benchmarking is key to establishing a measurable baseline to assess progress in relation to future 

developments (Hatto, 2010, p.6). In the maritime world “standards” are comprised of an entangled web of 

voluntary standards and regulatory standards, (Lindøe et al., 2019) which can create ambiguity and thwart 

stakeholders’ capability to develop, maintain and amend, as appropriate, rules and requirements to keep 

pace with innovationgovernance. Today, stakeholders within the maritime technology industry are 

dependent on organizations that have the mandate to implement four distinct categories of standards; 

national, regional, international and informal (Hatton 2010). With a view to promulgating uniform 

international standards, the International Organization for Standardization (ISO), founded in 1947, has had 

significant impact with “… publications, extending to over 17000 standards, and current work in over 200 

Technical Committees [sic]” to date (Hatto, 2010).  

                                                             
instruments and programmes, UN Doc. A/52/491, Section J, paras 8–9; 275(1)–(2); 276(1); 278; 297(1)(c); 
319(2)(a); 275(1)–(2); 276(1); 278; 297(1)(c); 319(2)(a). 
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In the current context, we note the mandate of ISO Technical Committee 8 focuses on Ships and Marine 

Technology. The scope of the work undertaken by ISO TC/8 primarily revolves around standards that are 

exclusively technical in nature. Initially, standards published by the “marine environmental protection” 

(hereinafter ISO TC 8/SC 2) and “marine technology” (hereinafter ISO TC 8/SC 13) subcommittees were 

thought to contain the regulatory standards that govern marine and ocean technology, however, a careful 

examination of the 30 standards published by ISO TC 8/SC 2, and the 11 standards published by ISO TC 8/SC 

13 reveal that the theme and content are, unfortunately, confined to the technoregulatoryaffair side of 

things.6 We, therefore, segue, into the work of IMO, namely IMO’s Harmonized System of Survey and 

Certification (HSSC).7 Relevantly, through HSSC, IMO has addressed procedural matters by harmonizing 

similar survey and certification processes set as mandatory criteria under several different conventions.  

Moving forward, HSSC, has indeed, resolved statutory survey matters that were, for a considerable period 

of time, considered by industry as repetitive, overlapping and redundant.8 Evidently, an important feature 

of the HSSC is its seamless integration of standards that unify surveys pursuant to conventions that are 

integral to enhancing compliance with rules associated with safety as well as protection and preservation 

of the marine environment. While the goal of achieving uniformity is achieved to a great extent (through 

regular review), the objective of IMO’s HSSC, nevertheless, does not entail furnishing the fundamentals of 

survey procedures. For those matters, annexes to the survey guidelines under the HSSC provide in a 

systematic matter direct references to the work of classification society standards. As noted earlier, RO 

Code thus bolsters advertence to classification society standards, which in turn guides analysistransition 

towards the core procedures regulations governing surveys of vessel structures.  

Statistics indicate that the global cargo carrying fleet consists of approximately 100,000 vessels that range 

from crude carriers between 39,000 and 320,000 deadweight tons (dwt), to bulk carriers between 39,900 

and 100,000 dwt, to container ships with a capacity of 3,000 – 15,000 20foot equivalent units (TEUs) 

(UNCTAD, 2020; UNCTAD, 2021). Tankers and bulk carriers include both “large” and “very large” vessels 

over the age of five years, and subject to IMO’s Enhanced Survey Programme (ESP) (introduced by IACS in 

1993). Other class standards, especially Unified Requirements (UR), have been the core of vessel structure 

(hull) and equipment survey and certification since the inception of the Register Society in 1760. Today the 

IACS promulgated URZ familyofrecommendations enshrine common minimum standards and minimum 

technical requirements. Those standards and requirements, spread across twentynine documents, 

elaborately detail the scope of the vessel survey regime, regulating “90 percent of the world’s cargo carrying 

tonnage” (IACS, n.d.1; IACS, n.d.2).  

General RASintegration schemes which contain the necessary conditions and procedures are embedded in 

IACS Recommendation 42 titled Guidelines for Use of Remote Inspection Techniques for Surveys (IACS, 

                                                             
6 Those are the exact number of standards published by subcommittees as of 1 June 2022. 
7 Survey Guidelines under the Harmonized System of Survey and Certification, 2021, Resolution A.1156(32), 
adopted on 15 December 2021, supersedes Survey Guidelines under the Harmonized System of Survey and 
Certification, 2019, A.1140(31), which was amended and updated in 2019 to reflect amendments to 
International Convention for the Control and Management of Ships’ Ballast Water and Sediments, 2004, Feb. 
13, 2004, (IMO, BWM/CONF/36) (hereinafter BWM Convention), MARPOL and 1974 SOLAS. 
8 The conduct of statutory survey leads to the issuance of a statutory certificate, which is distinguished from 
class surveys that lead to the endorsement of a class certification although classification surveyors from 
classification societies are observed as carrying out those statutory surveys. The types of ship surveys found in 
the HSSC include initial survey, periodical survey, Renewal, intermediate survey, annual survey, inspection of 
the outside of the ship's bottom, and additional survey (under BWM Convention regulation E1.1.5) (Resolution 
A. 1140(31), 2020). 
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2016). From an operational standpoint, RIT are used for data collection as well as data processing and 

visualization such as; 3D modelling through photogrammetry, laser point clouds, and image recognition. 

The above examples aligned are within the permissible limits for RIT deployment under IACS 

Recommendation 42which specifies; both external (surface) and internal (tanks and holds) examinations 

coupled with closeup surveys where structures and components are examined from a close range, and 

gauging (IACS, 2016). To detail and assess the principal RASintegration schemes IACS UR Z17 (titled 

Procedural Requirements for Service Suppliers) serves as a baseline. Note: ostensibly, the purview of IACS 

extends beyond “human element” governance requirements which are the focus of several UR Z, including 

Z7.1, Z7.2, Z10.2, Z10.4, Z10.5, Z13 and Z16. 

IACS UR Z17 was an important advancement in RASgovernance. It created a supervisedautonomy 

ecosystem through the merger of RASplatforms with the human element. For a better comprehension of 

overlaps, the authors make use of the threepartite “dynamic governance” conceptual framework proposed 

by Markell and Glicksman for assisting “… policymakers seeking to design regulatory structures likely to 

produce effective governance in dynamic circumstances” (Pastra et al., 2022). The threepart framework 

conducts assessment using “three interlinked variables”: actors, mechanisms and tools that are 

instrumental in enabling policymakers to “structure and administer” regulatory programs when faced with 

institutional change or “dynamic change” (Pastra et al., 2022). 

Table 8: Dissecting IACS UR Z17 ROV and RIT Procedural and Special Requirements Utilizing the Theory of Dynamic 
Governance 

Procedural Requirements for Service Suppliers and Firms Engaged in Statutory and Classification Surveys 

PRINCIPAL FOCUS  Governing the Scope of Suppliers that Provide RIT Services 

ACTORS  S. 3: Manufacturers, Service Providers, Agent, Subsidiary and Subcontractor 

MECHANISMS   S. 4: Permissible in Statutory Services and Classification Services except nonESP ships <500 
Gross tonnage (GT) and all Fishing vessels 

TOOLS  S. 4.1.3: Verification and Accountability of Work Done by Third Party; S. 4.2: Approval of Service 
Provider by the Concerned Society; S. 4.3: Approval of Service Provider by the Concerned Society 
where the Society is Authorized by Flag Administration; S. 5.1: Procedures for Approval and 
Certification; S. 5.2.1 to S. 5.2.10: General Requirements for Suppliers; S. 5.3: Auditing the 
Supplier; S. 5.4: Conditions for Certification; S. 5.5.1: Supplier to Demonstrate Documented 
System Pertaining to Quality Management in accordance with ISO 9000 Series; S. 5.5.3: 
Application by Manufacturers' Endorsing Agents or Subsidiaries; S. 5.6.1: Service Suppliers 
Relations with the Equipment Manufacturer; S. 6.1: Conditions for Issuance of Certificate of 
Approval to Supplier and Content of Certificate; S. 8.1 to S. 8.4: Cancellation of Approval; S. 
5.2.11: Reporting by Suppliers; S. 5.2.12: Documented Procedures and Instructions 

ROV Special Requirements Pursuant to S. 3 

ACTORS (THE 
HUMAN ELEMENT)  

Supervisor: qualified according to national or international industrial NDT standard 
Operator: qualified according to national or international industrial NDT standard 
Training of Personnel: Supplier is responsible for training of operator, supervisor with respect to 
training on handling equipment.  
Verification: The supplier must have the Surveyor’s verification of each separate job, 
documented in the report by the 

MECHANISMS S. 3.1: Inwater survey in lieu of a docking survey and/or the internal hull survey of 
compartments filled with water; and 
S. 3.7.1 to S. 3.7.2: Suppliers should have documented operational procedures and guidelines 
including “guidance for the operation of the ROV, if applicable”; as well as “methods and 
equipment to ensure the ROV operator can determine the ROV’s location and orientation in 
relation to the vessel”. 

TOOLS Tools involved in the Preliminaries: 

S. 3.3: A plan (developed by supplier) for training of personnel.  
 
Tools Involved after Completion of Task:
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S. 3.8: Verification is an important tool that confirms approval by surveyor for each job 
completed. 

RIT Special Requirements Pursuant to S. 16 

ACTORS (THE 
HUMAN ELEMENT)  

Supervisor & Operator: Similar to the former 
Training of Personnel: 
 Marine and/or offshore nomenclatures. 
 The structural configuration of relevant ships types and MOUs, including internal structure. 
 The remote inspection equipment and its operation. 
 Survey plans for examination of hull spaces of various configurations, including appropriate 
flight plans if using a UAV. 
 Thickness measurement (TM) and nondestructive examination (NDE) in accordance with a 
recognized National or International Industrial NDE Standard when these are part of the service. 

MECHANISMS  Mechanisms involved in the Preliminaries: 
 
S. 16.4: Training Plan for Personnel; and 
 
Mechanisms Involved During Conduct of Task: 
 
S. 16.2: Closeup Survey of ships’ structure and mobile offshore units’ structure by deploying RIT. 

TOOLS S. 16.4: A plan (developed by supplier) for training of personnel;  
S. 16.8: The supplier shall ensure operational procedures and guidelines in place; 
 
Tools Involved During Conduct of Task: 
 
S. 16.7: Highdefinition display screen with live highdefinition feed from inspection cameras as 
an integral part of the RIT; and  
 
Tools Involved after Completion of Task: 
 
S. 16.10: Verification is an important tool that confirms approval by surveyor for each job 
completed. 

Source: IACS UR Z17, Procedural Requirements for Service Suppliers (Rev. 16 August 2021) 

Applying the theory of dynamic governance two considerations serve as the rationale behind dissociating 

RIT from the human element (see Table 8). The first stems from the fact that standard rules developed by 

IACS, perceived as international standards, have already been subject to regular reviews and revisions. In 

other words, the rules have been subject to “change”  a decisive factor that remains at the crux of 

dynamic governance. To exemplify this, the following revisions and corrections have been applied to UR Z 

familyofrequirements related to hull cleaning, inspection and maintenance for Bulk Carriers (as of 1 June 

2022): 

IACS UR Z3: Periodical Survey of the Outside of the Ship’s Bottom and Related Items: 8 Revisions since 1984 

and 1 Correction in 2002; 

IACS UR Z7: Hull Classification Surveys: 27 Revisions since 1990; 

IACS UR Z10.2: Hull Surveys of Bulk Carriers: 36 Revisions since 1994 and 1 Correction in 2006; and  

IACS UR Z17: Procedural Requirements for Service Suppliers: 16 Revisions since 1997. 

The second reason concerns comparing findings from table 1 against procedural requirements developed 

by individual members of IACS with a view to highlighting the unique additional provisions (not covered by 

IACS) that will require consideration as progressive autonomy progresses towards advanced autonomy.  
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5.4 REMOTE PERFORMANCE TRANSITION: BARRIERS & WAYS FORWARD  

Remote performance transition defines progress towards offsite remote port state surveys using visual 

and audio technologies for classification and statutory flag state inspections as an alternative onsite human 

conducted surveys. While RITbased inspections have developed methodically since the early 1990s, the 

move towards remote surveys has been exponential since the beginning of COVID19 pandemic. Remote 

surveys have significantly helped the maritime industry press ahead in achieving “safe shipboard interface 

between ship and shorebased personnel” (Chu et al, 2023; Knukkel, 2023; Kartsimadakis, 2023). That being 

said, regulatory barriers remain as remote statutory surveys were not contemplated in the texts of ISM 

Code or the ISPS Code. IMO MS acknowledges that RIT may boost the usage of technologies for remote 

surveys and verifications by creating a levelplayingfield for all maritime stakeholders. Hence, overcoming 

regulatory challenges associated with RIT is considered by the authors as the first step in facilitating remote 

performance transition, not only during global emergencies, but also when a normal steady state prevails. 

Qualitative findings from thirtythree structured interviews conducted during the Covid19 pandemic has 

helped underscore the prerequisites, including the identification and removal processes of some particular 

difficult issues for transition. All respondents confirmed that the goals for transitional reform should centre 

on consideration of stakeholder opinion that uniformly demands the harmonization of individual 

classification society requirements while nonetheless adhering to common minimum standards. 

Respondents stressed that there are more than fifty classification societies highlighting the need for 

synchronization of individual class requirements since vessels are designed, constructed and maintained 

based on the requirements derived from common minimum standards.9 Once RITrequirements are 

streamlined, then it would be meaningful to supplement guidance on remote surveys, specifically for 

statutory surveys and audits for statutory verification (in line with IMO Conventions). Moreover, 

respondents noted that a majority of the classification societies that are members of IACS hail from the 

European Union (EU), and for that reason, harmonization through reform could help conceive good 

regulations on which good remote performance can be predicated (following completion of transition from 

manual to digital inspection and survey).10 In short, harmonization of standards are underpinning principles 

for a successful performance transition  and are the central theme of the regulatory blueprint developed 

under the auspices of project BUGWRIGHT2. A firsthand synoptic overview of the regulatory blueprint 

(covering bulk carrier hull RITsurvey and inspection and statutory remote survey (fifth strand)) is provided 

in the following sections.11  

  

                                                             
9 With classification society representatives, service suppliers as well as flag and port state officials from China, 
Singapore, the Netherlands, Norway, Canada and the United States of America (US). Interviews formed a part 
of the quantitative research for BUGWRIGHT2 Project Report Deliverable 1.4.2 titled “National Comparative 
Analysis”. 
10 This statement is based on document issued by the European Commission, Proposal for a Regulation of the 
European Parliament and of the Council Laying Down Harmonised Rules on Artificial Intelligence (Artificial 
Intelligence Act) and Amending Certain Union Legislative Acts, Brussels, 21.4.2021, COM (2021) 206 final, 
2021/0106(COD). 
11 Final work package 1.4 report deliverable titled Overcoming Regulatory Barriers for Service Robotics in an 
Ocean Industry Context developed by the World Maritime UniversitySasakawa Global Ocean Institute. 
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5.4.1 FIRST STRAND: COMPELLING EVIDENCE OF A CONCURRENT RITSURVEY & STATUTORY REMOTE SURVEY PARADIGM 

SHIFT 

For vessel survey and inspection, including maintenance of bulk carriers, stakeholders are currently focused 

on two distinct aspects: RIT and statutory remote surveys. As mentioned earlier, online publications as well 

as IMO MS submissions are evidence of the noteworthy shift towards technologybased alternative 

solutions (International Institute of Marine Surveying, 2020). “Capex and opex” benefits are derived from 

“[r]educed travel/accommodation costs; Shorter response times; Potentially quicker inspection and survey 

activities; Greater scheduling flexibility; Instant access to deep technical expertise; and less operational 

downtime” (Haukerud , 2020). Costbenefit research conducted under transdisciplinary projects, such as 

ROBotics technology for Inspection of Ships (ROBINS), are evidence that stakeholders are considering the 

following economic values reaped from using UAV for closeup Inspection as well as from using magnetic 

crawlers for thickness measurement and ROV for closeup inspection/thickness measurement during hull 

inspection: Handymax Bulk Carrier SS1/IS2: € 22.714,19; Handymax Bulk Carrier SS2/IS3: € 100.525,18; 

Panamax Bulk Carrier SS1/IS2: € 28.828,59; Panamax Bulk Carrier SS2/IS3: € 129.073,90; Capesize Bulk 

Carrier SS1/IS2: € 35.357,99; and Capesize Bulk Carrier SS2/IS3: € 221.877,29 CORDIS EU (2020). 

5.4.2 SECOND STRAND: TEMPLATE DEFINITIONS  

RIT are products; products and procedures are interconnected. Vetted and refined definitions are 

imperative for harmonizing procedural requirements. To best understand the autonomoustrajectory of 

individual products, it is essential to establish these definitions using common language. Distinctions must 

be made between RIT and statutory remote surveys, as well as standardizing the definitions for specific RIT 

to allow for differentiation. In essence, no two RIT technologies are the same. The main equipment listed 

in s. 1.1 of IACS Recommendation 42 operate in different environments, e.g., air, water and steel surfaces. 

Nonetheless, determining which RIT require separate operational standards or additional prescriptive 

requirements may be still difficult. As can be seen below however, template definitions are currently 

available to begin the iterative process, and can be found in texts of documents produced by multiple 

relevant organizations. 

Autonomy 

Ability to perform intended tasks based on current state and sensing, without human intervention (ISO 

8373:2021).  

Robot 

Actuated mechanism programmable in two or more axes (4.3) with a degree of autonomy (2.2), moving 

within its environment, to perform intended tasks (ISO 8374:2021).  

Service Robot Currently this degree is not available 

Robot that performs useful tasks for humans or equipment excluding industrial automation applications 

(ISO 8373:2021) 

Mobile Robot Currently this degree is not available 

Robot able to travel under its own control (ISO 19649:2017) 
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Inspection 

An examination of a product, process, service, or installation or their design and determination of its 

conformity with specific requirements or, on the basis of professional judgment, with general requirements. 

(ISO/IEC 17000, 2020) 

Survey 

A systematic and independent assessment of a vessel, materials, components, or systems in order to verify 

compliance with the Rules and/or statutory requirements. (DNV GL, 2015)  

Unmanned Aerial Vehicles (UAVs) 

An unmanned aerial vehicle (UAV), commonly known as a drone, is an aircraft without a human pilot 

onboard. The UAV can be remotely controlled or programmed to fly a predetermined route using 

information on a specific asset’s condition to target known areas of concern. It can collect visual data (such 

as still images, livestream and recorded video) from difficulttoreach structures and areas. (American 

Bureau of Shipping, 2022)  

Remotely Operated Underwater Vehicles (ROVs) 

An ROV is an unmanned unit designed for underwater observation, survey, inspection, construction, 

intervention or other tasks. Similar to UAVs, an ROV can be remotely controlled or programmed to travel a 

predetermined route using information on a specific asset’s condition to target known areas of concern. It 

can collect visual data, perform Nondestructive Testing (NDT), and measure plate thickness in difficultto 

reach areas. (American Bureau of Shipping, 2022)  

Robotic Crawlers 

A Robotic Crawler, commonly referred to as a “crawler”, is a tethered or wireless vehicle designed to 

“crawl” along a structure by means of wheels or tracks. Crawlers are often equipped with magnets which 

allow them to operate on a vertical surface or hull structures in air or underwater. (American Bureau of 

Shipping, 2022) 

5.4.3 THIRD STRAND: DIFFERENTIATING RITSURVEYS FROM REMOTE SURVEYS  

RIT refers to acceptable tangible technologies or techniques that could be used in situ when carrying out 

prescribed surveys in the presence of the surveyor  the results of which require the acceptance of the 

“attending surveyor”. In other words, s. 1.2 of IACS Recommendation 42 clearly stipulates that inspections 

using RIT should be conducted in the presence of a surveyor, which requires the attending surveyor to 

remain on board (IACS, 2016). Moreover, the verification/confirmatory part of RITbased results pursuant 

to section 1.3 of IACS Recommendation 42 certainly requires surveyors to remain on site at selected 

locations (IACS, 2016). However, it is it is important to note that the above provisions are in sharp contrast 

with the definition of RIT found in IACS’s proposed Amendments to the 2011 ESP Code that views RIT as 
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enabling surveys “… without the need for direct physical access of the surveyor” (International Maritime 

Organization, 2019).  

In the absence of an IMOestablished definition, IACS has, through the recent addition of UR Z29 titled 

“Remote Classification Surveys” defined remote surveys as “… a process … where the verification is 

undertaken, or partially undertaken, without attendance on board by the surveyor” IACS (n. d.2). In other 

words, “remote survey” denotes a survey conducted via remote technology offsite, and does not 

necessarily require the physical presence of the concerned surveyor.  

Although the common denominator is “remote” in both terms, it is important to preserve the inherent 

differences between RIT and “remote survey” so as to refrain from using the two terms interchangeably. 

Survey and inspection may appear to be the same due to the presence of “verification”, however, both 

tasks are independent and separate with survey serving as a confirmation of the results of an inspection or 

a confirmation that all regulatory procedures have been satisfied. As will be discussed later, from a port 

state perspective, it refers to review of certificates, vessel’s records and photographs from inspections. The 

above is known as Ship Inspection Report Programme (SIRE).  

Again, new developments have made it is clear that previous issues have been resolved through the 

introduction of IACS UR Z29. Clearly, remote classification surveys, similar to statutory remote surveys, are 

conducted via Information and Communication Technology (ICT), such as, computer, telephone, satellite 

systems, whereby classification inspections are completed using RIT listed in IACS Recommendation 42. On 

that note, further distinctions may be required in the future so as to separate and clarify “verification” 

within the context of survey and inspection.  

5.4.3.1 THIRD STRAND BLOCK 1 (RIT): OPERATIONAL CONSIDERATIONS BASED ON VARIETY  

Observing the absence of a freestanding UR that covers individual RIT operational standards, it is presumed 

that the development of operational standards is currently outside of IACS’s mandate. The authors assert 

that the importance of operational standards cannot be stressed enough. Dispatched services and 

performance criteria fall within the scope of operational standards which also can serve as a baseline for 

each specific currently available technology. The authors also seek to outline requirements, risks and safety 

performance criteria for RIT. Adopting a common methodological approach will also likely require 

developing operational common minimum requirements to harmonize categories of riskassessments. 

Examples of this approach can be found in two different sets of requirements developed by ABS and the 

China Classification Society (CCS). Guidance Notes developed by ABS includes provisions on: explosion risks 

in hazardous areas, dropped object risks, collision risks (e.g., with other RIT), lost link risks (e.g., network 

compromise), other risks associated with highrisk working areas, and risks associated with parallel 

operations as well as emergency situations (American Bureau of Shipping (2022,). The other set of unique 

RIT operational standards are found in the Guidelines for Use of Unmanned Aerial Vehicles developed by 

the CCS which include: safety, operation performance, enduring capacity, data transmission and 

communication, data storage (e.g., video and image resolution and video and photo formats), as well as 

requirements for airborne cameras (China Classification Society, 2018). 

5.4.3.2THIRD STRAND BLOCK 2 (RIT): DEGREE OF AUTONOMY  

Dissecting IACS UR Z17 ROV and RIT Procedural and Special Requirements utilizing the theory of dynamic 

governance (see Table 1), reveal that the current system is centred on humanrobot interaction. 

Considering the definition of “autonomy” found in ISO 8373:2021, it can be held that RITbased inspections 
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are not fully autonomous, but rather encompass a “semiautonomy/humanrobotautonomy/supervised

autonomy” interface (ISO 8373, 2021). What would help expedite future process reviews is a categorization 

of the RIT with consideration to the degree of autonomy (bearing in mind the differences between a 

“vessel” and a “technique/technological tool”). The degree of autonomy proposed needed to govern the 

ongoing regulatory developments for Maritime Autonomous Surface Ships (MASS) could serve as guidance 

(see Table 9).  

Table 9: Categorization of RIT Based on MASS Degree of Autonomy 

Degree/Level of Autonomy  MASS  RIT 

First Degree  Ship with automated processes and 
decision support with seafarers on 
board to operate and control the 
systems. Systems are partially 
automated, unsupervised with 
seafarers on board ready to assume 
control. 
 

RITsurvey conducted in the presence 
of the attending surveyor. This 
degree aligns explicitly with IACS 
Recommendation 42 and IACS UR 
Z17. 
 

Second Degree  Remotely controlled ship with 
seafarers on board.  

Remote survey with the possibility of 
surveyor to intervene, if necessary. 

Third Degree  Remotely controlled ships without 
seafarers on board. 

Remote survey without attending 
surveyor. 

Fourth Degree  Fully autonomous ship. RIT with automated processes and 
Artificial Intelligencebased machine 
learning operating systems to support 
decisionmaking. 

Source: Adapted from IMO Doc. MSC 100/20/Add. 1, Annex 2 (IMO, n. d.) 

5.4.3.3 THIRD STRAND BLOCK 3 (RIT): DATA MANAGEMENT & SECURITY  

Data obtained from RIT includes information from closeup surveys and gauging. During an RITsurvey 

programme, visual data, such as still images, livestream and recorded video, are collected for 

observing/examining the structural condition of the vessel, ship’s holds and tanks to discover corrosion and 

to measure thickness. It should be emphasized that data from RIT and ROV are considered “nonpersonal 

data”. 

“Control of data” provision embedded in s. 5.2.6 of IACS UR Z17 highlights the responsibilities of service 

suppliers in relation to computer software’s ability to acquire, record, report, store, measure and monitor 

data. While this does not conflict with laws on data protection, caseinpoint EU’s Regulation 2016/679 on 

the General Data Protection Regulation (GDRP), there is still the need to protect the data collected from a 

commercial asset (the vessel under inspection). According to s. 16.8 of IACS UR Z17, operational procedures 

for handling/operating equipment and guidelines on the collection, validation and storage of data rests 

with the service suppliers, which begs the questions of who should retain the copyright (ownership) of data 

gathered from RIT; what are the main characteristics of data quality, how should data be shared between 

the key stakeholders, what provisions on data control and security should be considered, what 

responsibilities do each party have to the other regarding data control and data security, what is the 

duration of preservation of data and image from closeup and inwater surveys, should there be any 

safeguard mechanisms for service providers against thirdparty liability? It is selfevident a trustworthy 

process built on adequate data management and security is in order. Fortunately, answers to some of the 

questions posed above can be found in guidelines developed by individual IACS classification society 

members, which should suffice during the initial reign of supervisedautonomy (see Table 10): 
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Table 10: Selected Classification Society Provisions on Nonpersonal Data Governance 

Source Section and Title  Observations/Remarks 

DNVGL, Approval 
of Service 
Supplier Scheme 
2021 (online) 

Inwater survey on ships and 
mobile offshore units by diver or 
Remotely Operated Vehicle (ROV) 
 
S. 3.1 Reporting (Appendix A) 
 
Firms Engaged in Survey using RIT 
as an alternative means for close
up survey of the structure of ships 
and mobile offshore units 
 
S. 16.1.4 Reporting and data 
storage (Appendix A) 

Important to note that provisions on “data storage” stipulates 
that all files containing data should be named according to the 
structure so surveyed, and should be stored by the service 
supplier and readily available at request from DNV for 5 years. 

ABS, Guidance 
Notes on the Use 
of Remote 
Inspection, 2019 
(online) 

S. 4.9 Data Review 
 
S. 4.11 Data PostProcessing 

S. 4.9 projects issues that may affect image quality including, 
poor image resolution, image focus, occluded camera lens, 
inadequate lighting, instable RIV, dark or shadowy areas, lost 
connectivity, glare from strong lights or sum etc. In addition to 
the recommendation that video footage, live streaming and 
recorded data should be uninterrupted, there are other 
stipulations found in s. 4.9, e.g., recorded data is to be made 
available to surveyor both onsite and offsite (within a specified 
period).  
 
In terms of data processing, ABS recommends advances image 
processing techniques for performing anomaly measurement; 
Artificial Intelligence for pattern recognition, cracks, fractures or 
corrosion; data analytics for anomaly trending and prediction; 
and 3D Model generation for data integration and recording.  

CCS, Guidelines 
for Use of 
Unmanned Aerial 
Vehicles for 
Surveys, 2018 
(online) 

 S. 2 includes provisions on …Data Transmission and 
Communication, Data Storage,  
 
S. 3 includes provisions on … Data and Information (Data 
Collection, Data Processing, Data Security)  
 
S. 4 includes provisions on Survey Data, Survey Report 

Source: (topdown) DNVGL, Approval of Service Supplier Scheme 2021 (online); ABS, Guidance Notes on the Use of Remote Inspection, 2019 

(online); CCS, Guidelines for Use of Unmanned Aerial Vehicles for Surveys, 2018 (online) 

5.4.3.4 THIRD STRAND BLOCK 4 (RIT): LIABILITY  

Ultimately, RIT is an innovative and integrating such transformative product, such as service robots, into 

traditional humandriven tasks calls for a safetynet to guard against thirdparty liability. At present, IACS 

UR Z17 does not provide any caveats that prompts necessary preemptive steps from service providers, flag 

administrators or classification society members. The authors emphasize that quality assurance schemes 

for protection against liability are not generic either in scope or nature, and that the current legal regime 

only requires service suppliers ensure that these elements are in place. As previously discussed, inspection 

and certification fall under the conditional assessment program that is a requirement of charterers and 

cargo owners. Through such assessment programs shipowners can demonstrate “operational reliability” 

to their clients.  

New forms of RIT liability emanating from dropped object or collision risks, or even unseaworthiness of a 

vessel due to deterioration or corrosion from biofouling, may seem farfetched since current routine 

options, such as reverting back to manual inspections and checks through periodical surveys remain readily 

available. Even so RIT does have the potential to create some new and unforeseen risks due to the 

introduction of multiple new actors during an RIT survey (Alexandrapoulou et al., 2021). For example, input
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material supplied by the asset owner to the service supplier prior to hull inspection (i.e., images, drawings 

and designs) could infringe on the copyright or other rights belonging to a third party. Hull survey data could 

be used for marketing by the service supplier without the prior approval of the asset owner. Therefore, the 

path forward should connect the RITsurvey regime to the liability laws of the flag state, referred to as a 

“liability clause” in the texts of classification society member state requirements. An alternative is to follow 

the example set by Lloyd’s Register by including a provision that requires endusers to maintain thirdparty 

liability insurance in case of accidents or incidents (Lloyd's Register, 2022). 

5.4.3.5 FOURTH STRAND BLOCK 5 (RIT): INWATER ENVIRONMENTAL CONSIDERATION  

Technological advancements now allow the conduct of inwater cleaning which signifies to the possibility 

that inwater cleaning could be conducted in tandem with inwater inspection. The applicable section 3 of 

IACS UR Z17 is limited to inspection procedures and does not currently encompass inwater cleaning. 

Deployment of interventionclass ROV with cleaning capacity however that would likely elevate concern for 

environmental protection. It should be noted that cleaning a vessel hull from biofouling also means scraping 

built up pollutants which leaves them exposed in the water.  

Although not a contentious issue at this point, it may become a significant issue if dualpurpose ROV catches 

on as an alternative to more expensive drydock surveys. The Baltic and International Maritime Council 

(BIMCO) have taken the lead in the development of standards for inwater cleaning which can serve as 

commonminimum standards in this context. BIMCO’s Industry Standard on Inwater Cleaning with Capture 

was the result of a threeyear effort to set strategic guidance for ship owners (BIMCO, 2021). It states that 

the standards so developed could help ensure “that the inwater cleaning of a ship’s hull, and niche areas 

including the propeller, can be carried out safely, efficiently and in an environmentally sustainable way” 

(BIMCO, 2021). Specific ROV cleaning standards are laid out in the section titled “operating requirements 

of the cleaning system” that stipulates important todos, such as, postcleaning inspections (s. 9.3), post

cleaning safety and environmental requirements (s. 9.4), service reports after cleaning (s. 9.5), cleaning 

report. 

5.4.3.6 FIFTH STRAND BLOCK 6 (RIT): “PROOF OF CONCEPT” VIA REGULATORY SANDBOX  

Understandably, remote inspections conducted off site should be approved with the objective of achieving 

at least the equivalent results as in situ surveys, with “safety” being the primary consideration, especially 

during force majeure. Beforehand, adequate tests should be carried out through joint collaborative efforts 

in a controlled environment allowing for the strategic development of both methodologies for remote 

classification inspection operations (on the external and the internal areas of a vessel) as well as necessary 

rules and requirements. Survey respondents deemed this as an important step for determining “proof of 

concept” of the functionalities of remote RITsurveys. Respondents also noted that flag states and 

classification societies could engage in extensive testing using the “regulatory sandbox” methodology to 

establish “proof of concept” for conducting RITsurveys (with the possibility of a surveyor intervening as 

well as the possibility without a surveyor intervening) to ensure safer and even higherquality evidence in 

the survey process offering optimum benefits to shipowners and operators (Attrey et al., 2020). The 

authors propose that the survey findings could serve as the impetus to initiate an international scoping 

exercise.  
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5.4.3.7 FIFTH STRAND BLOCK 7 (RIT): A RISK ASSESSMENT FRAMEWORK FOR THE FEASIBILITY OF REMOTE SURVEYS  

A strategic riskassessment framework could assist in determining whether a physical survey is necessary, 

or whether it is safe to proceed with a RITsurvey. In the process of developing a model riskassessment 

framework for determining the eligibility for remote RITsurveys, due consideration should be given to: the 

age of the vessel, hull condition, severity of corrosion on hull structure, type of survey, areas to be 

inspected, ship location, environmental conditions in the area and the availability of approved service 

suppliers and welltrained surveyors. As a second step, applications adhering to the above should then be 

assessed with on a casebycase basis. For example, specific criteria should determine whether a bottom 

survey using ROV while the ship is afloat is a pragmatic alternative to a bottom survey in drydock.  

5.4.3.8 SIXTH STRAND BLOCK 8 (STATUTORY REMOTE SURVEY): COMMON MINIMUM STANDARDS FOR REMOTE SURVEYS AND 

AUDITING  

At the time of drafting this article in September 2022, proposals submitted (earlier in the year) by IMO MS 

including European Commission, provide a holistic understanding of government positions with respect to 

harmonizing statutory remote surveys with IMO conventions. These proposals indicate that MS are 

cognizant of the absence of international guidance covering the conduct of remote surveys, remote audits 

and verifications. Although it is reported that lifting of pandemic related travel restrictions and physical 

presence on board vessels has made manual surveys doable again, port state officers have been quick to 

realize the added advantages, e.g., “reduce{d} the time in port and also reduced overhead costs”, of 

statutory remote surveys (Kartsimadakis, 2023). To derive the benefits from such remote surveys, the 

following elements (extracted from the BUGWRIGHT2 regulatory blueprint) are well worth considering: 

Preliminary Considerations 

Remote surveys may be applied to satisfy both statutory and classification requirements during normal 

situations and existential emergency/force majeure. In normal situations, remote surveys could accompany 

the option of intervention from a surveyor. Should this be the case, IMO should consider amending HSSC 

2021, where appropriate, with reference to IACS UR Z29 to streamline the usage of ICT. Furthermore, it 

may be advantageous to develop a matrix to indicate timetrajectory under the HSSC prescribed surveys, 

and confirm how much time is actually being saved, if any, using ICT. 

Robustness of Systems  

Remote systems for statutory surveys should be reliable whereby manufactures and developers of AI have 

the responsibility to ensure that technical robustness of ICT, as well as to foresee the potential risks 

associated with the design phase to the best of their capacity. Technical robustness is highly relevant to a 

robust system since the remote application should operate properly during a survey without glitches or 

interruptions. 

Determining the Scope of Remote Audits  

In the process of moving towards remote surveys, it could be useful to: amend the definition for 

determining the scope of remote audits and whether they should extend beyond the scope of the following 

(confirmed audits/verifications/inspections that could be conducted remotely): 

 Renewal and annual Document of Compliance (DOC) audits at the company's office; 

 Renewal and intermediate Safety Management Certificate (SMC) audits on board the ship; 
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 Renewal and intermediate International Ship Security Certificate (ISSC) verifications on board the 

ship; 

 Renewal and intermediate Maritime Labor Certificate (MLC) inspections on board the ship; 

 Verifications of interim SMC, DOC, ISSC and MLC audits; and 

 Additional audits. 

Protecting the Remote Audit Regime Against Cyber Threats  

Sharing of confidential information and data by remote means requires adequate protection against 

cybersecurity threats. When developing common procedures through international guidelines, it is 

important to consider the five concurrent functional elements that serves as a concrete foundation to 

effective cyber risk management: identify, protect, detect, respond, and recover (International Maritime 

Organization, 2017). 

5.5 CONCLUSIONS 

RIT or ICTfused inspections and surveys are not an aberration, but an amelioration towards a likely future 

of fully autonomous RAS. As manufacturers cut through design bottlenecks, there will be other challenges 

in developing synergy between regulation and technology, technology and commerce, as well as commerce 

and mass deployment (Knukkel, 2023) Regulatory developments through meaningful participation, 

transdisciplinary dialogue, discussion and consultation, and implementation could very well be the best way 

forward. It must be emphasized to manufacturers, bioengineers, information technologists, and cybernetic 

developers, that developing regulations do not imply that potential breakthrough technologies are being 

restricted. On the contrary, those technologies and technological developments are being administratively 

projected so that innovation and development stays on track. But why does it need to happen in a niche 

area of the maritime domain? 

International regulations for RIT, or topdown rules and requirements, if developed the right way, could 

help provide guidance and avoid a plethora of issues for a system marked by multiple echelons and diverse 

stakeholders. Procedural rules covering data management, liability, and operational standards, will all have 

a crucial bearing on the types of technology that will emerge in the notsodistantfuture. Transition from 

UAVs to hybrid Unmanned Aerial Underwater Vehicles (UAUV) capable of navigating and operating in both 

air and underwater water environments is in the making, and will soon be deployed in the offshore industry 

(Chu et al, 2023). This will further raise RASgovernance questions as both aviation and admiralty 

stakeholders will need to unravel complex layers to set new industrybased standards. 

As of this writing the world is not yet entirely free from the deleterious grasp of the Covid19 pandemic. 

The last three years has called attention to socialdistancing, travel bans and quarantines. RIT and remote 

surveys served as a timely panacea to those engaged in vessel inspection and maintenance. A return to a 

normal operating environment might have pushed inspections and surveys back to the traditional manual

mode, but RAS tools have already been unbridled and demonstrated their worth.  

The writers contend that the maritime industry and applicable government and organizational regulators 

will adapt to technological transformation. For that transformation to be triumphant  consensusbased

methodologicallysound allembracing guidelines are indispensable (Kartsimadakis, 2023). Understandably, 

IMO MS are gearing up to harmonize existing rules and requirements (for safeguarding industry’s interest). 

The key strands of influence, as outlined in this article, will inevitably surface in forthcoming discussions, 

and therefore, will need to be appraised with due diligence at any given stages of development of 
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international guidance on the topic. If carefully structured, the international guidance will enable the 

maritime industry to unleash the full potentials of RAS in the face of current and future global emergencies.  
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6. ANALYSIS OF STRAND 5: DEVELOPMENT GUIDELINES FOR THE REGULATION OF AUTONOMOUS ROBOTIC INSPECTION 

AND GUIDANCE SYSTEMS  
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ACRONYMS 

AI  Artificial Intelligence 

ABS  American Bureau of Shipping 

AI  Artificial Intelligence 

CAP   Condition Assessment Programs  

EU   European Union 

ESP   Enhanced Survey Programme  

GVI  General Visual inspections  

IACS  International Association of Classification Societies 

IEC  International Electrotechnical Commission 

ICT  Information and Communication Technology  

IMO   International Maritime Organization 

IoT   Internet of Things  

ISO  International Organization for Standardization 

LR  Lloyd’s Register  

RIT   Remote Inspection Techniques  

RITS  Remote Inspection Techniques System 

RO  Recognized Organization 

ROV   Remotely Operated Vehicle 

SMS   Safety Management System  

SOLAS   International Convention for Safety of Life at Sea  

UAV  Unmanned Aerial Vehicle  

UTM  Ultrasonic Thickness Measurements 

6.1 PREAMBLE 

In recent years, the maritime industry has deliberated on the use of RIT for inspecting steel structures on 

ships and offshore platforms. Stateoftheart remote inspection techniques (RIT), namely unmanned aerial 

vehicles (UAVs), remotely operated vehicles (ROVs), and magnetic crawlers are the resultants of a cascade 

of technological innovation. Essentially, RIT are machine learningbased systems that potentially provide 

faster and more economical solutions than current manual inspection and maintenance procedures 

(Johansson et al., 2022).  
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From a specialized functionality perspective, UAVs can execute general visual inspections (GVI), ultrasonic 

thickness measurements (UTM), and closeup surveys on ships that necessitate statutory or classification 

evaluations. For steel plates, magnetic crawlers can carry out UTM scans and hull cleaning. Lastly, ROVs, 

which are tethered underwater robots with maneuverability, can undertake underwater tasks, with the 

potential to eliminate in the near future the need for divers. RIT may use a variety of sensors to examine 

the structure and discern defects.  

Using realtime visual imagery to gather complex data, RIT is believed to offer safer and more efficient 

inspection services, paving the way for a digital transformation in the "ship survey" domain. RIT is currently 

linked to the consideration of the following benefits as identified by Pastra et al. (2023): 

 Immediate access to and evaluation of the initial condition of the vessel, determining whether in

person attendance is necessary; 

 Tracking data records and comparing them with previous maintenance records; 

 Realtime data sharing with all relevant parties and stakeholders; 

 Establishing databases to store this data, which can then be utilized for further research by entities 

like shipyards and classification societies; and 

 Securing "flag state acceptance" for statutory surveys before any decision is made by a 

classification society. 

Ships are subject to a throughlife survey regime if they are to be retained in class. Each classed vessel is 

subject to a specified programme of periodic surveys after delivery, based on a fiveyear cycle, consisting 

of annual surveys, an intermediate survey and a class renewal/special survey. The rigor of each specified 

survey increases with the age of the vessel. Depending upon the age, size, type and condition of the vessel, 

the renewal/special survey may take several weeks to complete. The intermediate survey, typically 

scheduled at the midpoint between special surveys, might necessitate drydocking. The duration of this 

survey can vary, ranging from several hours to a few days, depending on the specific requirements and 

scope of inspection. These timelines emphasize the possible advantages of utilizing robotic services. 

Considering the inherent risks associated with entering confined spaces, along with the necessity for 

sufficient ventilation time in these areas and the related costs, it becomes evident that the use of RIT is on 

the rise. Class societies have recognized the efficiency and safety benefits of drone technology, integrating 

it into their inspection services to enhance the process and reduce potential hazards. It’s worth also noting 

that according to the analysis developed solely for the market of large bulk carriers, a staggering €190 

million could be saved by shifting to RITbased alternatives (ROBINS, 2021). 

6.2 THE IMPORTANCE OF CLASSIFICATION SOCIETIES IN STATUTORY SURVEYS 

Recognizing that normally periodical, annual, and intermediate surveys could be conducted with the use of 

remote technologies, the use of RIT by flag States and recognized organizations (ROs) has increased. The 

requirements of the statutory survey are governed by the flag administration and not only by classification 

society promulgated rules and requirements. The role of RO surveyors acting on behalf of flag 

administrations is befittingly reflected in the Protocol of 1988 relating to the International Convention for 

the Safety of Life at Sea (SOLAS, 1974). It is also stressed that the administration bears all responsibilities 

even when the work is delegated to a RO.  

According to the International Association of Classification Societies (IACS), the objective of ship 

classification is to verify the: 
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 Structural strength of all essential parts of the hull and its appendages; safety and reliability of 

the propulsion and steering systems; 

 Power generation and those other features and auxiliary systems which have been built into the 

ship in order to maintain essential services on board, establish and maintain basic conditions 

onboard, so that personnel and cargoes can be safely carried at all times. 

Classification societies, as independent, selfregulating, externally audited, bodies aim to achieve this 

objective through the development and application of their own Rules and by verifying compliance with 

international and/or national statutory regulations on behalf of flag Administrations.  

It should also be noted that within the Enhanced Survey Programme (ESP) or Condition Assessment 

Programs (CAP), IACS plays a pivotal role in shaping and implementing the standards and guidelines for bulk 

carriers and oil tankers. ESP mandates a detailed inspection of specific structures along with a 

comprehensive survey, including a number of scantling thickness measurements. Proper execution of these 

measurements necessitates advance planning to ensure that tanks and storage areas are adequately 

cleaned, ventilated, and accessible. ESP is not a separate survey in itself, but rather, it integrates into the 

existing framework of annual/intermediate/renewal statutory surveys and drydock that ships must 

undergo. 

Figure 22: Enhanced Survey Programme 

 

6.3 THE CHALLENGE 

Despite the benefits from the use of RIT for statutory surveys and their utilization by class societies, there 

is a lack of uniformity in respect of scope, procedures and conditions, which are required for remote surveys 

to be widely accepted.  

Due to the experience and knowledge gained during and after the COVID19 pandemic and the 

advancement in Information and Communication Technology (ICT), a wider use of RIT is expected. That 
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wider use catalyzes the development of guidance in order to facilitate the conduct of remote surveys in a 

harmonized way and in a manner that would allow demonstration of the same level of safety, 

environmental protection and security as in the case of traditional surveys. The establishment and adoption 

of consistent international standards are essential for the seamless integration of RIT for the conduct of 

dull, dirty and risky tasks (Johansson et al., 2022; Pastra et al., 2023).  

The multirobot (shiphull) survey platforms explored under the auspices of European Union (EU) Horizon 

2020 project titled “Autonomous Robotic Inspection and Maintenance on Ship Hulls and Storage Tanks” 

(BUGWRIGHT2) have the potential to alter the manner in which massive structures are inspected and 

maintained. The project's findings are poised to enhance the competitive edge of the shipping industry, 

thereby setting the stage for the establishment of improved and more rigorous safety regulations and 

standards.  

6.4 THE METHODOLOGY FOR THE DEVELOPMENT OF GUIDELINES 

In addition to the previously indicated methodology for developing these guidelines, processes included 

the formation of a subject matter advisory working group consisting of 19 global policy and technical subject 

matter experts in the RIT field (Table 11). 

Table 11: Working Group for the Development of Guidelines 

Name  Organisation 
Damoulis Xydous Lloyd’s Register, The Netherlands 

Andrew Baskin HudsonAnalytix, USA 

Frode Rødølen VUVI AS (West Underwater Inspection Ltd), Norway 

Cody Warner Deep Trekker Inc. Canada 

Mona Swoboda 
 

InterAmerican Committee on Ports (CIP) , Organization of 
American States (OAS), USA 

Aschert, Thomas Lloyd’s Register, Germany 

Yoss Lecrec Logistro Consulting International, Canada 

Anastasios Kartsimadakis TSAKOS Shipping and Trading, Greece 

Christoph Thieme SINTEF, Norway 

Nikolaos Polymeris  Danaos Shipping, Greece 

Ersin Eren Bureau Veritas Marine & Offshore, North Asia Zone 

Alessandro Maccari RINA Marine Research and Development, Italy 

Nikoleta Trivyza  RINA Marine Research and Development, italy 

David Knukkel  Global Drone Inspection, Netherlands 

George Gazlias DIVING STATUS Underwater Services, Greece 

Vera Alexandropoulou Thalassa Foundation, Greece 

Vinia Kontaxaki Alexandropoulou Law Firm, Greece 

Sean Pribyl Holland & Knight LLP, USA 

Thomas Klenum The Liberian Registry, Germany 

 

6.5 GUIDELINES ON REMOTE INSPECTION TECHNIQUES (RIT) 

Scope 

IMO International Conventions set out uniform requirements to facilitate the acceptance of a ship 

registered in one country in the waters and ports of another and define mandatory provisions for the safety 

at sea and the protection of the environment. These requirements, commonly referred to as ‘statutory’ 

requirements, broadly cover four distinct areas:  
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 Aspects of the ship’s design and its structural integrity – load line and stability in the intact and 

damaged condition, essential propulsion and steering equipment;  

 Pollution control with regard to normal ship operation;  

 Accident prevention, including navigational aids and pollution and fire prevention;  

 The situation after an accident (fire, flooding) including containment and escape.  

The effective implementation of the IMO International Conventions is ensured through statutory surveys.  

These guidelines specify acceptance criteria for utilizing the capabilities of a Remote Inspection Technique 

System (RITS) toward the credit of surveys as required by flag States. In case the survey is delegated to an 

RO, the RO should consult the flag State on a casebycase basis for review and acceptance, along with any 

possible additional instructions from the flag State, if considered necessary. A remote survey with robotic 

technologies should only be undertaken, provided the level of assurance is not compromised. The survey 

should be carried out with the same effectiveness and be equivalent to a traditional survey conducted by a 

surveyor. 

The type of surveys that can be performed with the use of RIT may include:  

 The general external surveys with the purpose to identify and quantify defects of steel structure. 

The defects may entail identification of cracks, structural deformation, coating breakdown and 

corrosion; 

 Overall survey of cargo holds – hatch covers open; 

 Overall survey of enclosed spaces; 

 Closeup survey of cargo holds and enclosed spaces; 

 Thickness measurement of enclosed spaces and nonenclosed spaces; 

 Inwater surveys and inwater mooring chain visual inspection up to a depth (to be stated); and 

 Cleaning of steel structure. 

RIT hull inspection and maintenance processes by ROs will contribute valuably in building predictive 

analytics that will enable the optimization of vessel maintenance and operational performance.  

Nevertheless, an RITS shall be considered a highly valuable complementary tool during vessel inspections 

and not a full substitute for traditional vessel inspection. 

The results of the surveys by remote inspection techniques, when used towards the crediting of surveys, 

are to be acceptable to the class surveyor. In case the surveyor, according to their professional judgment, 

deems that the remote survey does not provide the same level of assurance as a traditional survey, the 

surveyor may decide not to credit the use of RIT.  

1. Definitions 

1.1. CloseUp Survey  

A CloseUp Survey is a survey where the details of structural components are within the close visual 

inspection range of the surveyor (i.e. normally within reach of hand) (ref: IACS UZ17, s. 16.1). 

Note 1: In the definition of the closeup survey by IACS is stated that ‘components are within the close visual 

inspection range of the surveyor, i.e., normally within reach of hand’ (ref: IACS UZ17, s. 16.1). However, the 
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phrase ‘within reach of hand’ should be omitted, considering that inspections are increasingly conducted 

with the aid of robotic technologies.  

In general, RIT can be used as an alternative means for the closeup survey of marine and offshore 

structures in compliance with IACS UR Z17. 

1.2. Degree of Autonomy  

Degree of autonomy is the level of interaction between a human and a robotic system.  

Note 2: The degree of autonomy can be categorized into different levels, ranging from fully manual (where 

a human operator directly controls the inspection process) to fully autonomous (where the system can 

perform inspections without any human input). For RIT the following four levels have been defined, 

mirroring the approach taken for maritime autonomous surface ships (MASS) as per IMO Doc. MSC 

100/20/Add. 1, Annex 2: 

 First Degree: RITsurvey conducted in the presence of the attending surveyor. This degree aligns 

explicitly with IACS Recommendation 42 and IACS UR Z17; 

 Second Degree: Remote class survey with the possibility of surveyor to intervene, if necessary. 

 Third Degree: Remote class survey without attending surveyor; 

 Fourth Degree: RIT with automated processes and Artificial Intelligencebased machine learning 

operating systems to support decisionmaking. 

1.3. Hazardous Areas 

Hazardous Areas are areas where flammable or explosive gases, vapors, or dust usually are present or likely 

to be present (ref: ABS, s.7). 

1.4. Information and Communication Technology (ICT)  

Information and Communication Technology (ICT) are the technologies used in the scope of remote surveys 

for gathering, storing, retrieving, processing, analyzing, and transmitting information which includes both 

software and hardware (ref: IACS UZ29, 1.2.2). 

1.5. Metadata 

Metadata is data that provides information about other data. 

1.6. Pilot 

Pilot is the operator who directly controls the RIT. 

1.7. Remote Inspection Techniques (RIT) 

Remote Inspection Techniques (RIT) is a means of survey that enables examination of any part of the 

structure without the need for direct physical access of the surveyor (ref: IAC UZ17, s. 16.1).  

RIT may include: divers, unmanned robot arm, remotely operated vehicles (ROVs), climbers, drones, or any 

other means acceptable to the Society (ref: IACS Rec. 42, s. 1.1 and IAC UZ17, s. 16.1); 

Note 3: According to IACS (Rec. 42, s. 1), remote inspections should be carried out in the presence of the 

surveyor. IACS Recommendation 42 should be revised and/or complemented with other IACS instruments 

to allow remote surveys using RIT to be conducted without the physical presence of the surveyor being
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mandatory, for classification purposes. Nevertheless, surveyor presence should be required during RIT 

process in being onboard or onshore to verify the process. Therefore, the word “attending” should be 

omitted in IACS Recommendation 42, and the word “may” be replaced with “should” so as to provide 

sufficient flexibility. Given that remote surveys could be surveys conducted using RIT, it is advised that RIT 

procedures concerning the engagement of surveyor be left openended to apply to the physically attending 

surveyor or remote surveyor.  

Note 4: For vessel survey and inspection, including maintenance, stakeholders use interchangeably two 

technologyrelated terms: RIT and remote survey. However, their conceptualization should be 

distinguished. Remote survey is a “process of verifying that a ship and its equipment comply with the rules 

of the Class where the verification is undertaken, or partially undertaken, without attendance on board by 

a surveyor’’ (IACS UR Z29, s 1.2.1). In summary, RIT refers to robotic platforms whereas remote surveys is 

about being survey via ICT, and as such does not entail mobile robotic platforms. Remote survey is part of 

a digital service for ship owners allowing the possibility for class surveyors to perform certain types of 

surveys through a remote technique.  

1.8. Remote Inspection Technique System (RITS) 

A remote inspection technique system (RITS) is a system that utilizes the techniques specified in 1.7 and 

any other associated support equipment (equipment, ground control station, data links, telemetry, 

communication system and navigation equipment), sensors and any data analytics capability (ref: LR 1.4.7). 

1.9. Remotely Operated Underwater Vehicle (ROV)  

Remotely Operated Underwater Vehicle (ROV) is an unmanned unit, remotely controlled or programmed, 

designed for underwater observation, survey, inspection, construction, intervention, or other tasks (ref: 

ABS, 2022, s. 1.3).  

1.10. Robotic Arm  

A robotic arm is a programmable mechanical device designed to mimic the movements and functions of a 

human arm. 

1.11. Robotic Crawler  

A robotic crawler, commonly referred to as a “crawler”, is a tethered or wireless vehicle, often equipped 

with magnets, designed to “crawl” along a structure using wheels or tracks (ref. ABS, s.1.5) 

1.12. Sensor 

A sensor is an apparatus that identifies and quantifies physical properties from the environment (e.g. heat, 

light, sound) and transforms them into signals which can be interpreted by a person or a machine. Typical 

sensors deployed by RIT, as specified by LR) include: normal visual light range cameras, infrared/thermal 

cameras, • stereoscopic (3D) cameras, Light Detection and Ranging (LiDAR), ultrasonic testing thickness 

measurement (UT TM) probes and sonar (ref: LR, S.1.3.2). 

1.13. Service Supplier 

Service Supplier (may be referred to here after simply as ‘supplier’ or ‘provider ‘) is a person or company, 

who at the request of an equipment manufacturer, shipyard, vessel’s owner, RO or other client acts in 

connection with inspection work and provides RIT services.  
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1.14. Standard Operation Procedure (SOP) 

Standard Operation Procedure is a detailed organizational document consisting of explicit instructions to 

guide employees through the consistent execution of routine tasks. 

1.15. Statement of Capability 

Statement of Capability is a formal document prepared by the attending surveyor upon completion of the 

survey to state that the inspections of steel structure is in accordance with the rules and standards of class 

society.  

1.16. Survey  

Survey is the examination of structure, with the results being compared against a specified standard. Results 

falling outside the specified limits are considered and decisions are made on the repairs required, 

deferment of repairs and the continued use of that structure (ref: LR, 1.4.9). A survey determines the extent 

of additional Closeup Surveys.  

1.17. Survey Planning Document 

Survey Planning Document is the document prepared by the owner/operator to support the survey 

preplanning requirements for carrying out classrelated surveys. (ref: ABS, s.7). 

1.18. Traditional Survey 

A traditional survey is a survey conducted by a class surveyor with physical examination of the ship's 

structure, systems, and equipment to verify the vessel's seaworthiness and maintenance. 

1.19. Ultrasonic testing thickness measurement (UT TM) 

Ultrasonic testing thickness measurement UT TM is gauging the thickness of material using an ultrasonic 

probe (ref: LR 1.4.10) 

1.20. Unmanned Aerial Vehicle (UAV) 

Unmanned Aerial Vehicle (UAV) is an aircraft with no human pilot on board. A UAV controlled remotely or 

can fly autonomously based on a predefined flight route and/or using dynamic automation systems (ref: 

ABS, s. 1.1).  

Note 5: The industry may refer to Unmanned Aerial Vehicles as “drones”, Remotely Operated Aerial 

Vehicles (ROAVs), or Unmanned Aircraft Systems (UASs). 

1.21. Visual Line of Sight (VLOS) Operation 

Visual Line of Sight (VLOS) are operations that always keep the UAV in the visual line of sight of the pilot. 

For example, UAVs are not flown into clouds or behind structures (ref: ABS, s.7). 

2. Eligibility and Proof of Concept 

2.1 The eligibility of the RIT with the use of UAV, ROV, crawler, drones and other means acceptable to the 

Society should be decided based on the type and scope of the requested survey. Equivalency of a remote 

survey to a traditional survey is obtained when, with the use of suitable robotic technologies and ICT, the 
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flag State or their authorized recognized organization (RO) can perform the survey remotely to their 

satisfaction and being able to:  

i. obtains the supporting and technical evidence required according to the applicable regulations;  

ii. verify applicable survey items and relevant tests; 

iii. provide the same level of assurance obtained with attendance on board by a surveyor. 

Eligibility should be made based on the risk assessment criteria specified in Section 3.  

Before commencing the remote survey, the RO should clearly assert its right to terminate the process if it 

becomes evident that the survey cannot maintain equivalence with traditional survey, particularly 

concerning safety standards and thoroughness. 

2.2 Proof of Concept 

The functional "proof of concept" for remote inspections can be accomplished through more live trials 

within a regulated setting. Once remote inspection technologies are widely implemented, classification 

societies must guarantee their strength, ensuring these technologies enable faster, safer, and more efficient 

ship assessments. In essence, the efficacy of these systems will be solidly affirmed once their technical 

robustness and data quality is demonstrated. For technical robustness, systems must operate correctly and 

yield consistent, exact results across repeated operations, especially if they are to be included in future 

"confirmatory surveys". The final step could be to initiate validation of final output through a series of tests 

on different types of vessels during closeup inspections and statutory surveys. The results should be 

compared and contrasted with data gathered through results gathered from physical surveys.  

Overall, tests are to be performed in order to demonstrate that the RITS is capable of being used to 

find/identify the specified defects, and if applicable, is capable of quantifying/measuring those identified 

defects. The "proof of concept" should follow the methodology commonly known by Class Societies as the 

Technology Qualification Process. 

3. Risk Assessment  

A risk assessment approach is part of the RO’s Technology Qualification Process, which should be adopted 

before the beginning of the RIT process, considering at least the following elements: 

 Safety performance of ship, type and age of ship, records of deficiencies; 

 Degree of autonomy of the RITS; 

 The scope of the remote survey, with consideration to those items that could be verified remotely 

for compliance with the applicable requirements, to achieve the same level of assurance and 

equivalence when compared to physically attended surveys;  

 The type of ICT to be used, including confidentiality, security of information and data protection;  

 The certification of service suppliers; 

 The qualification of the surveyors performing remote surveys; 

 The roles and responsibilities of onboard personnel/crew, if any;  

 The reporting of the remote survey as per flag State’s requirements; 

 Environmental conditions.  
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Upon completion of the risk assessment, specific procedural and technical requirements may be defined, if 

considered necessary by the flag State, in order to consider the proposed remote survey equivalent to a 

traditional survey.  

It is the duty of the owner, or its representative, to inform the class society of any events or circumstances 

that may affect the continued conformance of the ship with Class Rules. 

4. Allocation of Responsibilities 

Throughout the various phases of the remote inspection process—planning, execution, and reporting—

each stakeholder must have defined responsibilities and duties (ref: ABS, Section 3). The main elements to 

be taken into consideration by all participating personnel during the three stages of the inspection process 

are described below.  

4.1 Preinspection planning phase 

In the preinspection planning phase, a decision regarding the suitability of RIT should be made jointly 

between the ship owner/operator and the classification society. If the RIT is deemed appropriate, a certified 

service supplier should be selected. The chosen service supplier bears the responsibility for developing a 

comprehensive inspection plan that integrates the selected RIT tools, along with a detailed risk assessment 

framework. The classification society has the critical role of reviewing the "Survey Planning Document" 

provided by the ship operator, ensuring it adheres to established standards and rules. 

In general, the following elements should be taken into consideration during the discussion session of the 

preinspection stage between the owner/operator, class, and service supplier:  

 Coordinate logistical aspects of the inspection, obtaining work/site permits; 

 Clarify the responsibilities of owner/operator, surveyor, and service supplier and ensure that 

contact information of all relevant parties has been disseminated among the team; 

 Confirm the work scope of the intended RIT operations and assess the field conditions; 

 Identify hazards and mitigation plans (see Section 5); 

 Assess the condition of structure (clean/dirty; coated/uncoated; cargo residue, etc.); 

 Confirm that enclosed spaces are free of sediments (for ROVs); 

 Confirm the inspection area/tank surface is clean and devoid of mud; 

 Review weather forecast and environmental conditions at the port;  

 Ensure that robotic technologies have an onboard camera that provides adequate visual quality of 

still images, livestream videos, and recorded videos (see Section 8); 

 Initiate a test stream from the service supplier to remote surveyor to determine actual network 

latency; 

 Verify that the ROV or robotic arm provides and maintain an interferenceresistant communication 

channel; 

 Identify sources of possible radio frequency (RF) interference, such as microwave antennas and 

high voltage lines; 

 Consider a spectrum or Receiver Autonomous Integrity Monitoring (RAIM) analysis to determine 

frequency strength, integrity, and areas of possible interference; 

 Specify the certified safe type electrical apparatus/smartphones which are allowed to be used for 

the remote surveys in hazardous areas; 
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 Prepare a Hazard Assessment Report before beginning the inspection, ensuring it adheres to the 

vessel's hazardous area plan; 

 Develop an action backup plan if the connection is lost and specify alternative forms of contact. 

 clarify terms about data ownership, security and liability (see Section 9.1); 

 consider data security (see Section 9.2). 

For underwater inspection/inwater survey, the following elements should be additionally considered:  

 Detailed plans of the hull and hull appendages (all shell openings, stem, rudder and fittings, 

sternpost, propeller (with identification of each blade), anodes and securing arrangements, bilge 

keels, welded seams and butts); 

 Rudder arrangements; 

 Tailshaft arrangements; 

 Identification marks on the hull to facilitate the inwater survey (in particular, the positions of 

transverse watertight bulkheads); 

 Full photographic documentations; 

 Thickness readings, closeup and nondestructive testing. 

The service supplier shall have documented operational procedures and guidelines for how to plan, carry 

out and report inspections; how to handle/operate the equipment; collection and storage of data. These 

shall include: 

 Requirements for preparation of inspection plans when UAVs are part of the equipment flight 

plans; 

 Operation of the remotely operated platforms; 

 Operation of lighting; 

 Calibration of the data collection equipment; 

 Operation of the data collection equipment; 

 Twoway communication between the operator, platform, surveyor, other personnel such as 

support staff and ships officers and crew: 

The service supplier shall have a Safety Management System (SMS) providing a systematic approach to 

managing safety to incorporate system descriptions, risk assessment, and risk controls in their service 

planning documents. 

4.2 Operation Phase 

In the operational phase, the chosen service provider is obligated to execute the inspection according to 

the guidelines set forth in the “Survey Planning Document.” Simultaneously, the class surveyor onsite is 

tasked with supervising the RIT operations team, guaranteeing adherence to all requisite protocols and 

standards. 

The following elements should be taken into consideration during operation phase:  

 Recording of the inspection with the vessel’s name/IMO number in frame and ensure that the 

remote surveyor confirms before starting; 
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 Ensure that the Service Supplier has in place a Standard Operation Procedure (SOP) for each RIT 

operation that, amongst others, includes: checklist clearance for inspection condition checks, 

personnel readiness checks, communication checks, equipment checks; 

 RIT launch and recovery zones; 

 Documentation of conditions that may affect the class; 

 Visual Line of Sight for UAVs to be maintained even if no regulatory requirement applies; 

 Deconfliction for UAVs; 

 Integrity of the raw data should be maintained during the data storage process; 

 Related metadata of the raw data should be captured and stored properly. 

In cases where the communication signal experiences significant interference, the operation should be 

aborded. 

4.3 Reporting Phase  

In the reporting phase, the service supplier shall send the report and data to the asset owner and class to 

assess if a physical or additional inspection is required. Upon satisfactory completion of the testing, as per 

the attending surveyor's approval, a Statement of Capability may be issued by the class. This statement 

should outline the specific performance criteria that the RIT system has met. The Statement may 

encompass various elements, including: inspection types for classification survey, inaccessibility of areas, 

data collection, lighting type, condition of structure, defect type, defect type quantification and automation 

capabilities relating to navigation, data collection and analytics.  

The following elements should be taken into consideration during reporting phase:  

 RIT operational details should be logged, including launch time, duration, recovery time, 

description of any malfunctions, anomalies, parts needing replacement and the type of work 

completed; 

 Statement of Capability by the class; 

 Battery checks should be conducted and documented. 

5. Hazard Identification  

Mitigation of all potential hazards that could emanate from the deployment of RIT should be addressed. 

Main hazards before, during and after the remote inspection are described below (ref: Pastra et al. 2024). 

Hazards before the remote inspection: 

 Poor familiarization of the operator and inadequate training with robotic platforms; 

 Lack of a comprehensive setup of the navigational plan for the robots; 

 Unsuccessful drone localization; 

 Miscalibration of the drone; 

 Low battery power capacity and improper storage; 

 Nonregulatory compliance of drone; 

 Insufficient ROV deployment; 

 Transfer and adhesion of the magnetic crawler. 
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Hazards during the Inspection: 

 Drone can turn into a falling object; 

 Risk of injury from the drone propellers; 

 Loss of sight of the drone;  

 Recovering the ROV and magnetic crawler if the cable is tangled;  

 Loss of adhesion of a wallclimbing crawler; 

 Lack of water supply for the magnetic crawler; 

 Damage of the hull’s paint from the magnetic crawler. 

Hazards after the remote inspection 

 Data quality (see Section 8); 

 Data security (see Section 9). 

Psychosocial hazards 

 Stress of the surveyor; 

 Surveyors’ knowledge may be considered obsolete; 

 Cognitive inattention and errors of judgment for operators; 

 Communication hazards. 

Robotic technologies used in hazardous areas should be certified safe as defined in International Standards 

IEC 60079 that specifies the construction and testing of intrinsically safe apparatus intended for use in 

explosive atmospheres and for associated apparatus that is intended for connection to intrinsically safe 

circuits that enter such atmospheres. In hazardous areas, only certified safe type electrical 

apparatus/smartphones can be used for the remote surveys. In particular, they must have an explosion 

group and temperature class (at a reference ambient temperature of 45°C) equal to or higher than those 

required for the products the ship is allowed to carry. 

The shipowner/operator, class society, and service supplier must reach a consensus on the Hazard 

Assessment Report before beginning the inspection, ensuring it adheres to the vessel's hazardous area plan. 

6. Qualification and Training 

6.1 Qualification and Training of the Surveyor  

The surveyors engaged in remote surveys with robotic technologies should be trained and qualified as per 

standard procedures of the flag State or their authorized RO.  

Additional training should be carried out, covering the ICT used for the RIT, in relation to the applicable 

remote survey scope and methods, in order to qualify surveyors engaged in remote surveys. The additional 

training should include at least the following aspects: 

i. knowledge of the technologies used in the survey; 

ii. knowledge of the operation of the remote survey software, if applicable; 

iii. knowledge of the technical and procedural aspects related to remote surveys; and 

iv. knowledge of the connectivity and data/screen sharing aspects related to remote surveys.  



BUGWRIGHT2 Deliverable D10.5

Grant Agreement No. 871260   Dissemination level: PU 

Page 313 version 1 status: released 

6.2 Qualification and Training of the Firms engaged in survey using Remote Inspection Techniques 

The Service Supplier is responsible for the qualification of its divers, RIT operators and supervisors and for 

their training in the use of the equipment utilized when carrying out inspection as specified in IACS Z17. 

The supplier is to maintain a documented training plan for personnel. The plan shall include requirements 

for training in the minimum rule requirements for the structure of relevant ships types, the recognition of 

structural deterioration (including corrosion, buckling, cracking and deteriorated coatings) and use of the 

reporting system. 

The operator carrying out the inspection, as specified in IACS Z17, shall be certified according to the 

recognized national requirements or an equivalent industrial standard and have had at least one year of 

experience as an assistant carrying out inspections of ship’s, including participation in a minimum of five 

different assignments. The operators who are required, according to international and national legislation, 

to be licensed for RIT shall hold valid documentation issued by the appropriate bodies (e.g., UAV pilots are 

to be qualified and licensed in accordance with applicable national requirements). 

6.3 Qualification and Training of the Crew Members 

Remote surveys may require the cooperation of crew members; therefore, the master should ensure that 

crew is familiar with the remote survey process and able to understand the process with respect to tests 

and gathering of evidence on the condition of the vessel. The implementation of remote surveys should not 

constitute an undue burden to ship crew and shorebased personnel.  

Suitable procedures related to the performance of remote surveys should be included in the company’s 

Safety Management System (SMS), addressing at least the following aspects:  

i. responsibility, impartiality and liability of the Company and crew/personnel involved in remote surveys; 

ii. knowledge of the operation of the ICT used for remote surveys, as applicable; 

iii. knowledge of the technical and procedural aspects related to remote surveys as applicable; 

iv. record of training of crew/personnel involved in remote surveys for the aspects listed in the above items. 

7. Information Communication Technology (ICT) 

This section outlines the minimum requirements for the use of ICT that can capture images, record video 

and/or live stream video or other data from a ship as considered acceptable to the flag State.  

7.1 Hardware  

The service provider is responsible for the availability of the hardware which can be requested for the ICT 

used during RIT. The use of ICT should facilitate a remote collaboration between the ship, the surveyor and 

service supplier. Portable equipment should be equipped with a power capacity suitable for the intended 

scope and duration of the survey.  

For live streaming twoway audio and video or other means, the following devices are normally used for 

effective collaboration between the operator and the surveyor, ensuring the surveyor can coordinate and 

drive the remote survey:  
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 Smart device compatible with the applicable software/technology. The smart device may be a 

smartphone, tablet, computer, wearable device, smart glass, digital camera, drone, or any other 

device which can be connected to the network and capable of transmitting the necessary 

video/data/images to a remote location; and 

 Communication accessories like headphones and microphones for the noisy environment as 

applicable and as deemed necessary.  

Maintenance and regular checks that the equipment is working satisfactorily should be part of the planned 

maintenance system of the service provider and should be recorded accordingly.  

Surveyors performing remote surveys should use a computer normally with one or more screens of 

sufficient size, enabling them to view the evidence received from the ship to their satisfaction.  

7.2 Software  

The software applications for live streaming, to be downloaded onto smart devices, should provide a secure 

channel through which image/video/data can be shared and in accordance with the provisions of Section 

9. Overall function and ability of such software applications should ensure that data security is part of the 

risk assessment.  

The software used to perform the remote inspection may also be provided with technologies that support 

the surveyor in the process of decisionmaking, such as: 

 Artificial Intelligence (AI) for the review of data;  

 Internet of Things (IoT) for collecting parameters and evaluating acceptability/working condition 

of machinery and equipment;  

 Data driven verification and selftesting systems method; or  

 Sharing of ship’s integrated control, monitoring and alarm system in order to view and assess data 

in realtime.  

The above software and technologies should be evaluated and accepted by the flag State as part of the ICT.  

7.3 Internet connectivity requirement  

The communication system should have sufficient capacity to ensure efficient and stable online 

communication for the required direct color image/video streaming and voice communication from the 

service supplier to the attending or shore remote surveyor.  

The network used to transmit data for the remote survey should have the required bandwidth in order to 

provide sufficient stability of the connection and allow colour video streaming of adequate resolution and 

frame rate from applicable locations. The communication equipment between the service supplier and 

surveyor, when performing live streaming, should have the following functionality in almost real time:  

 

 Surveyor should see the same image/videos framed by the smart device;  

 Delivering highdefinition (HD) video;  

 Delivering highresolution photos; and  

 Record videos and photos. 
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8. Data Quality 

Digital data such as photos, livestreams, and recorded videos are the predominant outcomes of conducting 

RIT inspections.  

The underpinning success of remote surveys is contingent on the veracity of the data collected, which refers 

to the extent that data is accurate, precise, and trustworthy. Veracity becomes crucial when dealing with 

large datasets, as the probability of encountering noise, abnormalities, and inconsistencies increases 

significantly.  

Highveracity data ensures that assessments of a vessel's condition are correct and defects are properly 

identified. Ensuring data veracity requires highdefinition cameras, artificial lighting and high precision 

sensors. Advanced image and data processing can be achieved with data localization, defect recognition 

and 3D scene reconstruction. 3D scene reconstruction of particular damages, via the use of highresolution 

visual, thermal, LIDAR and SONAR images, facilitates the identification of crack or damage localization and 

thicknesses in the hull structure. 

Robust drones/ROVs/crawlers and sensors can compensate for or resist environmental distortions. The 

resolution and sensitivity of sensors must be sufficiently high to detect minute structural anomalies, and 

their calibration must be regularly verified. Utilizing sophisticated data analytics tools can assist in cleaning, 

processing, and verifying the accuracy of data. Investing in data literacy for all the stakeholders in the 

inspection process ensures that those handling data understand the importance of its quality, leading to 

informed decisionmaking. 

The value of “metadata” data about data hinges also entirely on its veracity. Metadata that includes 

time/date stamps, GPS location, camera orientation, focal length, shutter speed, aperture setting, ISO level, 

camera type, lens type, ROV orientation and depth can be generated. Veracious metadata ensures that 

data can be archived, retrieved, or deleted in line with the provisions specified by the involved stakeholders. 

The quality/resolution of the image and video should be evaluated by the surveyor based on the items 

being surveyed remotely. In cases where a surveyor views data in a live format, tests should be carried out 

in advance to demonstrate that the presentation of data is of a quality that enables the detection of any 

defects. 

Stored data should be geolocated and presented in a format acceptable to the Surveyor.  

The flag State may also apply and define a minimum standard for the videos/photos.  

9. Data Protection and Cyber Security Requirements 

Remote surveys require the transfer of photos, videos, and other data across global networks. All the 

relevant stakeholders involved in the planning, operation, and reporting stages are advised to utilize a 

trusted data platform to safeguard the data generated through the systems. 

The remote process should ensure that data security should be considered in advance during the pre

inspection phase. The software/application used to perform the remote survey should be compatible with 

the applicable technical requirements; in addition, the software used should be in compliance with the 

applicable:  

1. Data protection and confidentiality requirements for the transmitted data; and  
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2. Cyber security requirements. 

9.1 Data Protection 

Data quality, data ownership, preservation entity, security measures, sharing, data lifecycle, copyright and 

data liability should be included in a contract form executed by ship owners, classification societies and 

service suppliers during the preinspection phase.  

It should be noted that in cases of data streaming, the data is often in transit and may not be stored long

term; instead, it is typically stored temporarily in a transient state. Streaming data can be configured to 

deliver only the essential information required for a specific function or analysis, thereby reducing 

unnecessary exposure. This means that the hazard of access by unauthorized entities is substantially 

limited. In contrast, data storage solutions may present a more appealing target for unauthorized access, 

since they consolidate large volumes of potentially valuable data in a single location, often retained 

indefinitely. 

9.2 Cyber Security Requirements 

For cyber security, the three principles of CIA triad Confidentiality, Integrity and Availability should serve 

as the fundamental blueprint that encapsulates the core principles essential to any robust cybersecurity 

strategy. As cyber threats continue to evolve in sophistication, adherence to the CIA triad remains the 

essential strategy to defend against the myriad of risks threatening the sanctity of the data and information 

systems. 

i. Confidentiality: measures used to ensure data privacy by preventing unauthorized access. These measures 

may include passwords, biometric verification, cryptographic keys, regular updating and patching of 

security systems to ward off intrusions. 

ii. Integrity: measures to maintain the accuracy and reliability of data throughout its lifecycle. The measures 

may include version control to keep track of modifications, access restrictions to prevent unauthorized 

personnel from modifying sensitive data, utilization of cryptographic hash functions to detect unauthorized 

changes. 

iii. Availability: measures to ensure that the authorized users should be able to access data whenever 

needed. Measures may entail backups to provide access to information even during hardware failures or 

cyberattacks. 

 

To mitigate unexpected issues related to nonpersonal asset data, five simultaneous functional components 

should be taken into account as specified by resolution MSC.428(98) on Maritime cyber risk management 

in safety management systems and MSCFAL.1/Circ.3/Rev.1 on Guidelines on maritime cyber risk 

management.: 

 Identify: Define personnel roles and responsibilities for cyber risk management and identify the 

systems, assets, data and capabilities that, when disrupted, pose risks to ship operations; 

 Protect: Implement risk control processes and measures (i.e. cryptographic mechanisms), and 

contingency planning to protect against a cyberevent and ensure continuity of shipping 

operations; 

 Detect: Develop and implement activities necessary to detect a cyberevent in a timely manner; 
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 Respond: Develop and implement activities and plans to provide resilience and to restore systems 

necessary for shipping operations or services impaired due to a cyberevent; and 

 Recover: Identify measures to backup and restore cyber systems necessary for shipping operations 

impacted by a cyberevent (IMO, 2017).  

Cyber security should also be reviewed against vessel's systems vulnerabilities and limitations. Navigation, 

cargo and main engine electronic equipment are sensitive and the interaction with RIT may affect their 

performance. 

10. Liability 

10.1 The Evolving Legal Regime for Liability  

It is imperative to situate inquiries concerning the legal liability of RIT within the broader context of risks 

and hazards identified in section 5.  

1. RIT are operated using (batteryproduced) “electricity” – that is viewed as a product pursuant to Article 

2 of Directive 85/374/EEC (ref: Johansson et al., 2022 and Article 4 of (COM (2022) 495)). Although this 

needs to be further substantiated, the preliminary connection is clear. The Directive, common rules on the 

liability of economic operators for damage suffered by natural persons caused by defective products. Article 

10 of the Proposal for the revised Directive gives resort to the defense mechanism of manufacturers, stating 

that the manufacturer shall not be liable as a result of this Directive if he is able to prove that:  

a) he did not put the product into circulation; or  

b) having regard to the circumstances, it is probable that the defect which caused the damage did not exist 

at the time when the product was put into circulation by him or that this defect came into being afterwards; 

or  

c) the product was neither manufactured by him for sale or any form of distribution for economic purpose 

nor manufactured or distributed by him in the course of his business;  

d) that the defect is due to compliance of the product with mandatory regulations issued by the public 

authorities;  

e) the objective state of scientific and technical knowledge at the time when the product was placed on the 

market, put into service or in the period in which the product was within the manufacturer’s control was 

not such that the defectiveness could be discovered; or  

f) in the case of a manufacturer of a component, that the defect is attributable to the design of the product 

in which the component has been fitted or to the instructions given by the manufacturer of the product. 

2. Nevertheless under Art. 10 para 2, by way of derogation from paragraph 1, point (b) above, an economic 

operator shall not be exempted from liability, where the defectiveness of the product is due to any of the 

following, provided that it is within the manufacturer’s control: (a) a related service; (b) software, including 

software updates or upgrades; or (c) the lack of software updates or upgrades necessary to maintain safety. 

3. Accordingly, in the EU AI Liability Directive, where it is excessively difficult for the claimant to prove the 

causal link between the fault and damage, the causal link is presumed. In particular, when it comes to high

risk AI systems as defined in the Proposal for a Regulation laying down harmonized rules on Artificial 

Intelligence (Artificial Intelligence Act/ AI Act) COM/2021/206 final). Art 4 of the AI Liability Directive 
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establishes the fault consisting in the noncompliance with a duty of care laid down in Union or national 

law directly intended to protect against the damage that occurred is presumed in the following 

circumstances: 

a) the AI system is a system that makes use of techniques involving the training of models with data and 

which was not developed on the basis of training, validation and testing data sets that meet the quality 

criteria referred to in [Article 10(2) to (4) of the AI Act];  

(b) the AI system was not designed and developed in a way that meets the transparency requirements laid 

down in [Article 13 of the AI Act]; 

(c) the AI system was not designed and developed in a way that allows for an effective oversight by natural 

persons during the period in which the AI system is in use pursuant to [Article 14 of the AI Act]; 

(d) the AI system was not designed and developed so as to achieve, in the light of its intended purpose, an 

appropriate level of accuracy, robustness and cybersecurity pursuant to [Article 15 and Article 16, point (a), 

of the AI Act];  

or 

(e) the necessary corrective actions were not immediately taken to bring the AI system in conformity with 

the obligations laid down in [Title III, Chapter 2 of the AI Act] or to withdraw or recall the system, as 

appropriate, pursuant to [Article 16, point (g), and Article 21 of the AI Act]. 

3. In the case of a claim for damages against a user of a highrisk AI system subject to the requirements laid 

down in chapters 2 and 3 of Title III of [the AI Act], the condition of paragraph 1 letter (a) shall be met where 

the claimant proves that the user: 

(a) did not comply with its obligations to use or monitor the AI system in accordance with the accompanying 

instructions of use or, where appropriate, suspend or interrupt its use pursuant to [Article 29 of the AI Act]; 

or 

(b) exposed the AI system to input data under its control which is not relevant in view of the system’s 

intended purpose pursuant to [Article 29(3) of the Act]. 

10.2 Liability of original equipment manufacturers (OEMs) 

The original equipment manufacturers (OEMs) of RIT could follow internationally agreed and accepted 

requirements for safe commercial operations, such as standards developed by the International 

Organization for Standardization (ISO). Whether a manufacturer is liable will depend on the circumstances 

and whether relevant international or industry product specification standards have been violated.  

During the design phase, manufacturers of RIT should exercise due diligence to ensure that connectivity 

will, under no circumstances, compromise safety (of the product) or data accuracy. In tandem, 

manufacturers should ensure transparency, accountability, and responsibility for all intelligent information 

systems that are developed. Certified products following international standards should be provided by 

manufacturers and subsequently, deployed by endusers. From a RIT perspective, service suppliers should 

ensure prescribed equipment safety standards for hardware and software. All systems should be rated 

against intended operational environment (intrinsically safe in hazardous areas, operational wind speed, 

etc.). 
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It is important to note that any progress in terms of “degree of autonomy” inevitably raises the question of 

who is responsible if RIT should violate a contractual obligation; therefore, clarity on responsibility in 

connection with the use of remote systems is a requisite. Clearly embedded provisions in the contract 

should specify the liable party (manufactures, developer of the AI system or pilot of the drone) in different 

scenarios when a RIT operated by a pilot, or a fully autonomous RIT drops, crashes and causes damage. The 

different scenarios include but are not limited to collisions with asset structures, collisions due to 

malfunction of the equipment or unexpected or unforeseen incidents occurring in cases where visual line 

of sight (VLOS) is not maintained.  

Regardless of how provisions on liability take shape in the long run, service suppliers should secure third

party public liability insurance and professional indemnity insurance for protect against legal liability for 

third party property damage or injury whilst using RIT.  
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7. CONCLUSIONS & WAYS FORWARD: EXTRACTING KEY INTERNATIONAL STAKEHOLDER RECOMMENDATIONS FROM 

WMUGOIBUGWRIGHT2 FORUM 

 

7.1 INTRODUCTION: FORUM BACKGROUND 

The BUGWRIGHT2 Forum was conducted on 16 February 2024, in accordance with the Chatham House 

Rule, as part of the culminating efforts of the WMUGOI BUGWRIGHT2 project, a member of the consortium 

established by the European Union Horizon 2020 (under Grant Agreement no. 871260), concluding on 31 

March 2024. The Chatham House Rule reads as follows, “When a meeting, or part thereof, is held under 

the Chatham House Rule, participants are free to use the information received, but neither the identity nor 

the affiliation of the speaker(s), nor that of any other participant, may be revealed”. Therefore, in the spirit 

of upholding the rule this report will not disclose the identity of the panelists and moderators. 

The Forum, convened at the venue provided by the DANAOS Research Centre, aimed to extend to 

consultation and engagement with maritime national and international highlevel experts for the European 

Union's Horizon 2020 (H2020) funded project titled “Overcoming Regulatory Barriers for Service Robotics 

in an Ocean Industry Context” (BUGWRIGHT2), to enhance the competitiveness of the European robotics 

technology.  

The aim was also to deliberate upon the strengths, weaknesses, obstacles and prospects stemming from 

implementing technology and techniques within the maritime and oceanic realm. The Forum was in the 

format of moderatorled panel discussions with the experts. 

7.2 KEYNOTE ADDRESSES 

7.2.1 MAXIMO Q. MEJIA, JR, PROFESSOR, PRESIDENT, WORLD MARITIME UNIVERSITY 

The WMU BUGWRIGHT2 Forum witnessed a momentous keynote address delivered by President Max 

Mejia, President of the World Maritime University (WMU). President Mejia commenced his speech by 

expressing heartfelt gratitude to the panel speakers, esteemed participants, and the gracious hosts at the 

DANAOS Research Centre for their invaluable support in ensuring the success of the forum. Special 

acknowledgment was extended to Dr. John Costas for his presence. In his role as President of WMU, 

President Mejia welcomed attendees to the forum, emphasizing its significance as a platform to address a 

timely and crucial topic. The overarching theme focused on the intersection of innovation, technology, and 

collaboration in shaping the future of maritime industries. 

President Mejia eloquently underscored the historical context of embracing innovation as a catalyst for 

progress, from the industrial revolution to the digital age. Positioned at the threshold of a robotics 

revolution, he painted a vision of a future where machines collaboratively enhance human lives, with a 

particular emphasis on the maritime and ocean domains. The vast challenges and opportunities presented 

by the oceans were acknowledged, highlighting the potential of integrating service robotics in underwater 

exploration, offshore operations, and environmental monitoring. The crucial role of data acquisition in 

enhancing the intelligence of these machines was emphasized, positioning it as a cornerstone for navigating 

dynamic environments and complex tasks. The President articulated the broader promise of service

robotics in addressing global challenges, including critical data acquisition for decisionmaking, disaster 

response, and resource management. However, he equally emphasized the responsibility to wield these 
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technologies ethically, equitably, and sustainably. A significant portion of President Mejia's address focused 

on addressing regulatory barriers hindering the integration of service robotics in ocean industries. He called 

for a collective effort to bridge the digital divide between developed and developing nations, emphasizing 

the importance of universal access to digital resources. 

Within the context of the BUGWRIGHT2 Forum, President Mejia highlighted the research undertaken by 

WMUSasakawa Global Ocean Institute on vessel survey and inspection, providing a comprehensive 

overview of the findings. As the forum transitioned into discussions, President Mejia encouraged active 

participation from the distinguished speakers, emphasizing the wealth of knowledge and expertise in the 

room. He urged collective efforts to formulate strategies that would not only navigate the regulatory 

seascape but also contribute to reshaping it for the betterment of industries, societies, and the planet. In 

conclusion, President Mejia emphasized the critical juncture at which the participants stood, emphasizing 

the need for collective wisdom, determination, and shared vision to bring about transformative changes. 

The overarching theme of trust was brought to the forefront, urging participants to deliberate on ways to 

ensure that innovations uphold cherished values and ethics. 

President Max Mejia's keynote address set a tone of optimism, collaboration, and responsibility, positioning 

the BUGWRIGHT2 Forum as a pivotal moment in shaping the future of maritime industries. The discussions 

that followed were marked by insightful contributions from international experts, fostering an environment 

of shared knowledge and collaborative action. 

7.2.2 LEONIDAS DIMITRIADISEVGENIDIS, IMO GOODWILL MARITIME AMBASSADOR, CHAIRMAN OF MANAGEMENT 

COMMITTEE (EUGENIDES FOUNDATION) 

The WMU BUGWRIGHT2 Forum witnessed a thoughtprovoking address by Mr. Leonidas Dimitriadis

Evgenidis, the IMO Goodwill Maritime Ambassador. Acknowledging President Mejia, Professor Ronan Long, 

the distinguished audience, and expressing gratitude to Aspasia for orchestrating the event, Mr. Dimitriadis

Evgenidis set the stage for a discourse on the transformative era underway in the maritime industry. 

With a nod to the Sasakawa approach, he lauded the collaborative synergy between academia and industry. 

The Ambassador underscored the critical role of impactful studies and strategic planning in Greek shipping, 

emphasizing their pivotal role in shaping successful outcomes. Mr. DimitriadisEvgenidis delved into the 

central theme of the maritime industry's evolution, propelled by autonomous ships, sophisticated robotics, 

and the revolutionary power of artificial intelligence (AI). He articulated the potential of these technologies 

to redefine maritime operations, introducing unprecedented efficiency, sustainability, and safety. Of 

notable mention was the Ambassador's emphasis on the paramount importance of safety, cautioning 

against its oversight in the pursuit of environmental objectives. Safety, he contended, must remain a pivotal 

consideration in all maritime operations. 

Addressing the advent of Maritime Autonomous Surface Ships (MASS), Mr. DimitriadisEvgenidis advocated 

for a balanced transition that complements human involvement rather than rendering it obsolete. He 

staunchly affirmed the ongoing significance of human insight, judgment, and intervention capabilities, 

particularly in complex or unforeseen maritime scenarios. 

The Ambassador explored the diverse applications of robotics in the maritime setting, extending beyond 

hull inspection to encompass tasks such as cleaning biofouling and monitoring underwater infrastructure. 

He underscored the potential of AI in automating decisionmaking processes, reducing the burden of 

routine tasks, and optimizing operational efficiency. Recognizing the vast opportunities presented by these 
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technologies, Mr. DimitriadisEvgenidis also highlighted the imperative to address challenges, including 

cybersecurity, legal liability, ethical considerations, and the societal impact of automation. He stressed the 

need for a multifaceted approach, collaboration with industry stakeholders, and the development of robust 

legal and ethical frameworks. Acknowledging the International Maritime Organization's commitment to 

fostering innovation while upholding safety, security, and environmental protection standards, the 

Ambassador emphasized alignment with the IMO's efforts. He particularly noted the organization's active 

engagement in developing a regulatory framework to address the unique challenges posed by autonomous 

ships and AI. In conclusion, Mr. DimitriadisEvgenidis touched upon the imperative of addressing 

employment and skill evaluation in light of technological advancements. He advocated for comprehensive 

reskilling and upskilling programs, underscoring the role of vocational training in preparing the maritime 

workforce for the future. 

The Ambassador concluded by expressing optimism and unity in navigating the complexities of 

technological evolution, guided by the IMO and the collective will of the maritime community. The address 

set the stage for rich discussions and innovative solutions as the maritime industry strives for a more 

efficient, safe, and sustainable future. Furthermore, Mr. DimitriadisEvgenidis provided insights into the 

Eugenidis Foundation's active engagement in technological projects, particularly its involvement in the 

Hydrorobots project with MIT and collaboration with companies in various initiatives related to inspection 

and underwater cleaning. 

7.2.3 RONÁN LONG, PROFESSOR, DIRECTOR, WMUSASAKAWA GLOBAL OCEAN INSTITUTE, WORLD MARITIME UNIVERSITY 

(WMU) 

In a highly anticipated and insightful address, Ronan Long, the Director of WMU – Sasakawa Global Oceans 

Institute, expressed gratitude to Ambassador DimitriadisEvgenidis and commenced his remarks by 

acknowledging the distinguished participants, especially President Mejia, who took valuable time out of his 

busy schedule to join the forum in the Hellenic Republic. 

Highlighting the significance of convening the forum in the birthplace of global shipping, Long extended an 

invitation to all participants to visit the World Maritime University in Sweden, underscoring its role as a 

global institution dedicated to maritime education and research. Despite the challenges imposed by the 

pandemic, the event marked a crucial juncture in the BUGWRIGHT2 project. Director Long extended his 

appreciation to the DANAOS Corporation for hosting the event, acknowledging the valuable insights shared 

by the President and CEO during discussions the previous night. The interconnectedness of the Hellenic 

Republic and the International Maritime Organization was emphasized, framing the forum within the 

context of the global maritime community. Ambassador Hasanathi from Sri Lanka received a warm welcome 

for contributing valuable time to the event. Special mention was made of the local host, Nikos, and the 

meticulous preparations evident throughout the months leading up to the forum.  

The Director also recognized the contributions of Cedric and Laura, acknowledging their leadership in 

steering the project. Expressing gratitude to Elnaz, Flavia, Mercedes, and the support team for their 

organizational efforts, Long extended a welcome to the global audience participating virtually, emphasizing 

the forum's global significance. Long extended a special welcome to the director of IMLI, Norman, 

acknowledging the challenges faced in attending the event and expressing anticipation for the insights to 

be shared. Before delving into the subject matter, Long presented a disclaimer, clarifying that the views 

expressed were academic and not indicative of the European Union or the International Maritime 

Organization. He recognized the substantial European funding for the project and applied the Chatham 
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House rule to academic endeavors. Reflecting on the project's inception, Long recounted its alignment with 

discussions at the European Parliament on enhancing the competitiveness of European shipping. He 

highlighted the critical role of robotics in the future of shipping, setting the stage for the BUGWRIGHT2 

project. He emphasized the project's contribution to ecofriendly, smarter, and safer shipping, resonating 

with Ambassador DimitriadisEvgenidis's emphasis on safety. He underscored the role of these technologies 

in decarbonizing the industry and their crucial role in conserving biodiversity, citing the BBNJ agreements. 

The Director highlighted the urgency of addressing the triple planetary crisis, integrating discussions on 

climate change, loss of biodiversity, and marine pollution. He emphasized the pivotal role of technology in 

mitigating these challenges and the importance of technology transfer mechanisms. Addressing the 

audience, Long posed a question about the BBNJ agreement, introducing its significance in international 

law and its potential connection to the BUGWRIGHT2 project. He reported the current status of the 

agreement and its focus on capacity building and technology transfer. 

Long conveyed the project's commitment to empowering women in science, emphasizing the role of 

women scientists in international agreements. He acknowledged ongoing projects related to landtosea 

interfaces, empowerment of women, and the results to be presented at upcoming conferences. In 

conclusion, Professor Long expressed gratitude to the consortium, especially Tafsir and Aspasia, for their 

leadership. He praised their efforts and achievements in bringing together such a distinguished group. Long 

eagerly anticipated the ensuing discussions and insights from the participants. The address by Ronan Long 

set a comprehensive foundation for the forum, combining gratitude, acknowledgment of key stakeholders, 

project context, legal disclaimers, and a deep dive into the thematic areas of the BUGWRIGHT2 project. 

7.2.4 TAFSIR MATIN JOHANSSON, ASSISTANT PROFESSOR, WMUSASAKAWA GLOBAL OCEAN INSTITUTE, WORLD MARITIME 

UNIVERSITY (WMU) 

In an august gathering, Assistant Professor Tafsir MatinJohansson, the Principal Investigator of the 

BUGWRIGHT2 Project, extended his gratitude to the Honorable President, the Director, moderators, 

distinguished panel speakers, and the esteemed audience. Commencing with a quote attributed to Niccolò 

Machiavelli, he remarked, "There is nothing more difficult to take in hand, more perilous to conduct, or 

more uncertain in its success, than to take the lead in the introduction of a new order of things." 

With palpable anticipation in the air, Tafsir MatinJohansson painted a vivid picture of the forum as more 

than a mere confluence of minds. It emerged as a convergence of diverse perspectives, a crucible for ideas, 

and a celebration of innovation dedicated to progress. The BUGWRIGHT2 Project, in his eloquent portrayal, 

transcends the ordinary, projecting a future where technology is not a predetermined solution but an 

outcome of a coevolutionary process within a dynamic environment. Citing examples from the maritime 

domain, Dr Johansson delved into impactful statistics about the global fleet, elucidating the environmental 

implications of a thin layer on the hull surface. With a clear vision of the future, he quoted the BUGWRIGHT2 

objective, envisioning teams of robots inspecting and cleaning ship hulls with minimal downtime, promising 

safety and enhanced competitiveness. Acknowledging the formidable challenges, ranging from 

technological disruptions to global disparities, Dr. Johansson posed essential questions about the 

indispensability of technology and the sufficiency of human efforts. These questions, he emphasized, 

guided the development of thematic strands for the panel discussions, creating a framework for nuanced 

exploration. 
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Furthermore, Dr Johansson quoted a notable objective from BUGWRIGHT2, articulated by Cedric, 

envisioning a future where teams of robots inspect and clean ship hulls efficiently during docking, 

anchoring, or mooring, leading to safer and more competitive ships. He supported this vision with 

compelling data, mentioning that a mere 0.5 millimeters layer on 50% of the hull surface could increase 

greenhouse gas emissions by 20 to 25%, highlighting the urgency for technological intervention. Concluding 

with humility and gratitude, Dr. Johansson extended sincere thanks to the attendees, both physical and 

virtual, and expressed particular appreciation for the DANAOS Research Centre for warmly opening its 

doors to the World Maritime University and honored guests. Concluding with hopes for a successful event, 

he thanked everyone for their presence and engagement, leaving a thoughtful and appreciative note to 

resonate in the minds of the audience. 

7.2.4 KEY TAKEAWAYS & RECOMMENDATIONS 

President Max Mejia's keynote address at the WMU BUGWRIGHT2 Forum laid the groundwork for a 

transformative and collaborative discussion on the future of maritime industries. Mejia's expression of 

gratitude to panel speakers, participants, and hosts underscored the collective effort behind the forum's 

success. Emphasizing the significance of addressing the timely theme of innovation, technology, and 

collaboration, President Mejia painted a vision of a future where service robotics enhance human lives, 

particularly in the maritime and ocean domains. He highlighted the potential of integrating service robotics 

in underwater exploration, offshore operations, and environmental monitoring, stressing the importance 

of ethical and sustainable implementation. The President's call to bridge the digital divide and address 

regulatory barriers showcased a commitment to universal access and responsible technology deployment. 

The discussions transitioned to the research undertaken by WMUSasakawa Global Ocean Institute on 

vessel survey and inspection, demonstrating the practical implications of the forum's theme. President 

Mejia encouraged active participation, emphasizing the wealth of knowledge in the room. His concluding 

remarks focused on the critical juncture at which participants stood, urging collective wisdom, 

determination, and a shared vision for transformative changes. The overarching theme of trust was 

emphasized, reinforcing the need for innovations aligned with cherished values and ethics. 

Mr. Leonidas DimitriadisEvgenidis, IMO Goodwill Maritime Ambassador, provided a thoughtprovoking 

address, acknowledging collaboration between academia and industry in Greek shipping. His exploration of 

the maritime industry's evolution, driven by autonomous ships, sophisticated robotics, and AI, highlighted 

the potential for unprecedented efficiency, sustainability, and safety. The Ambassador stressed the ongoing 

importance of human insight, judgment, and intervention capabilities, particularly in complex maritime 

scenarios. He addressed challenges, including cybersecurity, legal liability, and ethical considerations, 

advocating for collaboration, robust legal frameworks, and alignment with IMO efforts. Mr. Dimitriadis

Evgenidis concluded by emphasizing the imperative of comprehensive reskilling and upskilling programs for 

the maritime workforce in the face of technological advancements. 

Director Ronan Long expressed gratitude and acknowledged key stakeholders at the BUGWRIGHT2 Forum, 

positioning the event in the birthplace of global shipping. Long highlighted the interconnectedness of the 

Hellenic Republic and the International Maritime Organization, emphasizing the global significance of the 

forum. He recognized contributions from the project leadership, support team, and virtual participants. 

Long provided a comprehensive overview of the BUGWRIGHT2 project's inception, aligning with discussions 

on enhancing the competitiveness of European shipping. He stressed the project's contribution to eco

friendly, smarter, and safer shipping, aligning with global goals such as decarbonization and biodiversity 



BUGWRIGHT2 Deliverable D10.5

Grant Agreement No. 871260   Dissemination level: PU 

Page 325 version 1 status: released 

conservation. Long posed questions about the BBNJ agreement, connecting it to the project's thematic 

areas and emphasizing the urgency of addressing the triple planetary crisis. He concluded by expressing 

gratitude to the consortium, anticipating insightful discussions and contributions from participants. 

Overall, the addresses by President Max Mejia, Mr. Leonidas DimitriadisEvgenidis, and Director Ronan Long 

set a tone of collaboration, responsibility, and optimism, establishing the BUGWRIGHT2 Forum as a crucial 

platform for shaping the future of maritime industries. 

7.3 PANEL ONE: RISE OF MARITIME ROBOTICS: BECAUSE HUMANS WERE NOT SUFFICIENT? 

7.3.1 MODERATOR’S REMARKS 

The moderator, extending greetings to the esteemed participants onsite and the virtual audience of 250 

individuals, set the stage for an engaging morning. With a warm acknowledgment to all present, including 

dignitaries, colleagues, and participants, the moderator embarked on the unveiling of the distinguished 

panelists. 

The panel boasted a diverse lineup, including an academic luminary renowned for robust research in 

robotics and autonomy, specifically serving as the coordinator of the esteemed European Union 

BUGWRIGHT2 Project. Complementing this academic prowess was a professor of business psychology, 

another key contributor to the BUGWRIGHT2 project. Additionally, the panel featured an international law 

expert and an industry veteran with extensive experience in maritime workforce training. 

To guide the audience into the heart of the discussion, the moderator emphasized the focus on the robotic 

technologies within the BUGWRIGHT2 project. Drones took center stage, with a spotlight on their 

inspection capabilities for vessel hulls and enclosed areas. Underwater drones designed for hull inspection 

and magnetic rollers equipped for hull cleaning from biofueling showcased the multifaceted applications 

of these technologies, extending beyond maritime to sectors like port security and monitoring. 

7.3.2 DISCUSSIONS 

The session unfolded with a brief round of questions, beginning with an inquiry into the current level of 

autonomy of these technologies.  

The academic panelist, acknowledging the contextdependent nature of autonomy levels, indicated a range 

of two to three in industry settings. Conversely, academia showcased higher autonomy levels of five to 

seven, albeit within controlled testing environments. 

Shifting gears, the international law expert delved into the readiness of the regulatory framework to 

integrate these technologies. Emphasizing the reactive nature of law to technological advancements, 

considerations of control, decisionmaking, and responsibility were highlighted. On a scale of one to seven, 

the regulatory framework was cautiously positioned between five and six, underscoring the necessity for 

thoughtful implementation and comprehensive training. 

The floor then opened to the human experts, with a statement on the integration of robotics potentially 

leading to significant job displacement in the maritime industry. The expert in psychology diplomatically 

expressed that while there would be a shift in tasks between humans and robots, it wouldn't necessarily 

lead to displacement. The sentiment echoed by the industry expert, who envisioned a transformative shift 
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rather than outright displacement, grounded in the understanding that humans play a pivotal role in 

creating the very robots that might redefine their roles. 

The moderator, heralding positive news for the human element, steered the discussion into the realm of 

necessity. The question posed to the panelists was direct – why do we need robotics when humans are not 

deemed insufficient? Each panelist provided a nuanced perspective on the benefits these robotic 

technologies bring to the maritime sector. 

The first speaker elucidated on the three D’s – Dull, Dangerous, and Dirty tasks, emphasizing that robots 

excel in scenarios where human intervention might pose risks. Highlighting the hazards associated with ship 

hull inspection, especially in hardtoreach places like ballast tanks, the speaker underscored the need for 

traceable, repeatable, and exhaustive tasks – qualities inherent in robotic systems. The human, far from 

being deemed insufficient, was positioned out of harm's way. 

From a human factor perspective, Speaker Three accentuated safety and performance increase as major 

benefits. While acknowledging the benefits, the speaker delved into the "automation conundrum" in 

psychology, emphasizing the delicate balance between benefits and limitations, especially as humans are 

gradually removed from the decisionmaking loop. 

The legal expert emphasized safety as a paramount benefit, extending beyond the ship to include the 

personnel involved in operations. Stressing the historical link between labor rights and working conditions, 

the expert acknowledged the potential for technology and robotics to enhance safety. However, a 

cautionary note was sounded – the ultimate control over robots’ rests with humans, and intervention might 

be necessary in precarious situations. 

Speaker Four, representing a classification society, enumerated safety as the foremost advantage, 

emphasizing the minimization of risks for surveyors in challenging scenarios. While drones guided by 

humans streamlined inspections, environmental aspects and economic savings were deemed crucial pillars 

of benefit. The human's integral role, even in the guidance of drones, was reiterated. 

As the dialogue unfolded, the panelists collectively reiterated the perpetual presence of the human element 

in the deployment of autonomous systems. Contrary to envisioning a future devoid of human operators, 

the consensus was that humans would retain a crucial role in managing and overseeing these technologies. 

With the foundation laid, the moderator pivoted to the next question – an exploration of the limitations 

accompanying the deployment of these technologies.  

The first speaker initiated the discourse by touching upon engineering aspects and legal regulations. Noting 

the current challenges, including the intricate balance between cost and benefits and the difficulty for SMEs 

to deploy complex systems, the speaker emphasized the necessity for democratizing access to technology. 

Moreover, the sensitivity around sharing data in the maritime industry emerged as a limitation, especially 

when data plays a pivotal role in conducting inspections. The need to establish secure mechanisms for data 

sharing within an ecosystem of users was highlighted. 

In the discussion on limitations, the third speaker, representing the Human Factors perspective, shed light 

on the creation of new stressors induced by automated scenarios. Challenges included stress from leftover 

tasks, potential boredom in mundane automated activities, and the shift to highstakes responsibilities in 

uncertain situations. The need to balance and evolve human skills within the evolving landscape of 

automated tasks was also emphasized. 
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The second speaker delved into foreseeability as a key challenge in automated situations, emphasizing the 

unpredictability of realworld scenarios and the need for swift reactions to unexpected situations. 

Complacency was identified as a potential issue, with focus placed on the ability of individuals accustomed 

to automated processes to adapt to deviations from the norm. 

The fourth speaker underscored the absence of standardization in creating drones and automation systems, 

emphasizing the challenge posed by divergent setups without standardized norms. Data sensitivity within 

the maritime industry, hindering the sharing of crucial information for inspections, was recognized as a 

significant limitation. 

Transitioning to the topic of trustworthiness, the first speaker, focusing on the engineering side, delineated 

three pillars: reliability, precision, and efficiency/understandability. Cautioning against overtrust, the 

speaker highlighted the importance of avoiding the elevation of technology to an infallible entity. The 

human factor was stressed, emphasizing the need for users to comprehend and build a mental model of 

the technology's operations. 

The third speaker, with extensive research on trustworthiness, delved into different levels and perspectives 

of trust. The trustee roles, including inspectors, surveyors, operators, and ship owners, were identified, 

each with distinct perspectives on trust. Calibrated trust, avoiding both overtrust and distrust, was 

considered vital. Factors influencing trust included cognitive aspects like performance, understanding 

processes, and purpose, as well as design factors such as the level of control. 

The international law expert simplified trustworthiness as reliability and risk management from a legal 

standpoint. The focus on the management of risk, including calculating potential malfunctions and their 

impact, aligned with the legal approach of creating rules based on data provided by technology experts. 

Safety and liability were deemed paramount, with the possibility of avoidance if risks reached untenable 

levels. 

Continuing the discourse, the fourth speaker took the baton and addressed the institutional aspects 

surrounding the integration of robotics in the maritime sector. Drawing attention to the proactive or inept 

nature of institutions, the speaker highlighted the absence of incident reporting mechanisms for robotic 

applications. The crucial need for a comprehensive database to document incidents and facilitate corrective 

measures was emphasized. The speaker echoed the sentiment of the first speaker regarding data 

management, transparency, and trust. Proposing the establishment of a database accessible to 

organizations for the collective benefit of the industry while safeguarding commercial interests and 

competitiveness. 

The issue of data ownership and intellectual rights surfaced in the discussion, pointing out the necessity to 

determine who owns the results of the process and ensuring ethical governance of artificial intelligence. 

Aligning with global sustainability targets, the speaker underscored the importance of ethical 

considerations in deploying artificial intelligence as a tool and enabler. 

The moderator acknowledged the complexity of data integration and ownership, particularly in the context 

of diverse classification societies maintaining separate databases. The need for a unified approach to 

leverage data for the industry's benefit was recognized as a significant challenge. 

Transitioning to the final question, the moderator acknowledged the richness of the discussion and the 

potential for extended discourse. However, time constraints led to the pivotal question: What have we 
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learned from the BUGWRIGHT project over the past four years, and how can these learnings pave the way 

for future projects?  

The inquiry delved into the accumulated knowledge and experiences derived from the project, inviting the 

panelists to distil insights that could guide and enrich subsequent endeavors in the evolving landscape of 

maritime robotics. Speaker One reflected on the metalevel observations, highlighting the yet unproven 

value for money in robotics autonomy, specifically in uncontrolled inspection scenarios. Expressing 

concerns about the prevailing complexity in robotic inspection technology, the speaker emphasized the 

need for simplicity to make such systems accessible to Small and Mediumsized Enterprises (SMEs) and 

various stakeholders. Envisioning an ecosystem of SMEs collaborating seamlessly on different aspects of 

tasks, the speaker underscored the importance of traceability and localized history for effective risk 

management. 

From the perspective of a work psychologist, Speaker Three provided three key points. Firstly, advocating 

for a taskspecific approach rather than general discussions on the benefits and limitations of robots.  

Stressing the importance of focusing on the primary task, Speaker Three emphasized the need to avoid 

excessive secondary tasks that may introduce hassle and stress. Secondly, highlighting the human aspect 

within a socialdigital system, the speaker underlined the complexity of interactions, needs, skills, and 

knowledge within the entire system, extending beyond the technological realm.  

Lastly, Speaker Three emphasized the need for experiential learning, acknowledging the value of mistakes, 

setbacks, and practical applications to move forward and overcome limitations. 

Speaker Two, who was not part of the project, shared insights on the importance of asking the right 

questions rather than seeking definitive answers. Emphasizing the role of ethical considerations, the 

speaker stressed the need to consciously choose directions that align with ethical standards. Proposing a 

series of projects, Speaker Two highlighted the enduring nature of certain questions while acknowledging 

the evolving content and strategies necessary for new projects. 

Building on the previous discussions, Speaker Four delved into the specificity of automation levels required 

for distinct tasks. Expressing agreement with previous sentiments, the speaker emphasized the need for a 

targeted approach to automation in various tasks. 

The Moderator, summarizing the discussion, reiterated the paramount importance of the human element 

in conjunction with technology. Envisioning a future where robots collaborate with humans, freeing them 

from mundane and unsafe tasks, the Moderator expressed hope for a more sustainable industry in the 

impending fifth industrial revolution. Appreciating the attendees for their participation, the Moderator 

concluded the session. 

7.3.3 KEY TAKEAWAYS & RECOMMENDATIONS 

• Emphasizing the perpetual presence of the human element in the deployment of autonomous systems, 

there is a need to balance and evolve human skills within automated scenarios; 

• The challenges induced by automated scenarios include stress from leftover tasks, potential boredom, 

and the shift to highstakes responsibilities in uncertain situations; 
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• The challenge of foreseeability in automated situations, emphasizing the unpredictability of realworld 

scenarios and the need for swift reactions to unexpected events. Complacency among individuals 

accustomed to automated processes was noted as a potential issue; 

• The absence of standardization in creating drones and automation systems, pointing out the challenge 

posed by divergent setups without standardized norms. Data sensitivity within the maritime industry, 

hindering the sharing of crucial information for inspections, was recognized as a significant limitation; 

• The importance of experiential learning was emphasized, recognizing the value of mistakes, setbacks, and 

practical applications to move forward and overcome limitations. Specificity of automation levels required 

for distinct tasks was highlighted; 

• Envisioning a transformative shift rather than outright displacement of jobs, the discussions were 

grounded in the understanding that humans play a pivotal role in creating the very robots that might 

redefine their roles. 

The panel discussion provided valuable insights into the current state of autonomy in maritime robotics, 

shedding light on diverse perspectives from academia, industry experts, psychologists, and legal authorities. 

One key takeaway is the nuanced understanding of autonomy levels, with industry settings leaning towards 

lower autonomy (two to three) compared to the higher levels (five to seven) observed in controlled 

academic environments. This disparity underscores the contextdependent nature of autonomy, urging a 

tailored approach in different domains. 

A crucial aspect explored was the readiness of regulatory frameworks to integrate these technologies. The 

consensus positioned the regulatory framework cautiously between five and six, emphasizing the need for 

thoughtful implementation and comprehensive training. The discussion highlighted the dynamic nature of 

law, which responds reactively to technological advancements, necessitating continuous adaptation to 

ensure effective control, decisionmaking, and responsibility. 

The concern over potential job displacement in the maritime industry due to robotics was addressed with 

a balanced perspective. Experts indicated a transformative shift rather than outright displacement, 

emphasizing the integral role of humans in creating and overseeing the very robots that redefine their roles. 

This sentiment aligns with the broader theme that emerged throughout the session  the perpetual 

presence of the human element in the deployment of autonomous systems. 

The benefits of integrating robotics in the maritime sector were thoroughly explored by panelists. The three 

D’s  Dull, Dangerous, and Dirty tasks  were highlighted as scenarios where robots excel, emphasizing the 

need for traceable, repeatable, and exhaustive tasks. Safety and performance increase were underscored 

from a human factor perspective, with a cautious exploration of the “automation conundrum” in 

psychology, stressing the delicate balance between benefits and limitations. 

On the topic of limitations, the discussion touched upon engineering challenges, legal regulations, and 

foreseeability issues. The need to democratize access to technology, establish secure mechanisms for data 

sharing, and address new stressors induced by automated scenarios were emphasized. Standardization in 

creating drones and automation systems, coupled with challenges in data sensitivity, were recognized as 

significant limitations. 

Trustworthiness emerged as a critical theme, with a focus on reliability, precision, and efficiency in 

engineering. The importance of calibrated trust, considering different perspectives within the maritime 
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ecosystem, was highlighted. Legal experts emphasized trustworthiness as reliability and risk management, 

aligning with a safetyfirst approach and the creation of rules based on technology expert data. 

The institutional aspects surrounding robotics integration were discussed, emphasizing the need for 

incident reporting mechanisms and a comprehensive database to document incidents. The issue of data 

ownership and intellectual rights surfaced, emphasizing the importance of ethical governance in deploying 

artificial intelligence. 

Insights derived from the BUGWRIGHT project over the past four years were distilled by panelists to guide 

future projects. These insights included the unproven value for money in robotics autonomy in uncontrolled 

scenarios, the necessity for simplicity to make systems accessible to SMEs, and the importance of 

experiential learning. The significance of a taskspecific approach, understanding the human aspect within 

socialdigital systems, and the enduring nature of ethical considerations in asking the right questions were 

also highlighted. 

In conclusion, the panel discussion reinforced the centrality of the human element in the integration of 

maritime robotics, envisioning a collaborative future where robots and humans work together for a more 

sustainable industry. The rich exchange of perspectives and the identification of challenges and 

opportunities provide a solid foundation for future endeavors in the evolving landscape of maritime 

robotics. 

7.4 PANEL TWO: CONFRONTING GLOBAL ENVIRONMENTAL CHALLENGES WITH INNOVATION 

7.4.1 MODERATOR’S REMARKS 

The Moderator opened Panel 2 with a warm welcome to the attendees, acknowledging the significance of 

addressing global environmental challenges through innovation. Expressing gratitude for being part of the 

scientific committee and recognizing the venue's importance in Piraeus, the heart of Greek shipping, the 

Moderator highlighted the role of innovation in history and the historical context of ancient Greece while 

facing environmental issues even in the past. 

Drawing parallels with ancient Athens, the Moderator emphasized the innovative solutions adopted, 

particularly in naval design with the introduction of triremes, to overcome environmental challenges such 

as deforestation. The Moderator also alluded to the strategic victory of Greece in the naval war of Salamis 

against Persia, showcasing the importance of innovation. 

Introducing the session's focus on contemporary environmental challenges, especially climate change, the 

Moderator invited esteemed panelists to explore the pressing need for technological innovation in the face 

of these challenges. The emphasis was on understanding how innovation can play a pivotal role in mitigating 

the impact of climate change, aligning with the broader theme of confronting environmental challenges 

through technological advancements. 

7.4.2 DISCUSSIONS  

The Moderator initiated the first question addressed to the first speaker of the panel, acknowledging the 

prominent role of Greek shipping in global trade and its commitment to international regulations through 

the International Maritime Organization (IMO). With a focus on the extensive experience of the speaker in 

the shipping sector, the Moderator inquired about the significance of international regulations compared 

to national and regional ones in the shipping context. The question delved into the reasons behind Greek 
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shipping's advocacy for international regulations, particularly through the IMO. The Moderator further 

sought insights into the potential impact of implementing international harmonization of environmental 

regulations, specifically pertaining to the pressing issue of greenhouse gas emissions. The question aimed 

to explore the implications and importance of a unified global approach in addressing environmental 

challenges within the maritime industry. 

The panelist began by expressing gratitude to the hosts for the opportunity to discuss the pivotal role of in 

the future of shipping as much as it is known for the history of shipping. They highlighted the importance 

of international regulations, emphasizing the challenges associated with fragmented approaches and the 

need for harmonization, particularly in the context of emerging technologies such as robotics. 

The response circled back to the theme of the day, emphasizing the crucial role of data in addressing 

environmental challenges. The panelist underscored that robotics could significantly contribute to reducing 

emissions and enhancing environmental protection but stressed the necessity of standardized data and 

harmonization. They pointed out the potential dangers of uncoordinated efforts and stressed the 

importance of understanding each other's actions to ensure effective and safe implementation of 

technologies. 

In addressing the question about greenhouse gas emissions, the panelist emphasized the need for 

standardized data collection within regulatory frameworks. They acknowledged the ongoing efforts at 

regional and national levels while advocating for a global perspective facilitated by the International 

Maritime Organization (IMO). The panelist concluded by highlighting the essential role of international 

collaboration and the ratification of standardized regulations to achieve stability in addressing 

environmental concerns. 

The moderator directed the second speaker's attention to the prevailing discussions and concerns 

surrounding Maritime Automated Surface Ships (MASS). Admitting the widespread apprehensions about 

the impact of MASS on the seafaring profession, the moderator sought insights into the current stage of 

legislative development at the International Maritime Organization (IMO). Specifically, the moderator 

inquired about the potential implications of the evolving regulatory framework for MASS on liability and 

compensation regimes within the maritime industry. 

The second panelist highlighted that the regulatory development for Maritime Automated Surface Ships 

(MASS) is still in its early stages. Emphasizing the principle of not reinventing the wheel, the speaker 

mentioned that the focus has been on exploring how the existing legal framework within the International 

Maritime Organization (IMO) can be applied to MASS. The IMO, having a robust maritime legal 

infrastructure, covers a wide range of aspects related to shipping. The panelist noted that while the 

exploration of maritime safety standards under the current legal regime has been a primary concern, 

discussions about liability and compensation are still evolving. A regulatory scoping exercise has taken place 

to examine how the existing legal framework can be extended to address issues related to MASS. The IMO 

has established a joint working group across different committees to delve into these matters, underscoring 

the organization's commitment to the development of rules in this domain. 

The panelist continued to provide a comprehensive analysis of the considerations regarding liability and 

compensation in the context of maritime automated surface ships (MASS), emphasizing different levels of 

automation and the continuing role of human elements onboard. The paramount consideration discussed 

was the principle of strict liability, aligning benefits with risks, highlighting existing conventions like the 
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Bunkers Convention, which lacks channeling liability, and the oil carriage convention, where only the ship

owner can be sued. The argument was made that this model should persist with MASS, maintaining the 

shipowners’ primary responsibility. However, complexities arise regarding recovery from other entities, 

such as remote operators, software developers, or manufacturers. The question of how far the concept of 

an operator can be extended became a crucial point, delving into the grey areas of liability. 

Regarding recovery, the panelist suggested that, depending on the level of automation, the concept of an 

“offoperator” might need consideration. Traditionally, "operator" referred to the commercial entity in 

charge of operations, but exploring extensions to include roles like crew managers or even software 

developers was proposed. Reference was made to the LLMC convention's paragraph, addressing persons 

for whose acts, neglect, or default the shipowner is responsible, with ship repair cited as an example due 

to the nondelegable duty of ensuring the vessel's seaworthiness. 

The speaker further elaborated on the issue of safety in the context of Maritime Automated Surface Ships 

(MASS), emphasizing the paramount importance of seaworthiness. The responsibility for the seaworthiness 

of the vessel was suggested to lie with developers and remote operators in the case of MASS. This led to 

the consideration of extending liability limits for these entities, aligning with the principle that whoever 

gains benefits should bear the associated risks. 

The complexity of adopting new conventions was mentioned, citing the cost and the need for convincing 

all governments. Emphasis was placed on the practical implementation of conventions, highlighting the 

significance of states becoming parties to ensure effective legal regimes. While major amendments might 

require a conventional approach, the speaker suggested that in cases of minor amendments, a unified 

interpretation of existing paragraphs in the limitation convention could be pursued. Reference was made 

to an IMO resolution adopting a unified interpretation on the basis for losing limitation of liability. The 

overall sentiment conveyed was that, considering the early stages of development, a nuanced and strategic 

approach is needed to address evolving challenges in the maritime industry. 

The moderator presented a query to the third panelist, recognizing their substantial experience handling 

clients in the shipping and chartering sector, the question aimed to explore the integration of advanced 

autonomy within the spectrum of operational and environmental challenges faced by shipowners and 

charterers. 

The third panelist highlighted the central theme of “challenges” in the discussion. From a legal standpoint, 

the emphasis was on the challenges arising from predictability and investment in operations. The response 

underscored the complexity of regulations built on the assumption of human involvement, prompting the 

need for a critical evaluation of their fitness for the evolving landscape. The speaker pointed out the 

dilemma of maintaining the status quo versus a fundamental overhaul of legal frameworks to accommodate 

new technologies. In addressing these challenges, collaboration among industry, government, and 

academia was emphasized as crucial. The role of legal counsel was portrayed as the interface facilitating 

communication and understanding among these diverse components. 

The panelists expressed the view that addressing challenges involves examining predictability and 

navigating the uncertainties associated with new technologies. The current focus on learning the benefits 

of these technologies is driven by decarbonization efforts, serving as a catalyst for change. The absence of 

clear regulations poses a challenge, especially for ship owners planning for the long term, as predicting 

future regulations becomes intricate. The importance of public acceptance, encompassing both the general 
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public and seafarers, was emphasized. Acknowledging potential fears and uncertainties surrounding 

reduced or unmanned crews, the speaker highlighted the need for effective policies and education to 

address these concerns in the transition toward autonomy in the maritime industry. 

Moderator’s question to the fourth speaker: With extensive experience in hydrography, the current focus 

on data collection and its harmonization is evident. Could you elaborate on the current state of innovation 

in hydrographic data collection? Moreover, how can advancements in this field serve as an enabler to 

enhance safety, efficiency, and sustainability in maritime activities within marinas? 

The International Hydrographic Organization, since its inception, has been dedicated to ensuring the 

surveying and charting of all sea waters, oceans, and navigable waters—a fundamental aspect in the 

environmental context of marine and maritime activities. This commitment has been upheld through a 

standardized approach to navigation throughout its history. The first panel discussions highlighted a lack of 

standardization in robotics, contrasting with the IHO's strength in approaching marine geospatial data, 

including hydrographic and bathymetric data, crucial for generating nautical charts and documents. The 

IHO follows a highly standardized approach, guided by the UNGGIM principles—an umbrella framework 

established by the United Nations Committee of Experts on global geospatial information management. 

This framework ensures the standardized management of geospatial data at the global, regional, and 

national levels. 

Since the early 2000s, particularly in 2005, the IHO has been actively engaged in developing an innovative 

and standardized approach to represent the marine environment—the Universal Hydrographic Data Model 

S100. This framework, initiated with the issuance of its first edition in 2005, serves as the foundation for 

producing all marine products, ranging from nautical charts to various services related to the marine 

environment, in alignment with ISO standards. The IHO's commitment to this holistic approach aims to 

advance technology for safe and efficient navigation, promote interoperability, and facilitate a diverse array 

of services. 

The other notable strength lies in the active involvement of major international maritime organizations in 

the development of this new standard. These organizations include the IMO, which has acknowledged the 

employment of new standards starting from the beginning of 2026. Additionally, other international bodies 

such as the IALA (International Association of Marine Aids to Navigation and Lighthouse Authorities), the 

WMO (World Meteorological Organization) for meteorological information, and the IEC (International 

Electrotechnical Commission) for accuracy test standards are engaged in this collaborative effort. The IHO 

oversees the development of products and services related to navigation and beyond. As of January 1, 2026, 

upon approval from the IMO, hydrographic offices responsible for S100 production and end users, 

including seafarers, will benefit from this innovation. This format goes beyond ensuring the safety of 

navigation, offering a comprehensive fourdimensional picture that supports innovation with safety, 

efficiency, and sustainability in marine and maritime activities. 

The moderator directed the question back to the first speaker, focusing on the topic of alternative fuels. In 

the ongoing collaboration with the World Maritime University and METAVASEA in the Eastern 

Mediterranean, a new project titled "Peoplecentered Transition in Maritime Decarbonization" has been 

initiated. The significant challenge faced in this region pertains to the scarcity of individuals with expertise 

in the use of new fuels for ships, as discussed in the recent HELMEPA training committee meeting. Bearing 

in mind, the extensive experience of the first speaker in the realm of hydrogen, especially in the context of 

the current project involving an autonomous vessel running on hydrogen, the moderator inquired about 
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the environmental benefits of hydrogen innovation in shipping. Additionally, there was an exploration of 

the speaker's perspective on the feasibility of a broader adoption of hydrogen and corresponding bunkering 

infrastructure in major ports like Piraeus, considering the associated safety considerations in the mid to 

long term. 

The first panelist emphasized the historical usage of hydrogen, highlighting its presence as a fuel in shipping 

and submarines, as well as its application in extreme scenarios like rocket propulsion. While acknowledging 

its familiarity in various contexts, including liquefaction and transport since the 1960s, the panelist 

underscored the need for standardization and training in the maritime sector. Referring to the United 

States' advanced cryofaction of hydrogen, the panelist stressed that although hydrogen is novel to 

shipping, it is not a new fuel overall. Addressing a crucial concern, the panelist touched upon the lack of 

training for seafarers, emphasizing that despite existing courses, dissemination and standardization at the 

International Maritime Organization (IMO) level are paramount. The discussion extended to equipment 

standardization, particularly in bunkering systems. The panelist emphasized the importance of sealed 

couplings for handling hydrogen gas, acknowledging ongoing efforts to establish standards in this regard 

while acknowledging the time required for such developments. 

From an environmental standpoint, the speaker, delving into the role of renewably produced hydrogen, 

emphasized that hydrogen serves as an energy vector. The key advantage lies in its capability to store 

renewable energy captured globally, offering an alternative to batteries, which are comparatively heavier 

and experience energy loss over time. The speaker highlighted that when hydrogen is utilized, it emits 

oxygen and H2O, mitigating greenhouse gas impacts. While acknowledging that hydrogen, when released, 

can be a secondary greenhouse gas, the speaker questioned the likelihood of intentional hydrogen release 

due to its high cost. The detailed explanation underlined the environmental benefits of harnessing hydrogen 

as an energy vector, especially in conjunction with renewable energy sources. In addition to the this, 

hydrogen holds the potential to enable shipping to entirely eradicate its tailpipe greenhouse gas emissions, 

emphasizing the significance of this achievement. Exploring the timeline for the availability of hydrogen, 

the speaker acknowledged its current applicability for returntobase vessels in short sea shipping, 

particularly in settings like wind parks. The speaker advocated for initiating and testing this technology in 

such environments, fostering crew training, and establishing standardization that can be globally shared, 

leveraging the existing international offshore renewable energy industry. Emphasizing that this is not an 

entirely new industry, the speaker noted that key players are already at a high commercial readiness level, 

awaiting the shipping sector’s impetus to justify investments in the required infrastructure. This approach 

positions hydrogen as a viable and impactful solution for shortterm implementation with the potential for 

broader adoption in the medium to long term. 

In discussing safety considerations, the panelist addressed the safety issues associated with new fuels, 

particularly hydrogen. Depending on the hydrogen storage size, safety zones would be necessary, and 

ongoing developments are being made to address these safety concerns, both within the industry and at 

the IMO. The discussion then shifted to the context of remote robotics and autonomous vessels. The 

speaker emphasized two key points. Firstly, in the case of autonomous vessels, the absence of crew 

onboard eliminates associated dangers. Secondly, the speaker highlighted a significant advantage, noting a 

substantial reduction in energy consumption with autonomous vessels. This reduction implies that 

kilograms of hydrogen can accomplish the same tasks that would require tons of hydrogen on a crewed 

vessel, adding a noteworthy dimension to the conversation on this subject. 
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The moderator passing on the question to the second panelist, highlighting the significance of training 

amidst the transitional phase. Emphasizing the considerable challenges and grey areas discussed, the 

moderator mentioned the pivotal role of liability and compensation in this regard. The question sought a 

brief elucidation on the role of the International Maritime Law Institute (IMLI) in contributing to training 

initiatives and advancements in these domains.  

International conventions are typically crafted with broad language to maximize acceptance, providing 

room for reservations, options, and obligations. While States become parties to conventions, they may lack 

the capability to develop corresponding national legislation. Both IMLI and WMU play pivotal roles in 

assisting countries, offering expertise in legal, policy, and technical aspects to facilitate effective 

implementation of conventions. The focus on standardization was brought out in the panel, underscoring 

the need for a uniform approach to shipping. As an illustration, the IMO's plan to develop a nonmandatory 

code on MASS, with the aspiration for it to become mandatory, underscores the crucial role of States in 

development. WMU and IMLI contribute significantly to ensuring effective implementation of international 

law by assisting in capacitybuilding for States. 

Following the discussion of robotics and hull cleaning, the moderator posed a question to the third panelist 

on the potential consequences with noncompliance of hull fouling and hull cleaning standards. 

From a very highlevel perspective on that question, the response indicated that, based on the speaker's 

industry experience, compliance was usually more of an economic decision than noncompliance. Some 

ship owners believed that attempting to operate outside of the existing regulations might be a sound 

investment. However, in the United States, environmental noncompliance penalties were noted to be very 

extreme. To simplify, the types of questions related to environmental compliance were often framed as 

inquiries about why one can’t comply and how one can comply. This encapsulates the essential nature of 

the daily challenges dealt with by the speaker. 

In terms of hull fouling, hull cleaning, and other environmental compliance measures, the discussion 

emphasized the significance of understanding various compliance regimes. The speaker outlined the 

complexity inherent in these regimes, ranging from international to national and even more localized levels, 

particularly in the United States. The U.S. context was highlighted as challenging due to the existence of 

environmental laws at both the federal and state levels. The absence of alignment between national 

agencies, waiting for guidance from the IMO, added to the complexity. This situation posed challenges for 

regulating both U.S. flag vessels operating domestically and foreignflag vessels calling on U.S. ports. The 

interaction with agencies like the U.S. Coast Guard was noted as essential to grasp the evolving regulatory 

framework. The added layer of complexity came from states like California, which imposed regulations 

sometimes stricter than international standards. 

In their professional capacity, the speaker noted that a substantial portion of their time is dedicated to 

collaborating with clients to comprehend the intricacies of compliance, particularly in the context of 

international shipping. The ongoing challenge revolves around addressing violations related to 

environmental compliance, such as hull fouling. The speaker underscored the severity of penalties, which 

could encompass detaining a ship. This, in turn, led to complications under Charter parties, involving issues 

of delay, detention, demurrage, and lay time. The associated costs and disruptions were highlighted, 

emphasizing the adverse impact on the reliability of scheduling and the overall efficiency of maritime trade. 

In examining more severe instances in the United States, the speaker commented on the imposition of civil 

and, in some cases, criminal penalties. They characterized the process of entering the United States as a 
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challenge, anticipating increased complexity in the future. This complexity is expected to escalate as the 

nation endeavors to formulate a nationallevel decarbonization plan, implement evolving IMO regulations, 

and navigate through the diverse regulatory frameworks established by individual states. 

The last question of the panel went to the fourth panelists, who was requested to briefly explain the 

concept of the digital twins of the ocean in detail which is heard often and how a holistic approach to 

knowledge of the oceans combines technology with environmental stewardship. 

The panelist explained that, DITTO, an acronym for “Digital Twins of The Ocean” aims to create a consistent, 

highresolution, multidimensional, and nearrealtime virtual representation of the ocean, making ocean 

knowledge openly accessible to everyone. The initiative gave importance to fostering a platform for global 

cooperation. In the ocean environment, DITTO has significance as it underscores the interconnection 

between hydrography and oceanography, considering them as two sides of the same coin. The speaker 

cited GEBCO, the “General Bathymetric Chart of the Ocean”, as a pertinent example that illustrated the 

successful collaboration between two prominent international organizations, namely the IHO and the IOC, 

in association with UNESCO. Furthermore, the panelist alluded another crucial challenge outlined in the UN 

ocean decade, specifically challenge number eight, presents the imperative of creating a digital 

representation of the ocean. This challenge stressed on the need for a dynamic ocean map encompassing 

all oceanic characteristics, accessible to a wide audience.  

The speaker concluded by affirming that DITTO can effectively address hypothetical scenarios and that the 

key to success lies in a holistic approach. The holistic approach, as previously mentioned, involves the active 

and effective engagement of all stakeholders interested in the initiative. Referring back to the discussion 

on S 100 in response to the initial question, the speaker noted that, after more than 20 years of efforts and 

leveraging over 100 years of experience from The International Hydrographic Organization, the anticipated 

fruits of these endeavors are expected to materialize in the coming years. This underscores the speaker's 

assertion that the key to success lies in fostering global cooperation, with the collective anticipation of the 

positive outcomes resulting from this innovative approach. 

7.4.3 AUDIENCE INTERACTION 

Question:  

There was a question posed in reference to the alternative fuels, as to whether or not the industry is going 

too fast without a solid assessment plan in place? 

Responses: 

Panelist One, expressed the perspective that, despite the perceived rapid pace of developments, the 

implementation of new fuels is contingent on the establishment of robust regulations and standards. The 

panelist drew the attention of the Forum to the ongoing efforts within the International Maritime 

Organization (IMO) and on an international level to address this crucial aspect. While acknowledging the 

speed of advancements, the statement underscored the importance of regulatory bodies taking the 

necessary time to ensure safety before the widespread introduction of these fuels into the international 

shipping market. 

Panelist Three, contributed insights on the U.S. context, expressing the challenges faced in defining the 

decarbonization strategy for maritime. The panelist highlighted the impending release of a new blueprint, 

acknowledging the industry's aspirational goals while navigating the absence of clear regulations. The 
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statement reflected the inherent dilemma of investing in technology without established standards and 

developing technology without conformity guidelines. In the U.S., the panelist noted challenges related to 

regulator qualifications and emphasized the “design basis” approach for alternative fuels, requiring tailored 

regulations. The mention of workforce issues and the suggestion for potential acceleration conveyed the 

nuanced perspective on the timing of developments in the U.S. maritime sector. 

Panelist Four, aired that the pace of progress is actually not fast enough, suggesting a potential lag in global 

initiatives. The panelist referred to the Agenda 2030, initiated a decade ago, emphasizing that despite the 

launch of the UN Ocean Decade, the attainment of sustainable development goals has seen relatively low 

percentages. This observation led the panelist to advocate for a more accelerated approach within the 

international community to meet the targets outlined in the 2030 agenda. The response conveyed the 

speaker's viewpoint on the need for swifter advancements to address global challenges. The 

acknowledgment of the 2030 agenda's slow progress added a critical dimension to the discussion.  

Comment:  

There was a concern about the rapid progression, similar to the query earlier, regarding hydrogen and green 

fuels. Emphasizing hydrogen as the precursor to green methanol and ammonia, the audience member 

cautioned against viewing hydrogen as the holy grail for decarbonization without thoroughly assessing its 

various aspects. Highlighting hydrogen's characteristics as an indirect greenhouse gas with high escape 

propensity due to its molecular size, the audience member referenced research findings. Until 2020, studies 

suggested a global warming potential of 11.5 over a 100year period, but recent studies indicated 

potentially more severe impacts, with estimates ranging from 60 to 200 times worse than CO2 after 2020. 

The speaker urged further research and comprehensive evaluation before declaring hydrogen as a 

definitive solution for decarbonization. The statement underscored the need for careful consideration and 

indepth exploration of potential environmental consequences associated with hydrogen adoption. 

Responses: 

The Panel responded swiftly by stating that, in discussing hydrogen containment methods, employing 

nitrogen is a preventive measure to avoid hydrogen escape. Shipbased systems utilize doublewalled piping 

with a nitrogen barrier, ensuring compartmentalization within fuel cell compartments to eliminate the 

possibility of hydrogen leakage. In addressing concerns upstream in the supply chain, the panel urged 

collaboration with stakeholders to devise strategies for preventing such issues. Additionally, wind as 

mentioned as the fuel that is the shipping industry's "holy grail." Wind propulsion, with zero greenhouse 

gas impacts across scope one, scope two, and scope three, presents as a pivotal solution to reduce onboard 

energy requirements, thereby diminishing overall upstream greenhouse gas impacts. This perspective 

underscored the significance of wind as a transformative element in mitigating environmental impacts in 

maritime operations. 

Additionally, the panel also brought in the perspective on the extensive work required and clarified that, 

concerning timing, the focus should be on securing government incentives to facilitate necessary 

investments. The panel recognized the need for substantial testing before implementing these 

technologies, stressing that the industry is actively seeking increased government support to encourage 

investment, design, and testing of these alternative fuels. The critical role of incentives in addressing the 

challenges faced by the maritime industry was underscored, emphasizing the urgency of exploring viable 

options and promoting the adoption of alternative fuels. 
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7.4.4 KEY TAKEAWAYS & RECOMMENDATIONS 

• Consensus prevailed in the panel on establishing an international regime and standardizing data collection 

processes as they are imperative components of navigating these challenges effectively. The focus on global 

cooperation emerged as a recurring theme, underscoring the interconnected nature of environmental 

issues and the need for collaborative efforts on a worldwide scale. 

• The importance of open access to data, both in its collection and processing, was highlighted as a key 

factor in advancing innovative solutions. This emphasis on transparency and accessibility contributes to a 

more inclusive approach, allowing a diverse range of stakeholders to benefit from the wealth of information 

related to maritime and environmental activities. 

• Technical assistance to developing countries emerged as a crucial aspect of the discussion. Acknowledging 

the vast number of seafarers requiring training, there was a consensus on the need for targeted support 

and capacitybuilding initiatives. This aligns with the broader goal of ensuring that all nations, regardless of 

their developmental stage, can actively contribute to and benefit from evolving global standards. 

• Predictability and public acceptance, particularly among seafarers, were identified as essential elements. 

Recognizing the human factor in the maritime industry, it was emphasized that establishing predictability 

in regulations and fostering public acceptance are pivotal for the successful implementation of innovative 

solutions.  

• This extends to the realm of new fuels, where the challenge lies not just in their novelty but in scaling up 

their usage.  

• The importance of prioritizing the wellbeing and readiness of seafarers and onboard workers, who are at 

the forefront of utilizing these advancements, was underscored throughout the discussion.  

• Overall, the panel highlighted the multifaceted nature of the challenges at hand and the interconnected 

strategies required to navigate them successfully. 

The discussions within the panel provided valuable insights into the multifaceted challenges and 

opportunities facing the maritime industry, particularly in the realms of international regulations, 

automation, alternative fuels, compliance, and digital representation of the ocean. Drawing from the 

shared expertise, several recommendations emerge to address these complex issues and navigate the 

future of the maritime sector. 

Firstly, the significance of international regulations cannot be overstated. The panel underscored the 

importance of harmonizing regulations, especially in the context of emerging technologies like robotics and 

Maritime Automated Surface Ships (MASS). Recommendations include continued advocacy for 

international collaboration through organizations like the International Maritime Organization (IMO) to 

establish standardized regulations that transcend national and regional boundaries. Such harmonization is 

crucial to fostering a unified global approach in addressing environmental challenges, particularly 

greenhouse gas emissions, and ensuring the effective and safe implementation of new technologies. 

Secondly, the discussions highlighted the pivotal role of data in addressing environmental challenges, 

especially in hydrography. The development and adoption of standardized approaches, such as the 

Universal Hydrographic Data Model S100, should be encouraged. Recommendations include promoting 

collaboration among major international maritime organizations, like the IMO, IALA, WMO, and IEC, to 
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ensure a comprehensive and standardized approach to marine geospatial data. The integration of such 

standardized data can enhance safety, efficiency, and sustainability in maritime activities within marinas 

Thirdly, the transition towards advanced autonomy and alternative fuels, such as hydrogen, requires a 

concerted effort in training and standardization. Recommendations include prioritizing training programs 

for seafarers at the international level, with a focus on the safe handling of new fuels. Additionally, efforts 

should be directed towards establishing global standards for equipment, like sealed couplings for hydrogen 

bunkering systems, to ensure safety in the maritime industry. 

Fourthly, compliance with environmental standards, particularly in hull fouling and cleaning, demands a 

nuanced understanding of the diverse international, national, and local regulations. Recommendations 

include fostering collaboration between industry stakeholders, governments, and educational institutions, 

such as the International Maritime Law Institute (IMLI) and World Maritime University (WMU), to provide 

expertise and support in navigating compliance regimes. Efforts should be made to streamline regulations 

at both national and international levels to reduce complexity for ship owners and operators. 

Lastly, the concept of Digital Twins of The Ocean (DITTO) presents an innovative approach to ocean 

knowledge. Recommendations include encouraging global cooperation in creating a dynamic and 

comprehensive digital representation of the ocean. Stakeholders, including governments, international 

organizations, and private entities, should actively participate in initiatives like DITTO to ensure the 

accessibility of oceanic data for diverse applications, aligning with the goals outlined in the UN ocean 

decade. 

In conclusion, the recommendations emphasize the need for global collaboration, standardized 

approaches, and ongoing training to navigate the evolving landscape of the maritime industry. By 

addressing these aspects, the industry can foster innovation, enhance sustainability, and effectively tackle 

the challenges posed by emerging technologies and environmental concerns. 

7.5 PANEL THREE: TECHNOLOGY & INDUSTRY PERCEPTION: ARE WE READY? 

6.5.1 MODERATOR’S REMARKS 

Welcoming the participants to the panel discussion, expressing the hope that the ensuing conversation and 

shared thoughts would provoke further contemplation about the impact of technology on the future of 

shipping, the moderator laid out the objective, which was to delve into the advancements in hightech, 

particularly in service robotics, within the maritime industry. The panel aimed to evaluate how the industry 

is incorporating technology into its daily operations and address questions regarding readiness, legislative 

frameworks, and the ongoing processes. Each participant in the panel discussion was acknowledged for 

their expertise in technology within their respective roles. 

7.5.2 DISCUSSIONS 

The moderator initiated the discussion by posing the first question, focusing on monopolies and 

incorporating the BUGWRIGHT2 project as an illustration of notable research endeavors in technology from 

an academic perspective. The inquiry sought insights into the benefits of EUfunded collaborative projects 

for the economy and the socioeconomic advantages associated with the utilization of hightech solutions. 

The first panelist outlined how the European Union heavily invests in projects like BUGWRIGHT2 because it 

interested in promoting technology and fostering collaboration among academia, society, and businesses. 
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The panelist highlighted the promising contributions of such projects, stressing the importance of 

considering various aspects beyond technology and inventions. While welcoming all projects, the panelist 

emphasized the need for clear exploitation plans, addressing questions about who benefits, the return on 

investment, and the social return of these investments. The panelist underscored the essential role of these 

projects in enhancing competitiveness across European Union firms, academia, and the shipping industry, 

emphasizing the necessity of exploring benefits for both academia and society. 

A question on determining the role of service robotics and the receptive nature of the maritime sector 

towards this end was posed to the panel by the moderator. 

The panelists made an intervention by commencing from the shipowners’ perspective, expressing that 

shipowners’ enthusiastically welcome progress in remote inspections and robotics. The panelists, having 

insights from holding positions within shipping associations, emphasized that this viewpoint represents not 

just personal opinion but the collective sentiment of approximately 100 technical managers and another 

100 associate members from Greek shipping companies. The panel assured that the industry is ready for 

automation, and further details about the reasons behind this positive stance would be elaborated on 

during the panel discussion. 

As operators of ships their preference for remote inspections comes from the significant advantage of 

conducting inspections when the ship is not in port. The key benefit identified was the ability to perform 

essential annual inspections, including those related to classification and flag requirements, during periods 

when the onboard crew is occupied with various tasks at sea. This flexibility in timing was regarded as a 

major positive aspect by the ship operators on the panel. Further reference was made to the advantages of 

closeup inspections, particularly when utilizing technology like drones for examining enclosed areas such 

as fuel oil tanks. The reduced safety risks, absence of human entry into confined spaces, and the ability to 

capture highquality visuals for later analysis were emphasized. The permanent record generated, whether 

in the form of a CD or USB, allows for a detailed examination and the possibility of seeking expert opinions 

remotely. The benefits of using robotics for hull cleaning were also underscored, emphasizing the 

convenience of performing such tasks while the ship is enroute to its destination, even in open sea 

conditions where traditional anchorage might not permit such activities. 

Another intervention was made pertaining to the importance of embracing remote inspection techniques, 

both as a flag State and on behalf of the International Maritime Organization (IMO). Despite the enthusiasm 

for these technologies, it was emphasized that the regulatory framework, particularly within the IMO, is 

not fully prepared to universally accept remote inspection techniques. However, a proactive approach is 

being taken to address this gap. The panel shared insights from the recent IMO SDC 10 (Subcommittee of 

Ship Design and Ship Construction) meeting where a proposal by IACS (International Association of 

Classification Societies) for remote inspection techniques was discussed. As a result, an agreement was 

reached to establish a correspondence group tasked with developing draft guidelines for remote inspection 

techniques, with a primary focus on hull structure inspections. The panel elaborated that the intention was 

to present these guidelines at the next SDC meeting the following year, aiming for a holistic approach that 

can be applied across various IMO subcommittees to permit remote inspection techniques for mandatory 

surveys and inspections per ship. 

There was a call for action from panel towards the commitment to embracing technology while prioritizing 

safety, aligning with the overarching sentiment that safety is paramount in the maritime industry. 

Acknowledging the potential of technology to enhance safety, particularly in the context of closeup surveys 
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where drones can replace traditional scaffolding methods, the panel advocated for a careful and safe 

integration of these advancements. The current phase was characterized as an experimental and 

experiential stage, wherein remote inspection techniques are permitted on a casebycase basis for flag 

demonstration. The flag State allows classification societies to conduct remote inspections when a robust 

safety case justifies such an approach. However, the panel also clarified that this is not a blanket acceptance 

and pushed for the anticipation of broader acceptance once finalized and approved guidelines are in place. 

Additionally, concerns were raised about the lack of clarity and uniformity in the regulatory framework 

governing robotics, emphasizing the need for a unified approach that addresses the evolving landscape of 

innovations. Expressing uncertainty about which regulatory framework prevails, the panelists noted 

variations across different regions, such as the European Union and the United States. Transitioning to the 

readiness for technology adoption, there was a stress upon the importance of collective preparedness. In 

particular, attention was drawn to the pivotal role of seamen and seafarers in the adaptation process, 

highlighting that everyone must actively engage and be involved in embracing these technological 

advancements. 

The moderator led the panel to next phase of the discussion by requesting their perspective on: What are 

the training requirements for the remote inspections performed by the hull cleaning robots? 

One of the panelists drew the broad contours of a trainingbased approach with a focus on two key aspects. 

First and foremost, the speaker highlighted the operational benefits and safety considerations associated 

with the use of remote inspection and underwater drones. Emphasizing safety as a top priority, the speaker 

underscored the reduced risk in scenarios involving both human and robotic presence, aligning with the 

commitment to safety of life at sea. The second positive aspect highlighted was cost management. Through 

remote inspection, the ability to control expenses by minimizing the need for global travel of human 

resources was emphasized. Additionally, the efficiency of obtaining quick data from inspections was noted. 

Furthermore, the speaker pointed out the positive impact on decarbonization efforts, as the use of remote 

inspection contributes to minimizing CO2 emissions by reducing hull cleaning needs and travelrelated 

costs. 

Despite receiving the responses in a positive spirit and appreciating the receptive nature and the general 

consensus that existed in the panel, the moderator brought in a tone of skepticism about the opposition to 

robotics and enquired the existing pushbacks visàvis service robotics. 

One of the panelists mentioned that based on the preliminary research to understand the project's nature, 

funding, and internal users, the European Union emerged as the primary funding entity with the 

overarching goal of safeguarding the competitiveness of the European Union. The key players, included ship 

owners and relevant stakeholders, who are acting in tandem with regulators and flag States cooperating 

within a common regulatory framework. In assessing support and opposition, the panelist pointed out the 

International Maritime Organization (IMO) as the most significant ‘naysayer’ to the project. Despite initial 

concerns from classification societies, such as DNV, their subsequent alignment with the project, 

highlighting the onboard support from various classification societies and operator flags like Liberia, 

Panama, Malta, among others was duly noted in the panel. The caution and resistance primarily stem from 

the International Maritime Organization and its subcommittees, where the most notable hesitancy is 

observed. In November, the III (Implementation of IMO Instruments Subcommittee) presented a report to 

the assembly, expressing reservations about remote inspections and audits, especially for ISM 

(International Safety Management) issues. The report suggested limited acceptance, allowing it only under 



BUGWRIGHT2 Deliverable D10.5

Grant Agreement No. 871260   Dissemination level: PU 

Page 342 version 1 status: released 

force majeure circumstances. Recognizing that the IMO, at the end of the day, comprises member states, 

many governments exhibit heightened caution. The Marine Technical Association, as a response, attempted 

to instigate changes to the report, highlighting the potential hindrance to the adoption of remote 

inspections. The ongoing process involves correspondence groups and working groups, with future 

engagements expected in subcommittees like PPR (Pollution Prevention and Response), which also exhibits 

reservations, particularly in areas like hull cleaning equipment under biofouling control guidelines. 

Therefore, the panel recommended that the stakeholders involved in this project should direct their 

attention to addressing concerns raised by regulatory bodies. A recent development noted in the forum 

was the announcement from the Australian Marine Safety Agency (AMSA), which declared a categorical 

refusal to accept any remote inspections moving forward. The decision, stemming from instances where 

deficiencies were found remotely but not closed during subsequent onboard inspections, underscores the 

skepticism surrounding the effectiveness of remote inspections compared to live inspections. This stance 

by AMSA adds to the overall negative sentiment seen in other states, including New Zealand, reflecting the 

challenges and resistance within the IMO. 

There was an opposition raised within the panel on the point relating to the ban by AMSA where another 

panelist mentioned that the guidelines issued by AMSA restricting the use of remote server inspection 

pertains only detainable deficiencies and the restriction was not a complete ban on remote inspections or 

surveys; rather, it specifically targeted deficiencies that result in detention. The understanding was that 

AMSA's intention was to utilize remote methods to close out deficiencies related to detentions. However, 

further clarification was proposed to confirm this interpretation. 

Following the discussion on the interpretation on the AMSA ban, the panel moved on to conceptualize how 

in discussing service robotics, the focus extends beyond remote inspections and in to broader innovation 

and technology. The key emphasis was on enhancing technology to bolster the European Union's 

competitiveness in the global arena. The panel underscored the importance of technology advancements 

driving the industry forward and reminded the need for active involvement from all stakeholders, 

particularly seafarers, highlighting the importance of marine academies as an equal partner in research 

teams. The integration of onboard personnel's understanding of different technology readiness levels was 

highlighted as crucial element for realizing the industry's potential and ensuring simultaneous 

advancements in technology and manpower. 

Furthering the discussion on to the issue of integration, the moderator posed the following question: “How 

would the ship owners and ship operators help the seafarers and the people around the seafarers adapt to 

these new technologies?” 

The panel came up with a set of responses as follows, 

Firstly, in agreement with the points already raised, there was a call for clarifying the regulatory framework, 

expressing reluctance to invest in a situation lacking clarity. From the training department's perspective, 

there was a readiness to enhance the skills of individuals working with such equipment.  

Secondly, recognizing the current lack of experience in using this technology, the need for active 

involvement and handson experience to identify challenges and weaknesses was highlighted. This 

approach was supported to develop the workforce, ensuring preparedness to embrace and adapt to 

evolving technologies. 
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Thirdly, in discussing the regulatory landscape, the historical reliance on prescriptive rules within the IMO 

framework, examples like SOLAS, after the Titanic incident and MARPOL after the Torrey Canyon were cited. 

However, the occurrence of a significant shift in 2016 was highlighted, when IMO introduced a goalsbased 

standard, incorporating provisions for a riskbased approach in most instruments. This shift, encouraged 

innovation and the adoption of new technologies, while being in contrast with the traditional prescriptive 

approach. This regulatory evolution in allowing for the acceptance of remote inspection techniques, was 

said to be undertaken on a casebycase basis. The shift towards a riskbased approach was seen as a crucial 

development that aligns the regulatory framework with technological advancements, fostering a more agile 

response to emerging innovations. 

Fourthly, adding on to the previous point, the need for caution when transitioning from prescriptive 

regulations to more ambitious, goalbased approaches with concerns about potential ambiguities and the 

risk of compromising safety aspects was stressed upon. The challenges of developing effective goalbased 

regulations, particularly in ensuring safety without relying only on formal safety assessments (FSA) was 

recognized. Citing an IMO guideline, mentioned earlier, sent to the assembly that would hinder the progress 

of remote inspections, the panel advocated for collective efforts to safeguard and promote the acceptance 

of robotic innovations within the IMO, urging against premature dismissal due to the overcautious attitude 

of a few member States. 

As part of the final remarks before the conclusion of the discussion, certain points were either brought out 

or reiterated. The BUGWRIGHT2 project was commended, highlighting the importance of investing in 

technology for the future since it plays a leading role in shaping the future and stress the significance of 

adhering to proper procedures, certification, and comprehensive training. In order to maximize the return 

on investment, the inclusion of stakeholders, fostering awareness about the technological initiatives was 

suggested as the optimal way forward. The recurring theme of the interplay between robots and humans, 

was viewed with apprehension, especially referring to the crucial role of humans in utilizing data generated 

by robots. The institutional affirmation of avoiding unnecessary delays and questions, asserting that human 

involvement remains essential for handling and controlling various situations was reiterated. Additionally, 

the concept of due diligence in the era of new maritime technology, highlighting the need for clarity in 

responsibilities was introduced. Having considered the significance of risk assessment, and underscoring 

the importance of the data and reports generated by these technologies, the requirement for a certified 

qualified conductor for remote inspections was proposed.  

7.5.3 AUDIENCE INTERACTION 

Question:  

What kind of financial incentives are available to support this technological transition? 

Response:  

Among the various incentives, the existence of both tangible and intangible incentives within the discussed 

context was recognized. The financial resources provided by the European Union was noted as an example 

of such incentives. Additionally, the response included another form of incentive related to academia, 

encouraging members of the research team to reflect on their satisfaction in presenting their scientific 

contributions through journals and papers.  
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Considering the user's perspective, the panel pointed out the financial incentives associated with utilizing 

robots instead of humans, highlighting the costeffectiveness of automation compared to human labor. The 

panelists also mentioned various additional incentives, such as risk reduction for human workers, mitigating 

fatigue, and improving overall efficiency and that the assertion of these incentives contributes to the 

positive reception of automation by users. 

Question: Following up the previous question, the panel was asked whether the reduction in costs extends 

to the accommodation of the surveyor and whether such an assertion has undergone testing or verification 

through an evidencebased survey? 

Response:  

One of the panelists disclosed that the expense incurred when engaging a surveyor for a ship inspection 

costs approximately $8,000. Considering the potential avoidance of two or three such inspections and 

redirecting the cost towards covering an investment in a drone, appears to be a clear and logical 

proposition. Adding to this, the remarks made earlier in reference to the BUGWRIGHT2 Project was 

mentioned highlighting the potential of achieving a 20 to 25% reduction in fuel consumption serves as a 

concrete and tangible incentive, providing a clear example. 

Comment: 

One of the participants who attended meeting of the IMO subcommittee SDC 10 in January 2024 provided 

an update on the discussion regarding remote inspection techniques had not been dismissed and in fact 

had garnered positive response at the IMO. However, the subcommittee faced challenges in adopting 

guidelines as there were contrasting proposals. The participant shared that the Bahamas submitted a 

proposal, suggesting the need to determine the specifications and technology details before adopting the 

guidelines. The outcome was a decision to address these technological specifics, such as camera resolution, 

in the next subcommittee session.  

Response: 

The panel responded by supplementing the comment from the audience by stating that the discussion at 

SDC 10, where draft guidelines from IACS on remote inspection techniques were submitted and deliberated 

upon. Acknowledging the supplementary paper from the Bahamas, which added precautions, the panelist 

added that the decision was made to establish an intersessional correspondence group which was expected 

to compile a report for submission to the SDC in the coming year, aiming for conclusive outcomes on the 

matter. 

Question: 

Considering the factors such as traceability and longterm maintenance, does the advancements in 

technology have an impact on insurance premiums in the form of a financial incentive?  

Response: 

The panel replied negative and was inconclusive on such impacts on insurance premiums. 

Question: 

What was the result of testing the technology? There are restrictions on flying of drones in certain countries, 

is there a similar effect on these technologies? 
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Response: 

The panel referred to the example of challenges related to drones, particularly in the context of closeup 

inspections in a cargo hull. The challenges mentioned involved issues with connectivity and accuracy of 

drones during surveys. This was highlighted as a representation of potential risks associated with the use 

of such technology. 

This question also received an additional response from an audience member who by referring to the 

insurance aspect made a comparison akin to smart insurance for cars where in the case of a liability, of any 

kind, the drone manufacturer would apportion the costs for various components of a drone such as wires, 

image sensors and wings, and distribute it across the production/supply chain.  

7.5.4 KEY TAKEAWAYS & RECOMMENDATIONS 

• The panel collectively called for action towards a commitment to embracing technology in the maritime 

industry, with a strong emphasis on prioritizing safety as a paramount concern. 

• Concerns were expressed about the lack of clarity and uniformity in the regulatory framework governing 

robotics. The need for a unified approach to address the evolving landscape of innovations in the maritime 

sector was underscored. 

• The efficiency of obtaining quick data from inspections was highlighted, with a positive impact on 

decarbonization efforts. Remote inspection was acknowledged for its contribution to minimizing CO2 

emissions by reducing hull cleaning needs and associated travelrelated costs. 

• The approach of fostering innovation and the adoption of new technologies was encouraged, signaling a 

departure from the traditional prescriptive approach in the maritime industry. 

• To maximize the return on investment, it was suggested that stakeholders include and engage various 

parties, fostering awareness about technological initiatives as the optimal way forward. 

• Recommendations were made for stakeholders involved in the project to direct their attention toward 

addressing concerns raised by regulatory bodies, ensuring a collaborative and regulatorycompliant 

approach to technological advancements in the maritime sector. 

The discussion on EUfunded collaborative projects, exemplified by the BUGWRIGHT2 project, shed light on 

the multifaceted benefits of investing in hightech solutions. The emphasis on collaboration among 

academia, society, and businesses reflects the EU's commitment to promoting technology and fostering 

innovation. The panelists underscored the need for clear exploitation plans, emphasizing the importance 

of considering not just technological advancements but also their broader implications, such as return on 

investment and social impact. 

Regarding service robotics in the maritime sector, the panelists, drawing from shipowners' perspectives, 

highlighted the industry's readiness for automation, especially in remote inspections. The ability to conduct 

inspections when ships are not in port was deemed a significant advantage, emphasizing the flexibility in 

timing and reduced safety risks associated with using technology like drones. The panel also addressed the 

regulatory challenges within the IMO, acknowledging the current lack of universal acceptance for remote 

inspection techniques. However, the proactive steps, such as the establishment of a correspondence group 

for developing guidelines, demonstrate a commitment to addressing these gaps. 
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The call for action from the panel towards embracing technology while prioritizing safety resonates with 

the overarching sentiment that safety is paramount in the maritime industry. The acknowledgment of the 

experimental phase and the casebycase acceptance of remote inspection techniques underscore the 

cautious and safe integration of technological advancements. Concerns were raised about the lack of clarity 

and uniformity in the regulatory framework governing robotics, urging a unified approach to address the 

evolving landscape of innovations. 

The discussion on training requirements for remote inspections performed by hull cleaning robots 

emphasized the operational benefits, safety considerations, and cost management associated with the use 

of technology. The positive impact on decarbonization efforts through reduced CO2 emissions was 

highlighted, contributing to the overall benefits of embracing remote inspection techniques. 

The panel's exploration of existing pushbacks and opposition to robotics revealed skepticism from the 

International Maritime Organization (IMO) and some member states. The recommendation to address 

concerns raised by regulatory bodies, such as the IMO, reflects a proactive approach to foster broader 

acceptance and integration of technological advancements. 

The discussion extended beyond remote inspections to encompass broader innovation and technology. The 

panel stressed the importance of technology advancements driving the industry forward to enhance the 

European Union's competitiveness globally. Active involvement from all stakeholders, particularly 

seafarers, was emphasized, highlighting the crucial role of marine academies in research teams. 

In response to the question of how ship owners and operators can help seafarers adapt to new 

technologies, the panel emphasized the need for a clarified regulatory framework, active involvement, 

handson experience, and a shift towards a riskbased approach in the IMO's regulatory landscape. The 

importance of collective efforts to safeguard and promote the acceptance of robotic innovations within the 

IMO was urged. 

In conclusion, the panel highlighted the significance of investing in technology for the future, stressing the 

importance of adhering to proper procedures, certification, and comprehensive training. Maximizing the 

return on investment was suggested through the inclusion of stakeholders and fostering awareness about 

technological initiatives. The interplay between robots and humans was viewed cautiously, affirming that 

human involvement remains essential in handling and controlling various situations. The concept of due 

diligence in the era of new maritime technology and the need for clarity in responsibilities were 

underscored, emphasizing the requirement for certified qualified conductors for remote inspections. 

7.6 PANEL FOUR: GLOBAL NORTH V. GLOBAL SOUTH: BRIDGING THE DIGITAL DIVIDE 

7.6.1 MODERATOR’S REMARKS 

In the panel discussion focused on the “Global North versus Global South: Bridging the Digital Divide”, the 

moderator expressed gratitude to the World Maritime University for the invitation and the honor of 

moderating the session with the distinguished panel. Acknowledging the existing gaps in global knowledge, 

the discussion aimed to be practical and inspiring. 
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7.6.2 DISCUSSIONS 

The moderator began the panel discussion by posing the question to the first panelist: What is your 

experience regarding maritime digitalization around the world particularly related to or technology? 

Having been actively involved in the maritime sector for an extended period, the first panelist, presented 

the observation of increasing integration of technology into daily operations. Recalling experiences from 

the late '80s, they noted how the vessels were twice the size but half the crew a due to technological 

advancements, by the late '90s. Also stressing on how the maritime sector is not afraid of technology, rather 

embraces it with the added value of the human element in ensuring its effectiveness. From the personal 

experience of transitioning to ports, particularly in harbor mastering, they highlighted the utilization of 

technology for safety, addressing global challenges, and enhancing competitiveness and efficiency through 

key performance indicators. The panelist shared an example of the single window requirement from IMO. 

They pointed out that while some ports in Canada, which part of the Global North, still lacked this 

mandatory system, ports in West Africa, in countries such as Kenya and Nigeria, were already implementing 

it. Stressing that the global divide is not black and white, they suggested there are numerous shades of grey, 

and later discussions would delve into the associated challenges. 

What challenges do developing countries face in implementing digitalization of processes in the maritime 

industry? 

The second panelist noted, referencing their copanelist’s discussion on ports and the advancements in 

single window systems and smart ports, that further exploration was needed on their functionality and the 

appropriate technological approaches. Shifting the focus to the NorthSouth divide, they recalled the 

European Union's directives in 2010, which mandated the implementation of the single window system by 

2015, leading to substantial progress in digitalization. They highlighted the recent IMO mandate in January 

2022, making the single window system mandatory globally. However, they pointed out that recent 

research indicates 30% of global ports face challenges in implementing this system, emphasizing the need 

for deeper examination into the underlying reasons. 

In addition, the second panelist elaborated on the existing divide, highlighting that a significant gap persists. 

They referenced a study conducted by the International Association of Port and Harbors, which explored 

the reasons behind challenges in implementing technological advancements. Contrary to common 

misconceptions related to technology availability or budget constraints in developing countries, the study's 

findings pointed towards issues of cooperation. The reluctance to share autonomy among different 

agencies and organizations was identified as a key hindrance, with concerns about digitalization being 

perceived as a threat to existing power dynamics, control, and monopolies. In their view, addressing these 

issues through streamlined regulations is crucial. 

In your region (the Americas,) who are some of the champions in port digitalization and why? 

The third panelist responded by highlighting the disparity in the timeline of digital transformation within 

the maritime industry. They noted that while Europe initiated this transformation over two to three decades 

ago, ports in the Americas are just beginning this journey. Over the past decade, there have been significant 

advancements in port digitalization, with notable progress in countries like Chile, Brazil, Mexico, and 

Jamaica. The panelist specifically drew attention to the journey of a small Member State, Barbados. The 

panelist further explained that they had the opportunity to lead a technical assistance project in Barbados, 

financed by the Caribbean Development Bank, where the project focused on establishing a Port Community 
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System, a digital platform for realtime, paperless information sharing among all port community 

stakeholders. The panelist updated the forum that Barbados has already implemented its maritime single 

window and is now in the process of establishing the port community system. Despite being a small port 

with low trade volumes, Barbados successfully engaged all stakeholders in the planning phase of their 

digital transformation. This inclusive approach ensured buyin from various stakeholders, contributing to 

the project's success. Additionally, Barbados had integrated cyber resilience into the planning phase, 

recognizing its significance in the context of automation and digitalization. 

The panelist continued that the outcome of Barbados' successful digital transformation has positioned it as 

a “poster child” for the Caribbean region. Several countries, including Belize, currently working on their 

electronic single window, as well as Dominica and St. Lucia, are seeking guidance from Barbados. The 

knowledge exchange between these countries is significant, with Barbados serving as an example of 

effective digitalization. This demonstrates that cooperation and learning can occur not just from the Global 

North to the Global South but also through valuable southsouth collaboration. 

How do you see the use of robotics in the shipping industry and the current scenario of digital divide 

between Global North and Global South and what are the barriers that need to be overcome for bridging 

the digital divide? 

The fourth panelist began by addressing the utilization of robotics in the shipping industry within the current 

context of the digital divide between the Global North and the Global South. The discussion then 

transitioned to the barriers that need to be overcome, particularly in the Global South. The panelist made 

the forum conscious of the pivotal nature of the topic, situated at the intersection of technological 

innovation and global economic disparities focusing on the maritime and shipping industry as a vital 

component of global trade, undergoing a technological revolution propelled by robotics. The panelist 

highlighted the potential of robotics to automate tasks, improve efficiency, and reduce risks in the maritime 

and shipping sector. Specific examples mentioned include ship hull cleaning, ship inspection, fire detection 

on ships, shipbuilding, and the recent introduction of salvage ships and drones. The panelist continued by 

observing the divide between the Global North and the Global South, firmly convinced that the Global North 

enjoys ample access to advanced technologies and digital infrastructure, while the Global South faces 

barriers, including limited internet connectivity, inadequate infrastructure, a shortage of digital literacy, and 

financial constraints which make the adoption of robotics in the Global South challenging.  

In conclusion, the panelist reiterated that the use of robotics presents significant potential for 

revolutionizing the maritime and shipping industry. To fully harness this potential, there is a need for 

collaborative efforts to bridge the digital divide between the Global North and South. Addressing challenges 

such as limited internet connectivity, inadequate infrastructure, the lack of digital literacy and financial 

resources is crucial. The panelist affirmed that by tackling these issues, a more inclusive and equitable 

future can be created, ensuring that the benefits of robotics are accessible to all. 

Following the fourth panelist’s intervention, the moderator poses a question to each member of the panel 

urging them to give a short answer on whether they were happy with the current mode of technology 

transfer? 

The panelists collectively noted that there have been successful projects worldwide. One of them cited 

examples such as Canada's commendable efforts in technology integration throughout the supply chain. 

While acknowledging the impressive ideas behind many projects, they emphasized that the real challenge 
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often lies in the implementation phase. Expressing a cautious stance, one panelist mentioned that saying 

“yes” might imply that the work is complete, but they believe more efforts are required to meet 

expectations. Despite not fully meeting expectations, there is a positive outlook on the progress being 

made. Another member of the panel intervened by stressing on the importance of technology transfer for 

developing countries. They suggested that while assistance from developed countries can be beneficial, it 

is crucial for developing nations to invest in their own research and technology innovation. The idea was 

put forth that relying solely on the Global North might not be the best approach, and developing countries 

should collaborate among themselves or seek support from leading nations. Examples were cited, such as 

China's progress over the past two decades and India's ongoing technological advancements. The panel 

encouraged a focus on nurturing startups within individual countries and urged them to prioritize 

technology development 

Moving on to the next round of questions, the moderator asked what are the current main challenges and 

opportunities in maritime digital isolation considering the global digital divide? 

The panelist highlighted the significance of understanding cultural nuances when addressing challenges in 

the Global South. They shared an example from their team's experiences, emphasizing that communication 

channels vary across regions. For instance, in some African countries, people rely heavily on WhatsApp for 

communication, contracts, and other interactions, rather than conventional email or documentbased 

communication. This insight underscored the importance of adapting work approaches to align with the 

cultural practices of each country. 

Recognizing another crucial aspect, it was noted that many systems developed in the Global North often 

carry specific values and cultural considerations without fully understanding the intricacies of the foreign 

organizations that will implement them. Through their experiences in auditing various aspects like safety 

management and ISPs, the panelist had discovered instances where systems were in place but remained 

unused. The panelist further highlighted the opportunity for manufacturers to develop flexible systems that 

can adapt to different ways of working, incorporating input from the endusers to ensure practicality and 

usability. 

Further deploring into the issue, the panelist underscored the importance of considering the local 

infrastructure, sharing an example from Africa where generators were essential due to unreliable electricity 

supply. Emphasizing that neglecting such factors could render even the most advanced systems impractical 

in certain regions. 

How do regulatory frameworks of developing countries to address deployment? And what are the 

challenges in updating regulations to accommodate autonomous systems in shipping? 

The panelist emphasized the role of classification societies in establishing rules and regulations for industry 

standards. However, they also pointed out that governments play a crucial role, highlighting existing gaps 

in areas like data definition, storage, and limitations. The panelist stressed the need for clear rules on data

related aspects and a robust legal system to address disputes. In developing countries, it was suggested 

that specific mechanisms, such as arbitration, should be implemented to facilitate timely resolution of 

issues. 

The moderator conducted another round of questioning common to the panel by asking how much would 

the rate technological knowhow in Global South on a scale of one to ten, ten being the highest? 
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The panelists opined that measuring the progress of the Global South on a uniform platform would pose 

challenges. They noted that while some countries may compete with developed nations like, others, 

particularly small island developing states (SIDS), may lack the capacity to do so. They recommended an 

approach through a tailored criterion, based on each nation's capabilities, skills, and resources to accurately 

assess their progress in adopting technology and implementing initiatives. Furthermore, the panel 

emphasized that a singular figure could not accurately represent the progress, considering the varying 

capabilities of different countries, highlighting the reality of a global divide between the north and the 

south, with further divisiveness within the Global South. Consequently, they expressed reluctance to assign 

a single number to gauge the progress due to these inherent differences. 

If a poor country decides to undergo a digital transformation, what are some of your recommendations on 

how to begin this process?  

The panelist said that digital transformation or any digitalization initiative, whether involving a port 

community system, port management system, or a single window, transcends being merely an IT project. 

They asserted that it constitutes a “change management” endeavor, necessitating a reassessment and 

reengineering of processes to align with digital paradigms. They advocated commencing such initiatives 

with a comprehensive assessment to discern the current state, future objectives, and avenues for enhanced 

competitiveness and efficiency. In such assessment, the panelist recommended a thorough examination of 

processes along with the scrutinization of institutional frameworks, and legislative structures. They 

elaborated on the significance of aligning digital initiatives with existing legislative frameworks, citing 

instances where a private port in the region championed digitalization, including digital signatures, only to 

encounter challenges since the port State did not recognize digital signatures in its legislations and the 

digital solution could not be implemented until the corresponding legislation was updated. They further 

emphasized the importance of studying the legislative framework alongside operational and institutional 

assessments to ensure that digital solutions align with and enhance existing processes and concluded by 

reiterating the value of initiating digital initiatives with a comprehensive assessment. 

Connectivity is of paramount importance for robust and successful telecommunication services using digital 

technologies, what can be done to ensure greater resilience in connectivity for the Global South in order to 

bridge the digital divide? 

Guided by the critical role of connectivity in modern telecommunications, especially in the era of digital 

technology, the panelist advised that robust and reliable connectivity is vital for facilitating communication, 

accessing information, and fostering economic development. This was illustrated by highlighting instances 

where individuals may lack access to communication due to inadequate connectivity, underscoring the 

need to ensure connectivity for all, including remote and rural areas and underserved communities. In 

addressing the question about ensuring greater resilience in connectivity for the Global South, the speaker 

emphasized the need for a comprehensive approach, extending beyond the Global South to encompass a 

broader global perspective. They highlighted key measures that should be implemented, including 

infrastructure development, regulatory reforms, and the formulation of effective policies and strategies. 

Drawing from their experience in auditing IMO membership, they shared insights into the misconception 

that developed countries are immune to findings, revealing that even some developed nations lack 

adequate policies and strategies for implementation. They stressed the importance of going beyond mere 

regulations and focusing on the development of robust policies and strategies, emphasizing that this 

challenge is not exclusive to the Global South but extends to parts of the Global North as well. 
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Discussing the next issue of capacity building, the speaker presented its significance, particularly in the 

Global South, highlighting the importance of crossborder collaboration, which could occur within the 

Global South or involve collaboration between the Global South and Global North. Ensuring greater 

resilience in connectivity was identified as a crucial step in bridging the digital divide and unleashing the full 

potential of digital technologies, with a specific focus on the Global South. The proposed approach involved 

investment in infrastructure development, the implementation of regulatory reforms, the enhancement of 

local capacity through training initiatives, and the promotion of crossborder collaboration. This 

comprehensive strategy aimed to create a more inclusive and interconnected world, according to the 

panelist. 

The moderator made a swift intervention by asking the panel whether investing in smart port infrastructure 

is a key point in service of robotics in ocean industry context. 

The panel answered in the affirmative, in unison. 

What could be done to enhance the overall situation to bridge this gap between the global north and Global 

South? 

The panelist responded by sharing and drawing insights from their personal experience. They observed a 

lack of awareness among countries in the Global South due to the challenges they face in their daytoday 

operations. To address this, concrete action was taken by creating the African Harbour Master Committee. 

The initiative aimed to cater to the specific issues faced by African countries, offering a platform for 

communication and collaboration. This committee served as a bridge between the International 

Association, headquartered in London, and the African Harbour Master Committee based in Morocco, 

facilitating the sharing of information, projects, and support. The committee has proven effective in raising 

awareness and addressing various maritime issues, including those related to singlewindow systems and 

ballast water regulations. The panelist cited this instance as an example that could inspire to develop other 

models to bridge the digital divide. 

To what extent does the rapid advancement of drones in the shipping industry outpace the ability of 

regulatory bodies in developing countries to keep abreast of emerging challenges and effectively regulate 

the safe and responsible use of these technologies? 

The speaker recognizing the rapid pace in technological advancements highlighted the need for a tacit 

acceptance procedure similar to that in the IMO for developing countries. The first step, according to the 

speaker, involved defining ships, especially considering the broader definitions used by many countries that 

could cover autonomous ships. Issues related to liability, technology, limited resources, lack of an 

established framework, and competing priorities, such as addressing poverty and hunger, were mentioned 

as significant challenges for developing countries. Additionally, the speaker mentioned the importance of 

addressing data security and privacy, enacting laws for traffic management, and ensuring safety and 

security in the face of evolving challenges. Keeping regulations updated and embracing these extensive 

areas through statutes were noted as crucial for overcoming these challenges. 

What are some of the general challenges, ports in Latin America and the Caribbean face as it relates to 

digitalizing their processes? 

The panelist underscored the main challenges, particularly emphasizing the lack of financial and technical 

resources and highlighted the paramount importance of human resources. Addressing the challenge of 
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quality capacity building and training was noted as essential. The speaker expressed interest in potential 

synergies with other institutions that were present in forum to collectively address the training needs of 

member states for mutual benefit. In further elaborating, the speaker laid out a third challenge, 

emphasizing stakeholder management and buyin. Acknowledging the diverse industries represented, the 

speaker highlighted the human tendency to resist change and embrace new approaches. Stakeholder buy

in emerged as a significant challenge in the context of Latin America and the Caribbean. The speaker 

concluded by underscoring the paramount importance of stakeholder engagement as the foundational 

element for various innovative and technological solutions and emphasized the fundamental role of 

legislation for advancements in technology and innovation. It was observed that outdated or lagging 

legislation hinders progress in these domains. 

Satellite services rely on digitally driven technologies. How does it ensure network resilience and to what 

extent bridging of the digital divide is addressed for the global South? 

The speaker highlighted that the satellite technology is at the forefront in delivering digital services, 

particularly in remote or underserved regions lacking traditional infrastructure. It was emphasized that 

satellite services are diverse, with various systems available for communication and navigation and it 

pertinent to use the latest technology to enhance resilience and address risks, such as cyber threats. The 

impact on security was carved out by expanding on the importance of monitoring cyber threats in the 

satellite communications industry, emphasizing its sensitivity due to satellite positioning in the sky. A 

potential cyber threat to a satellite could lead to significant consequences, as the deployment of another 

satellite within a short timeframe is not feasible. The necessity of redundancy through additional satellites 

was highlighted, citing the example of Inmarsat satellites in maritime services. The regulatory efforts and 

policies implemented by international organizations, particularly the International Mobile Satellite 

Organization, were mentioned as crucial components in ensuring satellite network resilience. 

Interoperability between systems was also discussed as a methodology to enhance overall resilience. 

The moderator posed a final ‘rapid fire’ question to the panel on the issue of overcoming barriers while 

accepting the challenges of financing new technologies and corresponding regulatory framework as well as 

skilled human resources in the Global South.  

The panel responded by stating that knowledge exchange within the Global South, while perhaps not 

primarily focused on technological capacity, was still considered innovative and suggested that learning 

from one another within the Global South can be a valuable contribution in addressing certain challenges 

or concerns. 

7.6.3 AUDIENCE INTERACTION 

Question: 

A member of the audience stirred the panel by inquiring about the basis of the difference between the 

Global North and Global South. They questioned whether this distinction is rooted in geographical terms 

and sought clarification on whether the terms refer to developed and developing countries, expressing 

concern about the potential misleading nature of associating the south with lack of development, especially 

considering the presence of developed countries in the Southern Hemisphere. 
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Response: 

The question received multiple responses from the panel and from the forum each adding different 

perspective. The panel began by explaining that, within diplomatic circles, the terms "Global North" and 

"Global South" were historically associated with the distinctions between the developed and developing 

nations. The concept of the "West" was also employed in diplomatic discourse, primarily referring to Europe 

and America, but later encompassing Japan, Australia, and New Zealand. This classification was initially 

linked to geographical positions, with developed nations aligned with Europe in the north. However, as 

times evolved, the terms have become more nuanced, and it is challenging to make generalizations. The 

essence remains in categorizing countries as developed or developing, with considerations for 

advancements in technology, such as those seen in China and India. 

Another input from the panel, with a straightforward example, contended that it becomes evident that the 

distinction between the consumer and the producer aligns with the global north being the producer and 

the global south being the consumer, especially in the realm of technology. This pattern extended to 

resources, where countries in the global south predominantly sold their natural resources and acquired 

manmade products and services. This perspective provided a clearer understanding, emphasizing the 

economic dynamics rather than geographical location. 

A member of the audience with the due permission of the moderator, argued that negotiations over the 

BBNJ (Biodiversity Beyond National Jurisdiction) processes have extensively covered the topic of capacity 

building. The new agreements specifically address capacity building for parties involved, with a notable 

focus on developing states parties. The categories encompassed least developed countries, landlocked 

developing countries, geographically disadvantaged states, small island developing states, coastal African 

states, archipelagic states, and developing middleincome countries, representing a diverse spectrum. The 

audience member recommended abstaining from using the terms Global North and Global South, 

recognizing their simplification of a much more intricate concept. 

7.6.4 KEY TAKEAWAYS & RECOMMENDATIONS 

• The digital divide is not only between the global north and south, but also within the global south, with 

varying levels of digitalization processes among countries. 

• Emphasis was placed on the importance of the single window system in the maritime sector, with the 

suggestion to learn from each other's experiences. 

• Governments in the global south were urged to recognize the significance of digitalization, especially in 

the maritime industry, and integrate it into their strategies and policies. 

• Opportunities for collaboration and cooperation exist both within the global south (SouthSouth 

cooperation) and with the Global North. 

• The traditional dichotomy of Global North versus Global South is considered outdated, and the focus 

should be on recognizing opportunities within the global south. 

• Governments need to initiate their own policies, starting with a focus on technology, capacity building, 

and infrastructure development. 

• Public awareness and stakeholder understanding are highlighted as crucial factors in embracing new 

technologies, as demonstrated by the reference to hydrogen technology. 
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• The call for disseminating information globally, especially to governments and academics in the global 

south, is underscored. 

In the dynamic landscape of maritime digitalization, it is evident that technology has become an integral 

part of daily operations, fostering efficiency and safety. The evolving nature of the industry requires a 

nuanced understanding of challenges and opportunities, particularly in bridging the digital divide between 

the Global North and South. 

The panelists emphasized the importance of addressing challenges in implementing digital processes in 

developing countries. While technology availability and budget constraints are commonly perceived as 

obstacles, the key hindrance lies in issues of cooperation. Streamlined regulations that promote 

collaboration among different agencies and organizations are crucial for successful digitalization. 

The Americas, albeit lagging behind Europe in digital transformation, showcase champions in port 

digitalization. The success story of Barbados, a small Member State, illustrates the significance of inclusive 

planning, stakeholder engagement, and integration of cyber resilience in digital initiatives. This southsouth 

collaboration model serves as an inspiration for other countries in the region. 

The use of robotics in the shipping industry presents immense potential, but a stark digital divide exists 

between the Global North and South. Bridging this gap requires collaborative efforts to address challenges 

such as limited internet connectivity, inadequate infrastructure, and financial constraints. The panelists 

highlighted the importance of inclusive strategies to ensure the benefits of robotics are accessible to all. 

When evaluating the current mode of technology transfer, the panel acknowledged successful projects but 

emphasized the need for continuous efforts, especially in the implementation phase. While collaboration 

with developed nations is beneficial, there's a call for developing countries to invest in their research and 

technology innovation, fostering selfreliance. 

In navigating maritime digital isolation, understanding cultural nuances, adapting to local infrastructure, 

and developing flexible systems are crucial. Manufacturers should prioritize practicality and usability, taking 

input from endusers. The panel stressed the need for comprehensive regulatory frameworks to 

accommodate autonomous systems in shipping, with governments playing a pivotal role. 

Measuring technological knowhow in the Global South on a scale proves challenging due to varying 

capabilities. The panelists advocate for a tailored criterion based on each nation's skills and resources to 

assess progress accurately. The lack of awareness in the Global South calls for collaborative initiatives like 

the African Harbour Master Committee, serving as a bridge for information sharing and support. 

The rapid advancement of drones in the shipping industry raises concerns about regulatory bodies' ability 

to keep pace, particularly in developing countries. Issues of liability, technology, and limited resources need 

attention, requiring a tacit acceptance procedure and comprehensive statutes to address evolving 

challenges. 

The challenges faced by ports in Latin America and the Caribbean include financial and technical constraints, 

emphasizing the importance of human resources and stakeholder buyin. Legislation plays a fundamental 

role, and outdated laws hinder progress in technology and innovation. 
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Satellite services, crucial for the Global South's digital connectivity, require resilience against cyber threats. 

Regulatory efforts, policies, and interoperability between systems are essential to ensure network 

resilience and address the digital divide. 

Overcoming barriers in financing new technologies and building skilled human resources in the Global South 

calls for knowledge exchange within the region. Learning from each other's experiences can contribute 

innovatively to address challenges and concerns in the pursuit of maritime digitalization. 

7.7 PANEL FIVE: INNOVATION & REGULATION: HOW BEST TO BREAK SILOS? 

7.7.1 MODERATOR’S REMARKS 

After expressing their great honor in facilitating the panel discussion, highlighting the presence of esteemed 

specialists contributing insights from diverse areas of practice, the moderator emphasized the relevance of 

the panel's topic, which resonated throughout the day's keynote addresses and discussions. Drawing from 

personal experience as both a practitioner and AI researcher, the moderator underscored the critical role 

of regulation in fostering innovation. Furthermore, they emphasized the significance of multidisciplinary 

approach and collaboration, particularly in the context of technologies like robotics and artificial 

intelligence, extending beyond the maritime industry to the broader robotics sector. 

Before commencing the discussion, the moderator laid out some housekeeping rules, addressing the 

panelists. Emphasizing the theme of breaking silos, the moderator encouraged dynamic interactions among 

the speakers. While structured questions would guide the discussion, speakers were invited to interrupt, 

comment, or contribute additional insights spontaneously to foster a more dynamic and engaging 

conversation. Despite the panel's theme being "Innovation and Regulation," the moderator decided to 

initiate the conversation by first delving into the topic of regulation before transitioning to the discussion 

on innovation. 

7.7.2 DISCUSSIONS 

The moderator opened the panel for discussions by asking a panelist, “Do you believe that the current 

regulatory environment in shaping has assisted innovation? And if you can bring us any examples in relation 

to that?” 

The panelist commenced by focusing on the role of regulation and when regulatory intervention becomes 

necessary, highlighting that regulators typically step in when problems arise. They added that in the context 

of the shipping industry, historical instances such as oil spillages prompted regulatory action, leading to the 

implementation of technical solutions like double hulls. More recently, issues surrounding emissions had 

emerged, prompting regulators to adopt a goalbased approach, allowing market forces to determine the 

most suitable solutions rather than imposing specific mandates. The shift towards tailored, flexible 

solutions rather than a onesizefitsall approach in regulations was recommended.  

Acknowledging the pros and cons of different systems, the emphasis was on regulations that provided 

greater freedom, potentially fostering more innovation. However, the challenges are usually pertaining to 

the time it took to identify a dominant design when users were given the flexibility to explore various tools. 

Despite industry concerns framing this as a threat, the speaker viewed it as an overall positive development 

for the industry. 
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The moderator followed up by asking whether such regulations consider the entire value chain or if it was 

focused on some stakeholders instead of others? 

While acknowledging that not all value chains can be equally satisfied and that there were benefits to be 

gained across various value chains, the panelist continued by stating that that the satisfaction of value 

chains depended on how it was divided 

Moving on to the next panelist, the moderator asked “Which stakeholders should regulation of service 

robotics in the maritime industry look for?” 

The second panelist enumerated that the final decision on allocating preferences and protection in 

regulation often involved political considerations. The diverse range of stakeholders in the sector, including 

researchers, engineers, investors, commercial operators, clients, users, governments, workers, and local 

communities was recognized. The panelist suggested that a crucial initial step in dealing with regulation is 

conducting a Regulatory Impact Analysis, akin to the EU Better Regulation Agenda, to assess how 

regulations will impact existing conditions and anticipate potential outcomes in the existing environment. 

The panelist further elaborated that the second step in introducing regulations in this field involves deriving 

principles from existing legal frameworks and outlined fundamental principles found in charters, treaties, 

and declarations, which established a clear hierarchy of values. Safety was highlighted as a crucial and 

fundamental objective that regulations should prioritize, echoing views expressed in previous panels. 

Continuing their perspective, the panelist emphasized additional guiding principles in the regulatory 

process. They delved into the importance of principles like proportionality and the precautionary principle. 

Proportionality, in particular, was highlighted as a crucial concept, stressing that rules should not impose 

unjustified burdens on excluded stakeholders. They outlined key aspects of proportionality, such as 

ensuring any rule applied should generate unjustified burden on excluded stakeholders, are necessary to 

achieve specific objectives and that these restrictions would be the least burdensome option available and 

that this involved considering costeffective regulatory solutions in the decisionmaking process. 

Concluding their insights, the panelist drew the forum’s attention to the importance of conducting a 

comprehensive costbenefit analysis in the regulatory process. They underscored the significance of 

ensuring that the burdens imposed by regulations do not outweigh the benefits they generate. The 

assessment, they highlighted, should encompass various dimensions beyond economic considerations. 

Drawing a connection to the Greek concept of “metritis or proper measure, they emphasized the need for 

regulations to strike a balance, avoiding excesses in both restrictions and freedoms. This balanced approach 

was seen as essential to prevent any deviation from the intended regulatory objectives.  

How can the development and implementation of standardization can contribute to more efficient 

regulation of robotics? 

In discussing the role of standards in the robotics domain, the panelist explained several potential benefits 

for creating a more cohesive landscape with the help of clear guidelines for designing technological 

solutions. Drawing parallels to fields like pharmaceuticals and nuclear technology, they emphasized that 

such guidelines instill confidence among manufacturers, fostering the development of innovative 

technologies. Additionally, in the panelist’s opinion, the establishment of standards facilitates 

interoperability among various systems, as mentioned in the fourth panel of the forum, ultimately 

enhancing safety and reliability when these systems collaborated. The panelist suggested considering the 

harmonization of international regulations to streamline compliance and certification processes, stressing 
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upon the importance of certification for ensuring reliability. They laid emphasis on the need for data 

sharing, echoing sentiments from the first panel, highlighting that data was crucial for informed decision

making. The interconnection between different models and the understanding of regulatory constraints 

were underscored as vital for engineers to develop solutions that align with regulations, avoiding the 

development of solutions rendered unusable due to regulatory issues, as discussed in a previous example. 

The panelist stressed the importance of promoting ethical and social standards in the development of 

robotics, noting that this approach contributes to the creation of responsible solutions. They highlighted 

the significance of understanding and predictability in technology acceptance, drawing parallels with the 

industrial field's journey towards embracing robotic solutions. While acknowledging that regulations may 

sometimes be viewed as barriers to innovation, the panelist acknowledged that regulatory constraints can 

lead to innovative outcomes by directing the focus towards the purpose of innovation. They emphasized 

the need for innovation to be purposedriven and aligned with ethical and social considerations while 

pushing for interdisciplinary communication among various fields, such as engineering, law, and economics. 

Lastly, they provided an example related to hydrogen innovation in maritime shipping, where the discussion 

about data became pivotal. The panelist underscored the significance of conducting comprehensive 

comparative studies on the environmental impacts of hydrogen production methods. In particular, they 

provided the example of considering the entire life cycle, as the production phase might have emissions 

even if the enduse of hydrogen is emissionfree. This underscored the crucial role of data in making 

informed decisions about the environmental sustainability of innovative solutions.  

Assuming, wide market acceptance of these technologies, is there a first impact assessment available, in 

particular on the cost of operations, resilience and financial sustainability of maritime business and ship

operators? 

The third panelist began the response from the perspective to that of investors, highlighting the critical 

importance of selecting the right business model to ensure costeffectiveness, resilience, and financial 

sustainability. They outlined two potential business models: 

• Service Provision Model: In this model, a company operates the technology and provides services to 

clients. This approach is akin to a typical serviceoriented business model. 

• Leasing Model: Alternatively, the technology provider or developer leases the assets to a specialized 

technology company, which then utilizes the technology for various purposes such as conducting surveys. 

This model follows a businesstobusiness (B2B) approach and presents different legal considerations 

compared to the service provision model. 

The speaker dwelt upon another potential business model where the technology, such as robots, were 

made available for use by consumers. This model operated on a businesstoconsumer (B2C) basis, allowing 

endusers like ship operators to access and utilize the technology. The speaker drew parallels with urban 

mobility innovations, where cars or scooters can be leased or bought for specific periods, emphasizing the 

shift towards new business models in the evolving economy and the need to rethink approaches to robotics 

and similar innovations. 

The speaker further emphasized the critical importance of cybersecurity in ensuring the resilience and 

sustainability of businesses by elaborating the indispensability of data and its handling, underscoring 

questions regarding data creation, purpose, access, and distribution among stakeholders. Despite the 
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significance of these aspects, the speaker noted the absence of a legal framework or solution to address 

them, posing a challenge to investor and financier interest in their vision or technology. Additionally, they 

acknowledged the relevance of physical asset attributes, whether movable or otherwise, in the overall 

resilience and sustainability of the business. The panelist provided the contours of crucial prerequisites for 

potential investors and financiers interested in further developing these technologies. They discussed the 

necessity of workable, bankable, and marketable solutions, highlighting that these are not merely desirable 

attributes but essential. The speaker underscored the importance of managing intellectual property rights 

without conflicts, obtaining licenses or permissions for global operations, and avoiding restrictions that 

could limit technology deployment to specific regions. These considerations were identified as key factors 

influencing investor decisions and fostering the growth of emerging technologies. 

The significance of specifying the operational context for robotics and related assets, considering factors 

such as whether they operate within a specific jurisdiction, in ports, or during sea transit was a key point 

discussed by the panelist. Addressing the applicable legal framework and regulatory limitations was 

highlighted as vital. In addition, the panelist stressed the need for welldefined aftermarket and salvage 

strategies, emphasizing the importance of exit plans for investors and stakeholders involved in these 

technologies. These considerations were presented as integral aspects of sustainable investment and 

development in the robotics sector. The panelist proposed the adoption of risksharing models to ensure 

sustainable development that meet both regulatory requirements and investors' expectations. They 

highlighted the emerging trend in the investment landscape, where considerations extend beyond mere 

yields to encompass social benefits and stakeholder interests. Referring to concepts like the Blue Economy 

and ESG (Environmental, Social, and Governance), the speaker underscored the need for a balanced 

approach that allocates benefits to all stakeholders involved. They concluded by suggesting that risksharing 

models or similar adaptations could provide a viable solution to address these challenges in technology 

development and investment. 

The panel witnessed interventions from other members wherein they stated that the challenges related to 

jurisdiction and regulatory frameworks for operating assets acquired from academic institutions in Europe. 

They highlighted the absence of a legal framework for such operations, particularly in cases involving 

academic institutions, private organizations, or public entities. The panelist addressed the need to tackle 

these challenges, pointing out that a riskbased approach and a balanced consideration of rights, along with 

researchrelated caveats, appear to be emerging trends in the European context and referenced the draft 

AI act as a potential guide in navigating these issues. 

Focusing on an aspect that was evident in all the interventions and in the previous panels, related to 

collaboration, conflicting interests, manifold aspects and complex value chains within the shipping industry, 

and of the importance of balancing those rights and interests making them coexist, the moderator reflected 

how the coexistence of different interests can impact regulation, not only in its implementation, but also 

its conception. Following which a question was posed to the panel regarding cooperation amongst that 

stakeholder in the different disciplines, throughout the creation of regulation in the maritime industry vis

àvis innovation. 

The panel affirmed that alignment of interests is a key factor in breaking down silos, particularly when 

everyone agrees on common goals and outcomes, emphasizing the influence of financial considerations, 

stating that when profits and losses align, silos become less significant, fostering collaboration and action. 

The panel further acknowledged examples of successful collaboration driven by shared interests in digital 
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technologies. However, they pointed out instances, such as the limitations on drone inspections in Australia 

and New Zealand, where alignment of interests may be lacking, hindering the establishment of a dominant 

design that might garner universal acceptance. The ongoing importance to human element in decision

making, especially in the absence of a widely accepted solution was critically noted. 

Ultimately, it was highlighted that the focus on technology, the final decisionmaking authority still rests 

with human beings. The criticality of the manmachine relationship was underscored that by stating, 

presently, humans are responsible for most critical decisions. While acknowledging the advancements in 

artificial intelligence and automation, the panel pointed out that machines can only provide answers pre

programmed into the system, lacking the capability to generate responses for unforeseen situations and 

that the human element remains crucial in navigating complex and novel scenarios. 

Moving on from the conception of regulations and the different aspects and purposes towards the practical 

side of implementation, the moderator sought insights from one the panel members who was from the 

biotechnology industry. Questions regarding challenges in interdepartmental communication and 

cooperation were asked to the panelist in the context of riskprone industries.  

The panelist highlighted the pharmaceutical industry as an exemplary model for collaboration between 

engineers and regulatory experts and provided a personal perspective, working in cell therapy for 

lymphoma, a cuttingedge technology with ongoing efforts to overcome technological challenges. To 

proactively address regulatory considerations, the speaker described their team's approach by giving 

examples of having team members dedicated to staying abreast of regulatory frameworks, meeting 

regularly to ensure compliance with existing regulations, and engaging with regulatory authorities when 

necessary. This approach, in their perspective aligned innovation with current regulations and, in the 

absence of applicable regulations, actively involve relevant stakeholders, potentially including 

policymakers, to address regulatory gaps. The panelist then acknowledged the crucial aspect of data 

security and drew a parallel between the medical and maritime sectors. They stressed on the importance 

of data protection, particularly in the medical field where anonymity is paramount. Expressed confidence 

that similar data protection measures can be implemented in the maritime sector and quoted Europe's 

advancements in safeguarding patient data. 

Technological innovation is linked to high riskhigh yield investments; do maritime and ocean robotics 

innovation meet the expectations of investors, in terms of yield, turnover, and exitoptions? 

The panelist revisited the key factors that investors seek, emphasizing compliance, security, transparency, 

returns, turnover, and exit plans. Drawing from personal experience, they added that investors also 

prioritize liability of advisors and agents, forming a comprehensive set of considerations. The panelist posed 

a crucial question regarding the nature of robotics investments: whether they should be viewed as asset

based or technologybased investments? Expressing personal uncertainty about the classification, they 

underscored the importance of this distinction as it directly influences investor interest and potential 

funding sources. 

In addition to the above, the panelist raised sharp questions about the financial resilience of robotics 

operators and the dynamics between technology providers and users. They highlighted the need to address 

key aspects, such as software updates, the relationship beyond the sale, and the connectivity of robotics 

parts to other assets like chips. The speaker emphasized that answering these questions is crucial for 

defining expected yields and investor interest. Furthermore, the panelist delved into the complexities of 
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equity placement, noting that investors have diverse agendas and strategies. They stressed the importance 

of specifying factors like the Technology Readiness Level (TRL) stage and the presence of a scaleup plan. 

Drawing distinctions between assetbased and technologybased investments, the speaker mentioned the 

expected returns, noting that doubledigit returns are anticipated for assetbased investments, while triple

digit returns are expected for technology placement. They referenced examples, such as Google's 

algorithm, which yielded over 800% returns to the original capital, illustrating the distinct risk approach of 

investors in the technology ecosystem. 

The panelist concluded by emphasizing the need to clarify business models, technological versus asset

based investments, and to establish a track record with family offices and various sources of capital. They 

expressed caution regarding strategies where state funds or defense funds offer incentives to investors, as 

such approaches might dilute the expected yields and returns within the capitalist market. The speaker 

highlighted the importance of careful consideration and transparency in shaping sustainable financial 

strategies for the robotics industry. 

The question of whether investors in innovative shipping be willing to accept lower revenues in order to 

comply with (nonfinancial) sustainability requirements was posed to the expert panel.  

In a reflective tone, one of the panelists acknowledged the potential optimism in their views and 

acknowledged a potential narrowness in their perspective. They asserted that, in their opinion, the short 

answer to whether sustainability is achievable is yes. The panelist contended that a broader reflection on 

sustainability should commence with a key clarification, emphasizing that sustainability is unfortunately 

expensive. They posed questions about who should bear the costs and how investors are reacting to the 

shift towards sustainable production and consumption. 

Regarding the theme of breaking silos, the panelist highlighted the significant divide between lawyers and 

academia, particularly in sociological studies. They argued that this silo needs to be dismantled. The panelist 

observed that environmental concerns are increasingly influencing public opinion, leading to a growing 

number of investors willing to accept lower returns to align with environmental objectives. They also noted 

a trend of final users being willing to spend more on sustainable products and services, reflecting a form of 

green critical consumerism. The underlying assumption here was that environmental sustainability is 

considered a value, and people are willing to pay for it. 

The panelist added that the notion that environmental costs should be internalized in decisionmaking, 

both in the private and public sectors, is not a novel concept. In the realm of models and assessments, 

considerable effort has been invested in identifying ways to economically evaluate environmental costs. 

Noteworthy examples included the System of Environmental and Economic Accounting developed in the 

1990s. The panelist cited the European Union, Regulation 691 of 2011 which addressed European economic 

and environmental accounts, contributing to the economic evaluation of environmental costs. Similar 

mechanisms emerged in the United States, particularly under the Biden administration, aiming to provide 

comprehensive information for public decisionmaking, with a focus on accounting for the economic impact 

of environmental factors was acknowledged. 

Another panelist argued that, from their perspective and experience, investors were unlikely to 

compromise on yields and returns for the sake of sustainability. They emphasized the divergence between 

public and private investments, highlighting that public fund focused on social returns, while private 

investments prioritized financial returns. The speaker underscored the significance of returns in private 
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investment, stating that when sustainability funds failed to meet high benchmarks and did not yield results, 

investors tended to lower subsequent sustainability benchmarks.  

Continuing the argument, they defended that in conventional business practices, the majority of private 

investors and funds, whether regulated or not, prioritize optimizing and maximizing returns. Sustainability 

is often seen as an additional compliance checkbox rather than a primary focus. This trend extends to 

various industries, including shipping and emerging technologies. 

They pointed out instances, especially in Germany and the northern part of Europe, where funds struggle 

to find suitable investments due to a lack of maturity in the provided technology. Consistency with investor 

expectations is crucial, as unfulfilled returns can lead to significant challenges. They reminded the audience 

that most institutional investors, such as mutual funds and pension funds, tend to avoid highly risky 

ventures and even when they engage in riskier investments, adequate returns are essential to cover costs 

and ensure their sustainability. 

There was a third intervention to the discussion where the panelist seconded with previous points and 

provided two straightforward examples highlighting the complexities surrounding sustainability. The first 

example delved into the realm of electrification and electric cars. While often marketed as sustainable, the 

panelist raised doubts, citing studies that specifically outlined the conditions under which electric cars can 

genuinely be considered sustainable. 

The second example brought attention to the EU ETS (Emissions Trading System) regulation in shipping, 

effective as of January 1st. The panelist pointed out the uncertainty surrounding the end result of these 

regulations, emphasizing that the ultimate impact on the sustainability of the shipping industry remains 

highly debatable. They also highlighted the likelihood that the final consumer would bear the brunt of any 

taxes resulting from these regulations. In summarizing the arguments, the panelist highlighted a crucial 

point regarding the EU ETS and noted that its primary focus is on financing the liquidity of the European 

markets. They urged caution in interpreting the instruments, emphasizing that Europe's objective is to 

enhance liquidity and whether the resulting reserves and returns benefit the people is a highly debatable 

point, echoing discussions from the preceding panel. 

As a final question, the moderator requested a one or twoword response from each panel member to the 

question of what can be considered absolutely essential to ensure effective regulation? 

The following responses were received from the members of the panel, 

Prudency; 

Common Sense;  

Data; 

Precaution and Proportionality. 

7.7.3 KEY TAKEAWAYS & RECOMMENDATIONS 

Based on the extensive discussion points outlined in the panel, several detailed recommendations can be 

derived to enhance the regulatory environment and foster innovation in the maritime industry. 

Firstly, there is a strong consensus on the importance of tailored and flexible regulations rather than a one

sizefitsall approach. Acknowledging the pros and cons of different regulatory systems, the emphasis 
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should be on regulations that provide greater freedom, potentially fostering more innovation. However, it's 

crucial to address the challenges related to the time it takes to identify dominant designs when users are 

given flexibility. Despite industry concerns framing this as a threat, a balanced perspective views it as an 

overall positive development. 

Moreover, the development and implementation of standardization are seen as crucial contributors to 

more efficient regulation of robotics. Drawing parallels to industries like pharmaceuticals and nuclear 

technology, clear guidelines for designing technological solutions can instill confidence among 

manufacturers and foster the development of innovative technologies. The harmonization of international 

regulations, certification processes, and data sharing are recommended to streamline compliance and 

ensure reliability. Emphasizing the importance of ethical and social standards in robotics development, the 

focus should be on purposedriven innovation aligned with ethical considerations. 

Moving to the practical side of implementation, collaboration among stakeholders in different disciplines is 

essential. The alignment of interests is identified as a key factor in breaking down silos, emphasizing the 

influence of financial considerations. Successful collaboration examples in digital technologies should be 

studied, while recognizing instances where alignment of interests may be lacking, hindering the 

establishment of a dominant design. The human element in decisionmaking remains critical, emphasizing 

that, despite advancements in AI and automation, humans are currently responsible for most critical 

decisions. 

In terms of challenges in interdepartmental communication and cooperation, lessons can be drawn from 

the pharmaceutical industry's exemplary model. Regular communication, compliance checks, and 

engagement with regulatory authorities are recommended to align innovation with current regulations. 

The importance of data security, especially in riskprone industries, is underscored, with parallels drawn 

between the medical and maritime sectors. 

Addressing the concerns of investors in maritime and ocean robotics innovation, clarity on business models 

and the nature of investments (assetbased or technologybased) is crucial. Factors such as software 

updates, relationships beyond the sale, and connectivity of robotics parts to other assets must be addressed 

for defining expected yields and investor interest. Clear communication and transparency are emphasized 

in shaping sustainable financial strategies for the robotics industry. 

Finally, in the context of sustainability, acknowledging the expense of sustainability, there is a need to clarify 

who should bear the costs. Environmental concerns influencing public opinion and growing willingness to 

pay more for sustainable products reflect a shift towards green critical consumerism. Efforts to 

economically evaluate environmental costs, as seen in various models and regulations, should be 

continued. However, recognizing the divergence between public and private investments, it's essential to 

align sustainability goals with realistic investor expectations and returns. 

In conclusion, a balanced, collaborative, and purposedriven approach to regulation, innovation, and 

sustainability is recommended, taking into account the diverse perspectives and challenges discussed in the 

panel. 
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7.8 PANEL SIX: RECOMMENDATIONS FOR DIGITAL REFORM: WAYS FORWARD CAPACITY BUILDING & TECHNOLOGY TRANSFER 

7.8.1 MODERATOR’S REMARKS  

The moderator expressed gratitude for the opportunity to oversee a panel of distinguished professionals 

deeply embedded in the maritime industry. The impending discussion aimed to delve into the subsequent 

actions. The moderator highlighted the intention to synthesize the collective understanding of stakeholders 

before delving into recommendations and future strategies. Acknowledging the accelerating pace of 

technological advancements and the increasing integration of shipping within the global supply chain, it 

was noted that maritime stakeholders find themselves compelled to adjust and reconsider their current 

strategies, operational frameworks, and approaches to utilizing generated data. The overarching goal was 

to ensure the establishment of efficient, sustainable operations that fortify their competitiveness in both 

short and longterm scenarios. Emphasizing the vital role of engaging with all stakeholders, the moderator 

along with the panel aimed to explore collaborative pathways to navigate the evolving dynamics in the 

maritime sector. 

7.8.2 DISCUSSIONS 

What is the level of acceptance of stakeholders such as regulators, port state control and what is the 

reaction of classification societies to the challenges of digitalization in terms of acceptance, security, 

preparation, etc.? 

The panelist initiated their response by addressing the varying levels of acceptance observed among owners 

and operators in the maritime industry. They noted a spectrum ranging from no acceptance to full 

acceptance. The lack of acceptance, as explained, often stemmed from competing priorities within the 

industry, such as the mandatory focus on zero emissions and MRV (Monitoring, Reporting, and Verification). 

The panelist highlighted that incorporating new methods of operation, such as remote work and robotics, 

may not be the foremost concern for some in the industry. 

Furthermore, the panelist delved into the segment of stakeholders showing reluctance, emphasizing 

concerns about data utilization. Some operators, particularly in the tanker sector, expressed worries about 

potential repercussions if vessel deficiencies were disclosed, fearing challenges in securing future charters. 

Contrasting this, the panelist elaborated on the instances of full acceptance, where owners actively sought 

comprehensive digital classification. These stakeholders demonstrated a keen interest in leveraging all 

available onboard data and making it accessible for enhanced operational capabilities. 

The panelist continued to address another crucial group of stakeholders – the regulators. Within this 

category, the spectrum of acceptance ranged from nonacceptance to full acceptance. The panelist 

recounted an audit experience where a regulatory body questioned the rationale behind remote services, 

asserting that there was no explicit permission for such practices. In response, the panelist defended the 

approach, highlighting it as a tool to fulfill the required scope and draw conclusions effectively. However, it 

was noted that the explanation might not have been entirely convincing as the regulatory body appeared 

to have preconceived opinions. 

The panelist also referenced a recent development from the Australian Maritime Safety Agency (AMSA), 

which had issued a letter stating a refusal to accept any remote services for detained vessels. This 

highlighted the ongoing dynamic nature of regulatory acceptance, with some flag states endorsing certain 
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practices while others express reservations. The situation appeared to be subject to fluctuation and ongoing 

discussions within the regulatory landscape. 

Finally, on the matter of classification, the panelist addressed the role of classification and the concerns 

within the surveyors' community. The panelist expressed that there was a prevalent fear among colleagues 

regarding potential job loss, perceived monotony in the job, and increased stress levels. It was noted with 

concern that the diverse range of perspectives within the industry, ranging from nonacceptance to full 

acceptance, contingent upon the individual's role and viewpoint. 

What are some barriers key barriers that you find are delaying the digitalization in shipping? 

The second panelist shared a practical insight based on personal experience, emphasizing that digitalization 

goes beyond software and revolves around placing data at the core of all activities. The key, as per the 

panelist, existed in a shift in mindset and recounted a specific incident from a few years ago involving the 

installation of an advanced system on a VLCC (Very Large Crude Carrier) for enhanced navigation using 

computer vision and AI. Despite the system's capabilities to assist seafarers in congested areas, the crew's 

reaction was one of apprehension. They expressed that despite the AI system's impressive capabilities, 

including continuous alertness on board, the crew expressed concerns about its potential to replace human 

tasks and interactions, highlighting the need for addressing fears and perceptions in the process of 

introducing digital solutions in the maritime industry. 

The panelist further explained that upon grasping the concept, they recognized the system as a tool with 

the potential to assist them. The nuances of digitalization became evident, revealing a complexity beyond 

a simple dichotomy. As they gradually integrated the system into their operations, positive changes were 

observed, creating a more relaxed atmosphere on the bridge. The speaker emphasized the multifaceted 

nature of these barriers, which extend beyond conventional expectations and can be challenging to 

navigate. They underscored the significance of considering the human element, acknowledging the 

inherent complexity of individuals. The key takeaway conveyed was the prioritization of people over 

software in the realm of digitalization. 

Has the digital reform affected the ship financing and in which way? How do the financiers perceive digital 

reform? 

The panelis explained that, concerning the perception of individual financiers, it's easy to assume that the 

role of a shipping financier has been swiftly replaced by a black box or similar technology. However, this is 

not entirely accurate. Digitalization has indeed brought significant changes to finance, including shipping 

finance. Before joining the panel, the speaker conducted a SWOT analysis to understand the strengths, 

weaknesses, opportunities, and threats of digitalization. While it presents new opportunities, entering this 

new era comes with challenges and risks. One notable change is the potential loss of sensitivity in the 

financing process, making some roles more critical and responsible than others. Thus, the landscape of 

finance is evolving, impacting various stakeholders differently and reflected on the role of regulators and 

their understanding of the specific cyclical nature of the market.  

Recalling the experience in 1998, where the panelist represented a French bank, they highlighted the shock 

regulators faced at that time. As a young banker, the speaker had to explain the intricacies of financing 

judgments, credit processes, and the nuances of different European markets. The point was made that 

regulators, especially those within the European Parliament, might lack a comprehensive understanding of 

the dynamics in the cyclical shipping market. The speaker expressed concern that current regulators may 
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not fully comprehend the implications of their decisions and statements regarding shipping credit and the 

financing approaches of banks. This lack of understanding is seen as a contributing factor to the decline of 

major European shipping financiers. The speaker emphasized that this scenario could be an unintended 

consequence of transitioning to a more advanced digital environment. 

The panelist continued to elaborate on the acceleration and transparency achieved in the credit process 

through digitalization. They emphasized the benefits of a transparent system where numbers and credit 

marks are clearly visible, ensuring accurate compliance at every stage of the financing process. The initial 

stages of the relationship were highlighted for their accelerated compliance, facilitated by fast and indepth 

analysis of available data. The abundance of data was acknowledged, with recognition that platforms and 

data analysts play a crucial role in processing and interpreting this vast amount of information. 

Furthermore, the panelist pointed out the strength of digitalization in utilizing combined knowledge for 

various credit and investment aspects, encompassing technical, financial, and managerial elements. They 

emphasized the significance of market comparisons, drawing parallels with the appeal of sports statistics in 

newspapers.  

The panelist proceeded to discuss the identified weaknesses in the digitalization of the financing process. 

They highlighted the elimination of sensitivity, emphasizing that the seasoned financier's intuition and 

judgment no longer play a significant role in the credit process. Previously considered a valuable asset up 

to 20052010, the panelist expressed concern that the current emphasis is solely on figures and results. A 

major drawback mentioned was the elimination of the special character inherent in cyclical industries like 

maritime transport and real estate. The panelist noted that the modeldriven approach does not account 

for the unique experiences and strategies employed by individuals, especially shipowners who navigated 

through past crises. The withdrawal of personal judgment and the expulsion of ultimate owners' integrity 

were also flagged as notable downsides. 

The panelist underlined the importance of understanding how shipowners tackled crises in the past, such 

as the challenges faced in the 50s, 60s, and 80s. They questioned whether these historical insights still hold 

value in the current modelcentric approach. The panelist further emphasized the significance of observing 

how charters behaved during critical events like the Lehman Brothers collapse, stressing the need to 

consider human reactions and experiences beyond numerical data. 

The panelist further discussed key weaknesses in the digitalization process, emphasizing the challenges of 

incorporating certain elements into the models. Notably, the regulatory position has evolved into an 

enhanced mode, signifying a shift in the role of regulators within this transformed landscape. Another 

identified weakness is the shortage of specialized personnel, with the panelist highlighting that it's not 

solely an agerelated concern but a matter of education. They stressed the importance of educational 

backgrounds, pointing out that even graduates from esteemed maritime universities may require further 

training to adapt to the changing environment. 

The panelist underscored the pressing need for training in this evolving landscape, acknowledging the 

uncertainty about existing capabilities in the face of digitalization. This recognition of the changing dynamics 

and the necessity for continuous training adds to the list of challenges in embracing the new digital 

environment. The panelist emphasized the potential opportunities arising from the digitalization process, 

highlighting the creation of new financing platforms catering to both lending and investment. Noteworthy 

is the influx of new entrants, with a special mention of individuals, predominantly from India, contributing 
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to the development of innovative platforms. The panelist illustrated the current prevalence of digital 

financing platforms, especially in real estate markets, and exemplified the integration of smaller domestic 

banks into the international market through advanced digital processes. Drawing attention to a specific 

case, the panelist mentioned the success of a Greek bank, Viva Bank, operating as a notable FinTech entity 

with a unique license covering the entire European region. The example showcased the effectiveness of 

incorporating local regulations into the digital model, emphasizing the potential applicability of FinTech 

concepts to cyclical loans and financing. 

In conclusion, the panelist emphasized the necessity of adapting to the evolving digital environment, 

acknowledging the challenges and the obligation to embrace the changes. The panelist highlighted the 

emergence of new specialized services and job opportunities in the evolving landscape. Recognizing the 

inevitability of following this trajectory, the panelist encouraged both seasoned professionals and the 

younger generation to actively participate in and navigate the transformative path of digitalization 

Which business fields will be affected and how the business models of these fields will be modified to 

accommodate the introduction of robotics in shipping? What are the difficulties being faced from the 

various shareholders for the introduction of robotics in shipping? 

In response, the panelist emphasized the imminent presence of robotics in the maritime industry. 

Acknowledging the upcoming transformation, they noted that the adoption of this new model might take 

a few more years to proliferate. The panelist contended that the slow pace of change is attributed to smaller 

companies like theirs, such as SMS, facing challenges in capital availability and return on investment. This 

lag necessitates a waiting period for funded projects and mature investors to facilitate a faster transition. 

Envisioning significant alterations in business models across sectors, the panelist highlighted the impact on 

SMEs, classification processes, CPL, and shipping commerce. 

The panelist emphasized the staggering volume of steel structure inspections required for mediumsized 

vessels, approximately 600,000 square meters every two and a half years. They emphasized the arduous 

and costly process of scaffolding for vessels older than 15 years, posing risks to human workers. Looking 

ahead, the panelist predicted the elimination of scaffolding departments in shipyards for inspections and 

repairs, with robotics gradually taking over these tasks. The ultimate vision is for vessels to be constructed 

with the assistance of robots or similar advanced technologies. 

In a futuristic projection, the panelist envisioned a transformative role for robots in the maritime industry. 

They highlighted that ships would be designed with robots, creating an intermediary step involving 

classification rules for access means. Anticipating changes in rules to incorporate robotic access, the 

panelists suggested that vessel owners could receive discounts from classification societies, fostering 

benefits in both cost savings and market efficiency. The panelist shared a practical example of an 

intermediary survey on a vessel over 7.5 years old, conducted in just six hours using three surveyors, six 

UTM operators, and three robots. This contrasted with the potential six days required for a traditional 

survey, showcasing the efficiency and timesaving potential of robotic inspections. 

Clarifying the initial use of robotics in shipping, the panelist emphasized that it wouldn't be exclusively 

remote inspection but rather a facilitation of inspections. This approach would lead to more standardized, 

faster, and costeffective inspections, minimizing risks. The panelist stressed that, in the beginning, 

inspections would still involve the presence of surveyors and service providers on board. However, as 

technology matured over the next decade, the panelist foresaw a transition to remote inspections, possibly 
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involving augmented reality, where surveyors could analyze vessel conditions from a remote location using 

advanced visual and 3D reconstruction technologies. These futuristic visions were backed by ongoing 

research projects and field trials, showcasing the industry's gradual evolution towards a more automated 

and technologically advanced future. 

In conclusion, the panelist brought out the challenge in the availability of capital. The successful 

introduction of advanced technologies into the maritime industry depends on when shipowners recognize 

the need for such changes. The panelist suggested that shipowners might take the initiative to align these 

advancements with their specific requirements. Alternatively, classification societies, insurance providers, 

or charterers could also drive these changes. However, the panelist cautioned that any imposition of 

burdens on the primary actors in the industry could introduce additional complexities and challenges across 

various aspects of the maritime sector. 

Summarizing the discussions so far, the moderator directed the panel towards deliberating the ways 

forward, recommendation and the next steps to be taken. 

The panel highlighted the importance of using common sense and building trust in achieving physical 

equivalence from a classification society standpoint. To accomplish this, the panelist emphasized engaging 

staff in test trials and proof of concepts in collaboration with shipowners. The involvement of flag states 

and adherence to existing regulations, including potential future guidelines, were deemed crucial. Despite 

challenges such as the postponement of certain rules, efforts to enhance data security were emphasized. 

Furthermore, the panel stressed the significance of owner participation, noting that many shipowners are 

already increasing vessel connectivity. The ongoing challenge is to extend quality connectivity throughout 

vessels, addressing issues like onboard connectivity and leveraging available technology through test trials. 

The panel acknowledged both positive and negative outcomes in their experiences, with some owners 

expressing that certain technologies might be premature, emphasizing the need to reevaluate and conduct 

trials when more advanced solutions emerge. 

The moderator requested the panel for some examples on what the industry needs to do to ease the 

digitalization process and the lowest hanging fruits of digital reform. 

The speaker offered three practical examples, considering three different stakeholders: vendors, educators, 

and shipping companies. 

• Vendors: The advice for vendors is to shift their focus from highlighting features to emphasizing benefits. 

The speaker suggested that vendors should stress the value their products bring rather than overwhelming 

potential users with technical details. Additionally, the speaker recommended that some vendors should 

enhance flexibility in integrating their systems with other platforms. 

• Educators: The speaker urged educators to reconsider the educational material provided to seafarers. 

Expressing concern about the current material being perceived as dull, the speaker emphasized the need 

for more engaging and enjoyable educational content. Drawing from personal university experience, the 

speaker highlighted the importance of making learning fun for effective comprehension, particularly in the 

context of continuous training for seafarers. 

• Shipping Companies: The speaker shared an anecdote involving a collaboration with a shipping company 

and an IT solution provider. In the story, the IT director initially intended to attend the meeting but 

eventually brought in a larger team, including safety personnel and other directors. The lesson learned from 
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the experience was the challenge of convincing users, especially when they are resistant to change. The 

speaker emphasized the need for shipping companies to navigate the dynamics within their teams and 

address user concerns when implementing digital solutions. 

Another member of the panel made an intervention by focusing on three key technological 

advancements—augmented reality (AR), artificial intelligence (AI), and robotics—in shipping for the next 

two decades. The focus, according to the speaker, lies not only on the technology itself but on the industry's 

maturity. Acknowledging the conservative nature of the shipping sector and the complexity of ships as 

assets, the speaker highlighted the necessity for technology to mature significantly before widespread 

adoption. The call was to disseminate the current state of new technology within the shipping industry, 

paving the way for its fruitful integration. 

The remarks by the final speaker of the member captured the importance of education to address threats 

in the maritime sector, particularly emphasizing the need to educate regulators. The responsibility of global 

institutions, such as the World Maritime University, was stressed in tandem with the speaker's 

organization's efforts, exemplified by opening an office in Shanghai. The move aimed to share insights on 

financing best practices and showcased a new trend in China where bankers, as an example, had to take 

personal responsibility for loans which can be addressed better through digitalization. The overall message 

conveyed the inevitability of digitalization and the tremendous opportunities it presents in the evolving 

global market.  

7.8.3 KEY TAKEAWAYS 

• Digitalization brings combined knowledge, acceleration, transparency, and compliance to the maritime 

industry. 

• Integration of smaller banks with larger ones and the creation of new jobs are opportunities offered by 

digital platforms. 

• The maritime industry can adapt to global challenges through digitalization but must balance benefits 

against safety, security, environmental protection, and trade facilitation. 

• Human factors, including the impact on personnel both onboard and ashore, should be considered in 

digitalization strategies. 

• Communication and educational efforts are essential for creating value in the maritime sector. 

• Embracing digital markets is inevitable, and resisting digitalization is ineffective. 

The level of acceptance among stakeholders in the maritime industry towards digitalization varies widely, 

with owners and operators exhibiting a spectrum from no acceptance to full acceptance. This diversity is 

influenced by competing priorities, such as the industry's mandatory focus on zero emissions and 

Monitoring, Reporting, and Verification (MRV). Some stakeholders, particularly in the tanker sector, express 

reluctance due to concerns about data utilization, fearing potential repercussions for disclosing vessel 

deficiencies and impacting future charters. On the other hand, there are instances of full acceptance, where 

owners actively seek comprehensive digital classification, demonstrating a keen interest in leveraging 

onboard data for enhanced operational capabilities. 

Regulators also showcase a spectrum of acceptance, ranging from nonacceptance to full acceptance. An 

audit experience highlighted a regulatory body questioning the rationale behind remote services, indicating 
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preconceived opinions about such practices. Additionally, the Australian Maritime Safety Agency's refusal 

to accept any remote services for detained vessels underscores the dynamic nature of regulatory 

acceptance, with some flag states endorsing certain practices while others express reservations. 

Classification societies, too, face challenges, with surveyors expressing concerns about potential job loss, 

perceived monotony, and increased stress levels, reflecting a diverse range of perspectives within the 

industry. 

Barriers to digitalization in shipping are multifaceted. The first panelist emphasized the need for a mindset 

shift, beyond just implementing software, and recounted an incident where seafarers initially resisted an 

advanced system due to fears of job replacement. Overcoming these fears and perceptions is crucial in 

introducing digital solutions. The second panelist highlighted the evolving landscape of finance due to 

digitalization, with strengths and weaknesses identified through a SWOT analysis. They pointed out 

potential loss of sensitivity in the financing process, impacting various stakeholders differently, and stressed 

the need for regulators to comprehend the cyclical nature of the market to avoid unintended consequences. 

In the realm of ship financing, the panelist revealed that the role of shipping financiers has not been entirely 

replaced by technology, and digitalization has brought both opportunities and challenges. The potential 

loss of sensitivity in the financing process is a notable change, making certain roles more critical. The 

panelist expressed concern that regulators may lack a comprehensive understanding of the cyclical shipping 

market, contributing to the decline of major European shipping financiers. Digitalization has brought about 

acceleration and transparency in the credit process but has also eliminated the special character inherent 

in cyclical industries. The need for training and adapting to the changing environment was emphasized, 

along with the emergence of new financing platforms and job opportunities. 

The introduction of robotics in shipping is imminent, with the panelist envisioning significant alterations in 

business models across sectors. While acknowledging the slow pace of change due to capital availability 

challenges for smaller companies, the potential elimination of scaffolding departments in shipyards for 

inspections and repairs through robotics was highlighted. The panelist foresaw vessels being designed with 

robots, potentially leading to discounts for vessel owners from classification societies. Despite ongoing 

research projects and field trials, challenges in capital availability pose a barrier to the widespread adoption 

of robotics. 

Summarizing the discussions, the panel stressed the importance of using common sense, building trust, and 

engaging in test trials and proof of concepts to achieve physical equivalence from a classification society 

standpoint. The involvement of flag states and adherence to existing and potential future regulations were 

deemed crucial, along with efforts to enhance data security. Owner participation in increasing vessel 

connectivity, addressing onboard connectivity issues, and leveraging available technology through test 

trials were emphasized. The need for a balance between positive and negative outcomes and reevaluating 

technologies when more advanced solutions emerge was also noted. 

In terms of recommendations and next steps, the panel highlighted the importance of common sense and 

building trust to achieve physical equivalence. Engaging staff in test trials and proof of concepts in 

collaboration with shipowners, involving flag states, and adhering to regulations were emphasized. The 

significance of owner participation in increasing vessel connectivity and addressing connectivity issues 

through test trials was noted. The panel suggested that vendors should focus on emphasizing the benefits 

of their products rather than technical details, educators should provide more engaging educational 
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content for seafarers, and shipping companies should navigate team dynamics when implementing digital 

solutions. 

Finally, the panelists discussed the need for technological advancements, including augmented reality (AR), 

artificial intelligence (AI), and robotics, in the maritime industry over the next two decades. The speaker 

emphasized the necessity for technology to mature significantly before widespread adoption, considering 

the conservative nature of the shipping sector and the complexity of ships as assets. The importance of 

disseminating information about new technology within the shipping industry was highlighted to pave the 

way for fruitful integration. The significance of education, especially for regulators, was stressed, 

acknowledging the inevitability of digitalization and the tremendous opportunities it presents in the 

evolving global market. 

7.9 CONCLUDING REMARKS 

7.9.1 KEY TAKEAWAYS AND RECOMMENDATIONS 

As the event concluded, the President expressed gratitude and admiration for the insightful discussions 

that unfolded throughout the six sessions on overcoming regulatory barriers for service robotics in the 

ocean industry. The collective wisdom, passion, and dedication of the panelists were highlighted, 

emphasizing the remarkable nature of the discourse. The panelists’ expertise and thoughtful analysis 

illuminated the challenges and opportunities surrounding service robotics in maritime activities. The 

President extended heartfelt gratitude to all panelists for their invaluable contributions, recognizing the 

diverse viewpoints and comprehensive discussions that laid the foundation for actionable steps to address 

barriers. Each discussion was acknowledged for its depth and breadth, showcasing a profound sense of 

interconnectivity among the major issues presented.  

Furthermore, the president expressed gratitude to the highly engaged audience, acknowledging their role 

as the driving force behind the insightful discussions. It was highlighted that the audience likely carried 

valuable takeaways from the discussions to their respective journeys home. The president emphasized the 

pivotal reality of standing at the cusp of a technological revolution, with the coming decade and the next 

few years poised for unparalleled advancements in technology, particularly in service robotics and artificial 

intelligence. The responsibility to shepherd this innovation with prudence and safety by design was 

recognized as a shared endeavor among everyone present at the event. 

A heartfelt appreciation was extended to the team at the Sasakawa Global Ocean Institute and Assistant 

Professor Tafsir Johansson for their contributions. 

The president expressed gratitude, acknowledging that WVU owed a big note of thanks to the Senior 

Advisory Group for their unwavering support throughout the project. The president conveyed appreciation 

for the guidance, feedback, and considerable time dedicated by the Senior Advisory Group to the initiative. 

The president extended thanks to everyone, including the audience both present in the room and online, 

emphasizing the significant role played by the DANAOS Research Centre in making the project a reality. 

Reflecting on the visit to Piraeus, the president noted the rewarding experience on both professional and 

personal levels. The president expressed gratitude for the opportunity to reconnect with close friends, 

particularly mentioning HELMEPA, and former WMU students, including a delegation of Hellenic WMU 

alumni. New connections and friendships within the shipping community were also highlighted. The 
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president expressed appreciation for the warm reception and mentioned the pleasure of seeing Norman 

Martinez, the head of the sister institution under IMO, the International Maritime Law Institute. 

Finally, the president extended an open invitation to anyone in the Scandinavian region to visit the World 

Maritime University, emphasizing that they would be very welcome. The president concluded with final 

thanks, expressing the hope that paths would cross again in the future. 

7.9.2 PROFESSOR RONÁN LONG 

Professor Long expressed gratitude, acknowledging the president and local hosts for their wonderful 

support. The director extended thanks to both the inperson and virtual audience, emphasizing the 

significance of the forum being held in the Hellenic Republic, a place with classical traditions that holds a 

special meaning. The director shared personal enthusiasm for being in Athens, describing it as one of their 

favorite cities globally, and mentioned taking extra time to appreciate it. 

The director reflected on the initial discussions about where to hold the forum, considering options like 

London with the International Maritime Organization or Brussels due to the European Commission's 

substantial contribution. Ultimately, the decision was made to bring the forum to the industry partners, a 

choice that proved meaningful in the rich context of the discussions during the event. The director noted 

that the forum had illuminated various issues, leaving them with more questions than answers by the end 

of the day. This sentiment was likened to what the director often tells students in Malmo. 

Professor Long emphasized that, for sailors, the essence lies in the journey rather than the destination, 

understanding the significance of the voyage and the experiences it brings. Reflecting on the discussions, 

Professor Long highlighted a key takeaway from the last session regarding the crucial role of the shipping 

industry in the global trading system. Despite the pandemic, some people worldwide may not fully 

comprehend this importance, but disruptions during the pandemic shed light on the vital role of shipping 

in the world's functioning. 

The Director further expressed satisfaction in learning about the industry's commitment to greener 

shipping, emphasizing the positive impact it can have on the future. Additionally, Professor Long 

acknowledged and emphasized the importance of the DANAOS, recognizing their presence and 

contribution throughout the event. The director acknowledged the Nippon Foundation for their support in 

the university and expressed appreciation for the pivotal role of Chairman Sasakawa in sponsoring Research 

and Innovation for global shipping, emphasizing that their support made the event possible. 

The director also highlighted the importance of funding from the university, which directly benefits 

students, postdocs, and PhD students, thanks to the Nippon Foundation. Addressing the global audience, 

the director underscored the significance of diversity and inclusion, noting the participation from Central 

and Latin America, Southeast Asia, and Japan, the home of their donor organization. The director 

emphasized the truly global nature of the industry and the program. Additionally, the director revealed 

plans for a new program at the university focusing on robotics and AI in the coming months. This initiative 

aims to build on the partnership with the 21 partners involved in Bug Rights, acknowledging the 

contributions of technologists, Cedric, Thomas, and industry partners. The director expressed optimism 

about advancing this work, possibly through an EUfunded initiative, with the partners in the room forming 

the core of the consortium. 
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Lastly, Professor Long expressed gratitude to the program manager, Elnaz, at the Institute, acknowledging 

her professionalism and efficient management of a small team. Drawing on extensive experience in various 

sectors, Professor Long commended Elnaz as one of the most outstanding individuals worked with 

throughout their career. Professor Long highlighted Elnaz's exceptional ability to handle the professional 

and business aspects of the work program while infusing a sense of enjoyment. Special thanks were 

extended to Elnaz's team and, foremost, to the President of the university as he embarked on his new 

tenure. Professor Long concluded by expressing hope to see everyone in Malmo, especially acknowledging 

Cedric, Laura, Thomas, and the other members of the consortium. 

7.9.3 TAFSIR MATIN JOHANSSON, ASSISTANT PROFESSOR, WMUSASAKAWA GLOBAL OCEAN INSTITUTE, WORLD MARITIME 

UNIVERSITY (WMU) 

In a heartfelt vote of thanks, Dr. Johansson expressed deep gratitude to various individuals who contributed 

to the BUGWRIGHT2 event, including the audience, the moderator, panel speakers, and Professor Ronan 

Long. Reflecting on the journey that started four and a half years ago, Dr. Johansson acknowledged the 

influence of BUGWRIGHT2 and its impact on personal growth and development. A special mention was 

made to Cedric, the event's initiator, and the Thomas trio, who provided valuable insights into classification 

societies and diverse perspectives. 

Dr. Johansson highlighted the electrifying brain power unleashed during the event and expressed 

appreciation for the brilliant minds encountered, including Vera and numerous Greek friends. Addressing 

the significance of the moment, Dr. Johansson emphasized that BUGWRIGHT2 marked the end of an era 

and thanked everyone for their support, collaboration, and contributions to the event's success. 

A special acknowledgment was reserved for a colleague, Assistant Professor Dr. Aspasia Pastra, whom Dr. 

Johansson commended for commitment to excellence, their work on the research side, and her tolerance, 

expressing sincere thanks for her invaluable contributions. Dr. Johansson then invited Dr. Pastra to join 

them on stage to share a few words. 

7.9.4 ASPASIA PASTRA, ASSISTANT PROFESSOR, WMUSASAKAWA GLOBAL OCEAN INSTITUTE, WMU 

In a heartfelt expression of gratitude, Dr. Pastra conveyed deep appreciation for the transformative and 

joyful experience over the past seven years at work. The acknowledgment was extended to a team of seven 

individuals led by Max, who is set to guide them into the new era of decarbonization. Special recognition 

was given to the director, Ronan Long, whose boundless energy became a source of inspiration. Dr. Pastra 

marveled at Dr. Johansson’s unwavering availability, addressing problems and questions promptly, even 

maintaining a 24/7 responsiveness, adding a lighthearted touch to the gratitude expressed. 

7.9.5 KEY TAKEAWAYS & RECOMMENDATIONS 

As the event concluded, the President expressed sincere gratitude and admiration for the insightful 

discussions that unfolded throughout the six sessions on overcoming regulatory barriers for service robotics 

in the ocean industry. The President underscored the collective wisdom, passion, and dedication of the 

panelists, emphasizing the remarkable nature of the discourse. The expertise and thoughtful analysis

provided by the panelists illuminated the challenges and opportunities surrounding service robotics in 

maritime activities, laying the foundation for actionable steps to address barriers. 
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The President extended heartfelt appreciation to all panelists, recognizing the diverse viewpoints and 

comprehensive discussions that showcased a profound sense of interconnectivity among the major issues 

presented. Each discussion was acknowledged for its depth and breadth, reinforcing the importance of the 

discourse in shaping the future of service robotics in the ocean industry. 

Furthermore, the President expressed gratitude to the highly engaged audience, acknowledging their role 

as the driving force behind the insightful discussions. The President highlighted the pivotal reality of 

standing at the cusp of a technological revolution and recognized the shared responsibility of shepherding 

this innovation with prudence and safety by design among everyone present at the event. 

A special mention of gratitude was extended to the team at the Sasakawa Global Ocean Institute and 

Assistant Professor Tafsir Johansson for their invaluable contributions to the success of the event. The 

President also acknowledged that WVU owed a big note of thanks to the Senior Advisory Group for their 

unwavering support throughout the project, expressing appreciation for the guidance, feedback, and 

considerable time dedicated by the Senior Advisory Group to the initiative. 

Reflecting on the visit to Piraeus, the President noted the rewarding experience on both professional and 

personal levels. Gratitude was expressed for the opportunity to reconnect with close friends, particularly 

mentioning HELMEPA, and former WMU students, including a delegation of Hellenic WMU alumni. New 

connections and friendships within the shipping community were highlighted, and the pleasure of seeing 

Norman Martinez, the head of the sister institution under IMO, the International Maritime Law Institute, 

was mentioned. 

The President concluded by extending an open invitation to anyone in the Scandinavian region to visit the 

World Maritime University, emphasizing that they would be very welcome. The President expressed the 

hope that paths would cross again in the future, fostering continued collaboration and progress in the field. 

In response, Professor Long expressed gratitude, acknowledging the President and local hosts for their 

wonderful support. The director extended thanks to both the inperson and virtual audience, emphasizing 

the significance of the forum being held in the Hellenic Republic, a place with classical traditions that holds 

a special meaning. 

Reflecting on the initial discussions about where to hold the forum, the director highlighted the meaningful 

decision to bring the forum to the industry partners, a choice that proved significant in the rich context of 

the discussions during the event. The director noted that the forum had illuminated various issues, leaving 

them with more questions than answers by the end of the day, echoing the sentiment often shared with 

students in Malmo. 

Professor Long emphasized that, for sailors, the essence lies in the journey rather than the destination, 

understanding the significance of the voyage and the experiences it brings. Reflecting on the discussions, 

Professor Long highlighted a key takeaway from the last session regarding the crucial role of the shipping 

industry in the global trading system. 

The Director expressed satisfaction in learning about the industry's commitment to greener shipping, 

emphasizing the positive impact it can have on the future. Additionally, Professor Long acknowledged and 

emphasized the importance of the DANAOS, recognizing their presence and contribution throughout the 

event. 
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The director acknowledged the Nippon Foundation for their support in the university and expressed 

appreciation for the pivotal role of Chairman Sasakawa in sponsoring Research and Innovation for global 

shipping, emphasizing that their support made the event possible. 
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ANNEX II: TAKEAWAYS FROM MEETINGS ATTENDED AT THE INTERNATIONAL MARITIME ORGANIZATION 

A. Lessons Learnt from the attendance at the Maritime Safety Committee (MSC 107) of IMO: The case of 

Maritime autonomous surface ships (MASS) 

The Maritime Safety Committee of IMO met from 31 May till 9 June 2023 at IMO Headquarters, and, 

amongst others, the discussions about Maritime autonomous surface ships (MASS) attracted the attention 

of the participants and policymakers.  

The emergence of autonomous ships has highlighted the necessity for a dedicated regulatory framework. 

The framework should address the nuances of autonomous ships, particularly their interaction and co

existence with traditional manned ships, in a landscape where existing regulations predominantly presume 

human manning and intervention. In response to this need, the International Maritime Organization (IMO) 

has reached a consensus to formulate a nonmandatory, goaloriented code for Maritime Autonomous 

Surface Ships (MASS) by 2025. The discussion in MSC 107 concluded: 

 the code would apply to SOLAS cargo ships and highspeed craft and should follow a riskanalysis

based approach following the structure of MSC.1/Circ.1455; 

 the definitions of the "modes of operation," which are crucial for delineating the various conditions 

under which a ship's functions operate collectively to ensure safe navigation and fulfill its intended 

purpose; 

 a human master will be accountable for the Maritime Autonomous Surface Ship (MASS), 

irrespective of its operating modes. Additionally, the term "Remote Operations Centre" (ROC) has 

been designated to refer to the location where the remote master and remote operators are 

situated; 

 the existing requirements of COLREG would be still applicable regardless of how a ship is operated. 

Regarding further work on the draft MASS Code, some of the elements that IMO should consider in the 

following years are listed below. These elements are also considered crucial for the mass deployment of 

RIT and the development of a regulatory blueprint.  

1. Risk assessment Methodology  

MSC 107/5/4 and MSC 107/INF.8 proposed a MASS riskassessment methodology, the socalled riskbased 

assessment tool, as part of functional safety and are intended for inclusion in the MASS Code.  

Due to the lack of explicit regulations, it is important to guarantee safety by following functional criteria 

established through objectiveoriented methods, as outlined in the proposed MASS Code. To support this 

initiative, the European Commission, in collaboration with the European Maritime Safety Agency (EMSA), 

has initiated a project to create a RiskBased Assessment Tool (RBAT) specifically for MASS. 

The RBAT methodology aims to enable risk assessment and evaluation of safety equivalence in introducing 

technologies with automated/autonomous functionalities as a future part of vessel operations. RBAT 

proposes an alternative to the classical definition of risk evaluation by using a combination of the worst

case outcome from an undesired event and the effectiveness of the mitigation actions to prevent losses. 

To do so, the method is divided in five main parts:  

I. Define use of automation: describes the overall mission and operation as well as assigning the 

responsibility for either performing or supervising functions to software or human agents; 
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II. Hazard analysis: this stage includes a) identification of unsafe conditions associated with control actions, 

b) identification of causal factors that may initiate the unsafe conditions, c) description of the worstcase 

outcomes from unsafe conditions, d) ranking of the worstcase outcomes severity, e) description of the 

relevant operational restrictions and limitation; 

III. Mitigation analysis: examines if Fault Detection, Isolation and Recovery (FDIR) is planned to be part of 

control functions' design and identify which mitigation layers are in place; 

IV. Risk evaluation: compares the risk level for each assessed scenario against a set of risk acceptance 

criteria to determine the need for risk control; 

V. Risk control: ensures that unacceptable (High) and tolerable (Medium) risks are made as low as 

reasonably practicable (ALARP) using risk control measure 

2. Cybersecurity 

MSC 107/INF.11 provided information on cybersecurity in the maritime domain, considering the future 

systems and requirements for network security equipment to support MASS operation.  

The details of network security equipment development proposed by Korea are as follows:  

I. provision of authentication and encryption between ship and external communication;  

II. detection and blocking of attacks based on deep packet inspection (DPI) analysis of external incoming 

traffic;  

III. data flow control for external incoming traffic; 

IV. AIbased anomaly detection through monitoring of internal networks;  

V. interworking of an integrated security management system for attack detection and collectionanalysis 

of anomalies detection results;  

VI. provision of security for the user's bring your own device (BYOD) device (such as malware detection); 

and 

VII. prevention of forgery and modulation of data on external communication with the ship and internal 

communication of the ship.  

VIII. The following elements are considered necessary for developing network security equipment when 

operating MASS ships:  

a) Security requirements for controlling data, functions, and operational access of the target system for 

confidentiality;  

b) System functional requirements that must be performed by a target system or that must be performed 

by a user using the target system;  

c) Performance requirements such as processing speed and time, throughput, dynamic and static capacity, 

and availability of the target system;  
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d) System interface requirements connecting the target system to the outside, including links with other 

software, hardware and communication interfaces, and protocols used for information exchange with 

other;  

e) Equipment composition requirements and components HW/ SW/ NW required for the configuration of 

the target system; and 

f) Test requirements checking whether the built system is operating properly relative to the planned target. 

2. Development of a Regulatory Framework  

MSC 107/INF.12 provided a summary of the MASS regulatory framework implemented in France in 

alignment with the Interim guidelines for MASS trials (MSC.1/Circ.1604). As a first step, a temporary and 

experimental set of regulations was developed in France in May 2020 to account for such new technologies 

and avoid restraining their development. As a second step, a new law on autonomous vessels enacted in 

October 2021. 

The French Maritime affairs created a regulatory distinction between Maritime Autonomous Surface Ships 

(MASS) and smaller unmanned maritime devices or "maritime drones". Thus, an autonomous ship "is a ship 

operated remotely or by its own operating systems, whether or not there are seafarers on board". Maritime 

drones, referred as "Mini MASS" are defined as "a floating surface or underwater vehicle operated remotely 

or by its own operating systems, without personnel, passengers or cargo on board, and whose technical 

characteristics, in particular size, power and speed limits, are defined by regulation, without its gross 

tonnage being greater than or equal to 100". Although the new legislation does not yet define the 

mentioned technical characteristics, upcoming regulations will clarify the limits within which an 

autonomous vehicle is regarded as maritime drone or MASSbased, in particular, on overall length, 

maximum speed and kinetic energy. This distinction is particularly justified by the significant difference in 

risks presented by the navigation of these two types of vehicles concerning the expected safety and security 

requirements for people and goods, as well as environmental preservation. Hence, operation of smaller 

autonomous devices complying with the operation and technical thresholds ordained will fall under a 

simplified regime, while a specific MASS authorization regime, based on a casebycase study, will apply to 

all vessels exceeding these requirements. 

Although the operation of maritime drones is enclosed in a more flexible framework than MASS, in the form 

of a simplified procedure, it requires the fulfillment of various formalities briefly introduced hereafter. To 

address liability concerns, it is compulsory for maritime drones to be registered and display their 

identification number, ensuring clear determination of ownership and operational use. Consequently, a 

dedicated registry for maritime drones, distinct from the ship’s registry, has been established, under which 

these drones operate under the French flag. Additionally, to minimize the risk of insolvency in the event of 

accidents, it is mandatory for all drones to have insurance coverage before operation. 

The safety, security, and environmental sustainability of maritime drone operations have been secured 

through a variety of measures. Firstly, the new legislation has incorporated, within the national context, the 

guidelines of the COLREG Convention applicable to maritime drones. This includes various liability 

frameworks concerning compensation for navigation incidents, abandonment of ships, shipwrecks, rescue 

operations, and emissions from shipsourced pollution. In addition, the regulation states that maritime 

drones must be equipped with a device allowing sea users and police authorities to locate them at all times. 

Finally, upcoming regulation will provide details on the general maintenance and operating rules to follow, 
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along with the basic mandatory equipment required both on board maritime drones and inside the remote

control centre. Compliance of maritime drones with these requirements is then assessed during a single 

procedure of application for registration and the authorization to navigate is granted through the issuance 

of a certificate of registry. 

4. Overview of new industry specification for MASS vocabulary 

According to MSC 107/5/3 a new technical specification ISO/TS 23860 was published by ISO/TC 8 in June 

2022. This specification contains a preliminary and voluntary industry standard MASS vocabulary. Some of 

the definitions underlined in the document are the following:  

O Automatic: This is defined as processes or equipment that, under specified conditions, can function 

without human control.  

O Autonomous: This is defined as processes or equipment in a ship system which, under certain conditions, 

are designed and verified to be controlled by automation, without human assistance. 

O Control: This is defined as a purposeful action on or in a process to meet specified objectives. Control 

does not preclude that the action is only to monitor the process, e.g. to raise an alarm or to request 

intervention. Control can be exercised by a human or by automation. 

O Process: A set of interrelated or interacting activities that transforms inputs into outputs (from ISO 9000). 

Processes on board a ship can correspond to function as defined in the International Convention on 

Standards of Training, Certification and Watchkeeping (STCW): "Function means a group of tasks, duties 

and responsibilities, as specified in STCW, necessary for ship operation, safety of life at sea or protection of 

the marine environment." 

B. Lessons Learnt from the attendance at the Maritime Environmental Protection Committee (MEPC 80) 

The Marine Environment Protection Committee of IMO met from Monday, 3 July to Friday, 7 July 2023 at 

IMO Headquarters, and, amongst others, the discussions about the reduction of GHG emissions from ships 

attracted the attention of the participants and policymakers. Some of the MEPC discussions that are also 

important for the mass deployment of RIT are listed below.  

1. GHG Strategy  

Actions taken by the Committee on issues related to the reduction of GHG emissions from ships, in 

particular the landmark decision of adopting the 2023 IMO Strategy on the Reduction of GHG Emissions 

from Ships, outlining the Organization's continued commitment to reducing GHG emissions from 

international shipping. The Strategy aims to reach netzero GHG emissions from international shipping close 

to 2050. 

2. Regulatory Mapping and Regulatory Certainty 

MEPC 80/INF.17 presented the regulatory mapping of alternative marine fuels. The mapping exercise 

pinpointed several areas where additional regulatory efforts might be necessary, not only by the IMO but 

possibly by other standardization and certification bodies. Key areas identified for further development 

include enhancing safety guidelines for the onboard utilization of alternative fuels, the formulation of 

engine standards and the evaluation of potential consequences and hazards associated with alternative 

marine fuels and green technologies. 



BUGWRIGHT2 Deliverable D10.5

Grant Agreement No. 871260   Dissemination level: PU 

Page 382 version 1 status: released 

The role of shipbuilding in maritime decarbonization and the importance of regulatory certainty for 

shipbuilders was also underlined in the document MEPC 80/7/5. The document provides an overview of 

the work undertaken by the OECD Council Working Party on Shipbuilding on the decarbonization of shipping 

and shipbuilding, which in particular focuses on the role of the shipbuilding sector for broader maritime 

decarbonization efforts. The discussions highlighted the significance of a consistent, foreseeable, and 

dependable policy framework for shipowners and shipbuilders that supports the development and 

implementation of energysaving and green technologies. 

3. Underwater noise  revised guidelines adopted 

The MEPC approved revised Guidelines for the reduction of underwater noise from commercial shipping to 

address adverse impacts on marine life. The guidelines incorporate revised technical expertise, referencing 

international measurement standards, recommendations, and rules from classification societies. 

Additionally, they offer example templates to aid shipowners in creating a management plan for 

underwater radiated noise. 

4. Biofouling management  revised Biofouling Guidelines adopted 

Following an extensive review, the MEPC has approved the updated Guidelines for the control and 

management of ships' biofouling, aimed at reducing the spread of invasive aquatic species (Biofouling 

Guidelines). The 2023 Guidelines expand on and update the previous version with a view to strengthening 

it and increasing its uptake. IMO urged developing countries to implement the Biofouling Guidelines and 

test relevant technologies. 
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ANNEX III: FORTHCOMING PUBLICATION 

 

The following publication has been submitted for publication in the forthcoming special edition of the 

International Journal of Marine and Coastal Law (2024) and is currently under review. 
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